
Stop Creepy Online Tracking with Privacy Badger
EFF develops Privacy Badger software to enhance privacy online

● Many companies secretly track your activity online, recording who you are, what
you’re doing, and where you’ve been. This information can be sold without your
knowledge, control, or consent.

● Privacy Badger is a browser extension that automatically stops these trackers. To the
trackers, it's like you suddenly disappeared.

● Privacy Badger is di�erent from other privacy extensions. Unlike other extensions
which use a hand-assembled list of domains to block, Privacy Badger is designed to
automatically discover trackers based on their behavior. By blocking trackers, it also
manages to block many ads and speeds up your connection to most websites.

● Privacy Badger goes beyond most browsers’ built-in privacy features by blocking forms
of tracking they overlook.

How Does Privacy Badger Work?

● Privacy Badger isn’t just one project; it is supported by two other automatic scanner
projects, Badger Sett and Badger Swarm, which regularly scan the Web to learn
about everyday trackers as they appear in the wild.

● Taking what’s learned from those scanner projects, Privacy Badger is armed to
block those trackers in real time from inside your browser.

● When your browser stops loading content from a source, that source can no longer
track you. Voila—you’re now safe from creepy tracking.

Get Privacy Badger Today!

● Visit privacybadger.org to download Privacy Badger for Chrome, Firefox, Firefox
for Android, Edge, or Opera, and check out the FAQ to learn more.

The Electronic Frontier Foundation is the leading nonprofit defending digital
privacy, free speech, and innovation. Learn more at eff.org.


