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FOREIGN INTELLIGENCE
P.L. 95-511
© which guise that he is- an agent of a refugee terrorist leader and then to
n, but target these recruited persons against the FBI, the Dade County
when Police, and the CIA, the ultimate goal being to infiltrate these agen-
nents : cies. F is to keep the intelligence officer informed as to his progress
. . in this regard but his reports are to be made by mail, because the
£ “na- s ‘ U.S. Government cannot open the mail unless a crime is being
laws. committed. : :
hat is Comment.—As in. case No. 4, no tap would be permitted under
surt’s S. 1566. This is. not the kind of information contemplated under
com- the act. A tap would not be permitted under section 794 of title 18
vered ' as well. If F is to report in “by mail” is F going to do his recruit-
) (B) ment by telephone? Does the Government plan to read S. 1566 to
iracy ' permit the refugee organizations to be wiretapped to find out if they
are infiltrated ¢ These are dangerous readings of S. 1566. The proper

action is to allow the FBI, having this much information, to foil

‘rant, F's scheme. '
ighly '_ " In sum, the Justice Department is “reaching” for the exceptional
> has i casc to establish the need for a deviation from the criminal standard.
rass- i Contrary to all experience with judicial warrants in the wiretapping
to a : area, the Department presumes “strict comstruction” by judges will
The hamper legitimate intelligence. The Justice Department should be
:d in : reminded that cnly seven judges, picked by the Chief Justice of the
le to U.S. Supreme Court, will review these warrant requests. Of course,
: this does not give the Justice Department any certainty that all appli-
794 ’ ._ cations will be-approved. But the criminal standard does not appre-
for- ' ' ciably make the process more risky for the Government. On the other
: 18. : ' hand, the roncriminal standard is a dangerous precedent for abuse.
xind -
art- '
a;‘f; : | SENATE REPORT NO. 95-701
;P%d [page 1]
.vit}? The Select Committee on Intelligence, to which was referred the bill

(S. 1566) to amend title 18, United States Code, to authorize applica-
tions for a court order approving the use of electronic surveillance to
obtain foreign intelligence information, having considered the same.
t to reports favorably thereon with amendments and recommends that the
ious bill, as amended, do pass. '

[page 5]
lary ‘PUrpPoSE OF AMENDMENTS

The Committee on the J ﬁdiciary adopted several amendments to
S. 1566 designed to clarify and make more explicit the statutory intent,

ited ' : to provide further safeguards for individuals subjected to electronic
has surveillance pursuant to this new chapter, and to provide a detailed
His ‘ procedure for challenging such surveillance, and any evidence derived
the therefrom, during the course of a formal proceeding.
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P.L. 95-511
[page 57]
. . . . soug
In order to make clear the judge’s authority to review compliance veill

with the minimization procedures, a provision has been added at the and
end of subsection (c). It provides that at the end of the tunc
period of time for which an electronic surveillance is ap- exp:
proved by an order or an extension issued under this section, the ing
judge may assess compliance with the minimization procedures re- - catic
quired by this chapter. Thig provision is not intended to require the gres.
judge to assess such compliance. nor is it intended to limit such assess- : botl
ments to anv particular intervals. The committee believes, however, ' of t
that it isusefut to spelt out the judge’s anthority explicitly so that there . stan
will be no douht that a judee may review the manner in which infor- T
mation about U.S. persons is being handled. This specifically includes Atto
information about U.S. persons acquired from electronic snurveillance tion
of a foreign power, as defined in section 2521 (b) (1) (A). (B).or (C). Tnd
Subsection (d) authorizes the Attornev General to approve an dete
emergency electronic surveillance prior to judicial authorization un- this
der certain limited circumstances. First.-the Attornev General must subs

determine that an emergency situation exists swhich reauires.the em- ' B It
ployment of electronic surveillance before an order authorizing such

H tern.
‘surveillance can with due dilizence be obtained. In addition. the fac- L . read
tual basis for the issuance of an order under this chapter must be I " tion- -
present. Jane:
The nrocedures nnder which-such an emergencev surveillance is au- i : trial &7
thorized are considerably stricter than those of the comnarable pro- - men-
vision in chanter 119, 18 T7.8.C". 2518(7). First. only the Attorney Fed:
General—as defined—may authorize such emergency surveillance. sign.
whereas in 18 T7.S.C. 2518(7) the Attornev General may desionate any i S.
investigative or law enforcement officer to authorize emergency inter- of 11
ceptions under that subsection. Second. the Attornev General or his o lance
designee must contemporaneously notify one of the designated judges o 18 les
that an emergency surveillance has heen authorized. There is no com- tions
parable requirement in 18 T.S.C. 2518(7). Third. an anplication for persc
an order anproving the surveillance must be made to that judee within seque
24 hours: 18 U.S.C\. 2518(7) requires the anplication to be made within or er.
48 hours. Fourth, the emergency surveillance cannot continue hevond prov
24 hours without the issuance of an order: under 18 T.8.C\ 2318(7) thres
the emergency surveillance mav continue indefinitely until the judge surve
denies the application. Fifth. the Attornev General must order that ernm
minimization procedures reauired by this chanter for the issuance of safet
a judicial order he followed during the period of the emersency sur- b A
“veillance. There is no comparable provision under 18 U.S.C. 2518(7), a dern
This last provision is desianed to insure that as much as possible be ' Sect:
done to eliminate the acquisition, retention. and dissemination of in- ; T1
formation which does not relate to foreign intelligence purposes. The : infor
committee’s intent is to place the Attornev (General in the role of the i urs:
court during the 24-hour emergency period. He must examine the min- Sk Ee ar
Imization procedures as the court could normally do under paragraph iniili
(a) (4) of this section. and ensure that the appropriate procedures are this
followed. ; ' chalp"
The committee wishes to emphasize that the application must be 1'athé’
made for judicial approval even if the surveillance is terminated form:

within the 24-hour period and regardless of whether the information
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o ~ [page 63] ‘ . ‘ sectic
sequent trial testimony, a Government witness provides evidence that cour
the electronic surveillance may have been authorized or conducted in . . tobe
violation of the court order. The most common circumstance in which tions
such a motion might be appropriate woeuld be a situation in which - - it fir
a defendant queries the Government under 18 T.S.C. 3504 and dis- - . natic
covers that he has been intercepted bv electronic surveillance even : Tt -
before the Government has decided whether evidence derived from that veills
surveillance will be used in the presentation of its case. In this instance, . ' : decic
under the appropriate factual circumstances, the defendant might curri
move to suppress such evidence under this subsection even without ’
having seen any of the underlving documentation. :
2\ motion under this subsection shall be made before the- trial, ¢
hearing, or proceeding unless there was no opportunity to make such t
motion or the movant was not aware of the grounds for the motion. ‘ 394 7
The only change in subsection (d) from S. 3197 is to remove as a sepa- T.S.
rate, independent basis for suppression the fact that the order was in- stibse
sufficient on its face. This is not a substantive change, however, since : o came
communications acquired pursuant to an order insufficient on its face » _abilit
would be unlawfully acquired and therefore subject to suppression _ oceas
under paragraph (1). o : ~tellig
Subsection (e) states in detail the procedure the court shall follow R - Th
when it receives a notification under subsection (c) or a suppression is for
motion is filed under subsection (d). This procedure applies, for and ¢
example. whenever an individual makes a motion pursuant to sub- noted
section (d) or 18 TW.S.C. 3504. or any other statute or rule of the Cour:
TUnited States to discover. obtain or suppress evidence or information the d
obtained or derived from electronic surveillance conducted pursuant ancin
to this chapter (for example, Rule 12 of the Federal Rules of Criminal
Procedure). Although a number of different procedures might be ¢
used to attack the legality of the surveillance, it is this procedure s
“notwithstanding any other law” that must be used to resolve the t
question. The committee wishes to make very clear that the procedures !
set out in subsection (e) apply whatever the underlying rule or statute ¥
refered to in the motion. This is necessary to prevent the carefully £
drawn procedures in subsection (e) from being bypassed by the in- i
ventive litigant using a new statute, rule or judicial construction. t.
The special procedures in subsection (e) cannot be invoked until a
they are triggered by a Government afidavit that disclosure or an a
adversary hearing would harm the national security of the United Th
States. If no such assertion is made, the committee envisions that ] 11-'
mandatory disclosure of the application and order, and discretionary Iegatl]
disclosure. of other surveillance materials, would be available to the fn o
defendant, as is required under title III. When the procedure is so '31' ?’
triggered, however, the Government must make available to the court ! _}‘i’} }3
a copy of the court order and accompanying application upon which r- 1ok
the surveillance was based. JoT ¢
. . . contai
The court must then conduct an ex parte, in camera inspection of the cc
these materials as well as any other documents relation to the surveil- whole.
lance which the Government may be ordered to provide. to determine ate de
whether the surveillance was authorized and conducted in a manner rate
which did not violate any constitutional or statutory right of the per- 4. 89
son against whom the evidence is sought to be introduced. The sub- T(‘;;%.ﬂgz
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. [page 64]
section further provides that in making such a determination, the
- that court may order disclosed to the person against whom the evidence is
2d in to be introduced the court order or accompanying application, or por-
vhich tions thereof, or other materials relating to the surveillance, only if
vhich it finds that such disclosure is necessary to make an accurate determi-
. dis- ' : nation of the legality of the surveillance.
even The question of how to determine the legality of an electronic sur-
1 that veillance conducted for foreign intelligence purposes has never been
‘ance, decided by the Supreme Court. As J ustice Stewart noted in his con-
aight curring opinion in Giordano v. United States:
“hout Moreover, we did not in 4lderman, Butenko or [ranov,
and we do not today. specify the procedure that the district
trial. courts are to follow in making this preliminary determina-
such tion [of legally.]
Stion. 394 T.S. 310, 314 (1968) ; see also, Taglianetti v. United States, 394
sepa- C.S. 316 (1968). The committee views the procedures set forth in this
as in- subsection as striking a reasonable balance between an entirely in
since camera proceeding which might adversely affect the defendant’s
s face ability to defend himself, and mandatory disclosure, which might
sgsion occasionally result in the wholesale revelation of sensitive foreign in-
telligence information.
ollow _ The decision whether it is necessary to order disclosure to a person
sssion . is for the Court to make after reviewing the underlying documentation
5, for . : : and determining its volume, scope, and complexity. The committee has
y sub- - noted the reasoned discussion of these matters in the opinion of the
»f the Court in I/nifed States v. Butenko, supra. There, the Court, faced with
ation : ~ the difficult problem of determining what standard to follow in bal-
uant ancing national security interests with the right to a fair trial, stated :
minal - ~ The distinguished district court judge reviewed in camera
ht ber 7. o : the records of the wiretaps at issue here before holding the
edure ' : _ surveillance to be legal * * *. Since the question confronting
ve the - - T ~ the district court as to the second set of interceptions was the
- »dures : Lo " legality.of the taps, not the existence of tainted evidence, it
statute I was within his discretion to grant or to deny Ivanov’s request
efully e for disclosure and a hearing. The exercise of this discretion
e in- I is to be guided by an evaluation of the complexity of the fac-
ion. : tors to be considered by the court and by the likelihood that
1 until s . adversary presentation would substantially promote a more
or an : accurate decision. (494 F. 2d at 607.)
Cnited , Thus, in some cases. the Court will likely be able to determine the
1s that™ Jegality of the surveillance without any disclosure to the defendant.
‘onary. .- In other cases. however, the question may be more complex because of,
to the for example, indications of possible misrepresentation of fact, vague
e 18 80 i identification of the persons to be surveilled, or surveillance records
e.court.. . T which include a significant amount of nonforeign intelligence informa-
~which .+ o : tion. calling into question compliance with the minimization standards
e contained in the order. In such cases, the committee contemplates that
* tion-of: - the court will likely decide to order disclosure to the defendant, in
“survedl- whole or in part, since such disclosure “is necessary to make an accu-
rerminé rate determination of the legality of the surveillance.” 3
© manner _
e per- 4, 89 S.Ct. 1089, 22 L.Ed.2d 302.
"he sub- .Gt diderman v. United States, 394 U.S. 165, 182 n. 14. 89 S.Ct. 961, 22 L.Ed.2d 179 (1968) ;
es - Taglianetti v. United States, supra at 317.
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