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government requests in the future without unnecessary court involvement and protracted litigation. The 
possible reduction in intelligence that might result from this delay is simply unacceptable for the safety 
of our Nation." We in the intelligence community agree. We urge Congress to act to ensure that we do 
not again have gaps or lapses in gathering intelligence necessary to protect the nation because of an 
outdated law or a failure to shield private parties from liability for helping to protect the nation. 

The writer is director ofnational intelligence. 
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From:  
Sent: Thursday, February 07, 2008 8:40 AM . L I _  
���������������������"Jim �������������������������� 0'"  
������� Amendment Views  

0 2 

Good Morning: I wanted to ensure you had our attached views on the FISA Amendments. If your 
Members have any questions or concerns, please let me know and we will try and address them. 

Kathleen Turner 
Director of Legislative Affairs 
Office r of National Intelligence 
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���
Sent: Wednesday, November 14, 2007 1:04 PM I_ 
To: "Johnnie Kaberle"; "Chris �������������������������"James Lewis" bw 
Subject: OFFICIAL RELEASE: SAP on �� amend the Foreign Intelligence Surveillance Act of 1978 to 
establish a procedure for authorizing certain acquisitions of foreign intelligence, and for other purposes 

Kathleen Turner 
Director of Legislative Affairs 
Office ctor of National Intelligence 

Resending this (from last month). Kathleen  

This SAP encompasses Director McConnell's views.  

EXECUTIVE OFFICE OF THE PRESIDENT  
OFFICE OF MANAGEMENT AND BUDGET  

WASHINGTON, D.C. 20503  

16,2007 

Rules) 

STATEMENT OF ADMINISTRATION POLICY  
}I.R. 3773 - To amend the Foreign Intelligence Surveillance Act of 1978 to establish a 

procedure for authorizing certain acquisitions of foreign intelligence, and for other purposes 
(Rep. Conyers (D) MI and seven cosponsors) 

In August, Congress took an important step toward modernizing the Foreign Intelligence 
Surveillance Act of 1978 by enacting the Protect America Act of 2007 (P AA). While only in effect 
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for less than three months, the P AA has allowed us temporarily to close an intelligence gap by 
enabling our intelligence professionals to collect, without a court order, foreign intelligence on 
targets located overseas. Unless r<,?authorized by Congress, however, the authority provided in the 
Protect America Act will expire in February 2008. In the face of the continued and grave terrorist 
risks to our Nation, Congress must act to make the P AA permanent. Congress also must provide 
protection from private lawsuits against companies alleged to have assisted the Government in the 
aftermath of the September 11 terrorist attacks on America. 

While the Administration appreciates Congress's recognition of the need to modernize our foreign 
intelligence surveillance laws, H.R. 3773 accomplishes neither of these twin objectives. This bill 
does not result in permanent FISA modernization and it contains no retroactive liability provision. 
H.R. 3773 therefore falls far short ofproviding the Intelligence Community with the tools it needs to 
collect foreign intelligence effectively from individuals located outside the United States. 
Accordingly, ifH.R. 3773 �����������������������������������the P@mdent, the Director ofNatioJ:Lal 
�������������������������������������������������������� �����������������������������������

H.R. 3773 is deficient in several particular aspects: 

������������������ ���������������������������������������������������������������The 
Administration strongly opposes the bill's limitation of the type offoreign intelligence information 
that can be collected under its authority. Since 1978, the Foreign Intelligence Surveillance Act 
(FISA) has provided for the collection of foreign intelligence information, and there is no reason to 
place complex restrictions on the types of intelligence that can be collected from foreigners outside 
the United States under this authority. This limitation would serve only to require intelligence 
analysts to spend valuable time and resources in distinguishing between types of foreign intelligence 
information being collected. Such a system could place the court in the position of reviewing such 
operational determinations, when delays could jeopardize our Nation's security. 

C@lttes �������������������������������������������Ag<'tinstE������������������__r �����������������������

the United States. The Protect America Act provides for court review of the procedures for 
determining that the acquisition of foreign intelligence information concerns persons reasonably 
believed to be located outside the United States-an appropriate role for the court in this context. 
H.R. 3773, however, substantially increases the role of the court with respect to foreign intelligence 
targets located outside the United States. These provisions, which require prior court approval absent 
an emergency and fail to explicitly provide for continued collection while appeals are pending, could 
impede the collection of necessary foreign intelligence information and possibly harm the national 
security without any meaningful increase in the protection of the privacy interests of Americans in 
the United States. 

�������toJ>JID'ide ������������������������������������������������������������������������
���������������������ofthe September 11 �������������������� The Administration strongly 
opposes H.R. 3773 because it fails to grant liability protection to companies alleged to have assisted 
the Government's counterterrorism efforts in the aftermath of the September 11th attacks. It is a 
matter of basic fairness that providers who are alleged to have provided assistance to the Government 
in the wake of these terrorist attacks should not face liability claims. It also is critical to our national 
security that such companies be protected from litigation, since companies that face lawsuits for 
allegedly assisting the Government may be unwilling to provide assistance if and when it is needed to 
prevent future terrorist attacks. 
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Does Not Provide �������������������������������������������The Administration strongly opposes 
the bill's sunset provision. By its terms, this provision would withhold from our intelligence 
professionals the certainty and permanence they need to conduct foreign intelligence collection to 
protect Americans from terrorism and other threats to the national security. It is simply unworkable 
for agencies to develop new processes and procedures and train their employees, only to have the law 
change within a short period of time. The fundamental rules governing our intelligence 
professionals' ability to track our enemies should not be in a persistent state ofdoubt. 

Imposes Irumpropriate and Burdensome Oversightl'Jovisillns. In sharp contrast to the Protect 
America Act, H.R. 3773 would impose additional wide-ranging, burdensome oversight requirements 
that will hamper the ability of the Intelligence Community to focus on its core mission ofprotecting 
the Nation from threats to national security. The additional resources that the bill authorizes to meet 
the audit and reporting requirements would not help alleviate the scarcity of trained linguists and 
analysts needed to provide the information necessary to fulfill those requirements. The bill also 
would upset the long-standing and bipartisan tradition and understanding of both the Executive 
Branch and Congress that the Intelligence Committees conduct oversight of the Intelligence 
Community. Furthermore, the legislation creates an unprecedented role for the Inspector General of 
the Department of Justice, who has neither the expertise nor the facilities to investigate and to audit 
intelligence activities of the Intelligence Community. The Administration looks forward to working 
with Congress to craft alternative oversight provisions that offer appropriate and effective oversight 
of the Intelligence Community's implementation of these important authorities. 

��������������������������������������������������The bill purports to reiterate that F1SA is 
the exclusive means by which electronic surveillance may be conducted for gathering foreign 
intelligence information. FISA presently contains an exclusivity provision and the inclusion ofan 
additional and broader exclusivity provision raises unnecessary and highly complex legal questions. 

In addition, the Administration also is concerned by serious technical flaws in this legislation that 
create uricertainty and confusion. 

The Administration is prepared to work with Congress towards the passage of a permanent FISA 
modernization bill that would strengthen the Nation's intelligence capabilities while respecting the 
constitutional rights of Americans, so that the President can sign such a bill into law. 

'" '" '" '" '" 
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" FOIA pt'U"CiA,  

hsgac.senate.gov; 
U':IL<O.U"V· "Evan 

senate.gov; 
"Charlie Houy"; "Sid 
Cc: "Brian Benczkowski"; 
Subject: Statement of Administration Policy on FISA Bill S.2248 

Kathleen Turner 
Director of Legislative Affairs 
Office of the Director of National Intelligence 
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From:.-
Sent: �������� 22, 20084:22 PM 
To: "Ron Weich"; "Serena Hoy" 
Subject: Fw: DNI-AG letter on FISA 

Kathleen Turner 
Director ofLegislative Affairs 
Office ofthe Director ofNational Intelligence 

����
Ie Cannon" �������������������� "Wendy Fleming" 

IIII1!t: DNI-AG Letter on FISA b ��
Just signed ... please share with interested parties. 

b"  
r for Legislative Affairs 

Director of National Intelligence 

bl 
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�������
Sent: Friday, February 22, 2008 4:22 PM 
To: "Nick Rossi"; "Mary Derosa" 
Subject: Fw: DNI-AG Letter on FISA 

Kathleen Turner 
Director of Legislative Affairs 
Office of the Director of National Intelligence 

----- Original Message -----
From:."'1 

Just signed ... please share with interested parties. 

for���������Affairs 
Office of the Director of National Intelligence 

Sent: 
To: 

Cc: "Joe-Subject: DNI-AG Letter on FISA 

, "Wendy Fleming" ���������������������

7/312008  
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From:_ 
Sent: Wednesday, March 
To: "Mike Sheehy"; 

Dela 

20083:59 PM 
.house.gov; �����������������"Mariah Sixkiller"; "Johnnie 

house.gov; "James Lewis"; "Chris Donesa"; b 
.house.gov; mail.house.gov; . 1 

mail.house house.gov-< 

Please see the attached letter with the DNI and AG's views. 

Kathleen Turner 
Director of Legislative Affairs 
Office of the Director of National Intelligence 
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From:_ ���
Sent: Thursday, March 13, ����� 
To: "Paul Juola"; "John Shank"; �������������������������������� 
Subject: DNI-AG Views Letter on Latest House FISA Proposal b (.  
Please share this with your Members. Many thanks. 

Kathleen Turner 
Director of Legislative Affairs 
Office of the Director of National Intelligence 
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(I �� ������

From:_ .- _1 
Sent: Wednesday, March 12/ 2008 4:04 PM P ex 
To: "Marcel ��������������������������"Serena Hoy"; "mrlY1,nn4:>II.senate.gov; 

rriI..,.'rr" .... nell.senate.gov; "Andy Johnson"; .senate.gov; 
.senate.gov;_@sscLsenate.gov; senate.gov; 

Subject: Fw: DNI-AG Views Letter on Latest House FISA Proposal 

The attached was provided to the House moments ago. 

Kathleen Turner 
Director of Legislative Affairs 

Director of National Intelligence 

-----Forwarded on 03/12/2008 04:02PM -----

mail.house.gov, 
mail.house.gov>, "Johnnie I,

ail.house.gov>, 0 
>, "Chris Donesa" 

mail.house.gov, 
.house.gov, 

cc: "Brian Benczkowski" <Brian.A.Benczkowski@usdoj.gov> 
Subject: DNI-AG Views Letter on Latest House FISA Proposal 

Please see the attached letter with the DNI and AG's views. 

Kathleen Turner 
Director of Legislative Affairs 

7/3/2008 
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of 

-----"Griswold, Jonathan" wrote: ---b" 
To: 

Page 1 of2 

To: "Griswold, Jonathan"  
Subject: RE: DNI-AG Views Letter on Latest House FISA Proposal  

From: 
Sent: Thursday, March 13, 2008 12:11 PM 

Take a look at the DOJ site called: www.protectamericaact.gov. There is great info there! 

Kathleen Turner 
Director of Legislative Affairs 

r of National Intelligence 

From: mail.house.gov>  
Date: 03/13/2008 09:30AM·  
Subject: RE: DNI-AG Views Letter on Latest House FISA Proposal  

Thanks, Kathleen. I'm still hoping to get the Senate version through the House, somehow.  

Feel free to pass along anything else you think might be helpful. This seems to be a fast-moving target.  

Thanks again.  

Best regards, 

Jonathan 

7/3/2008  
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, March ii, 2008 11. 

Page 2 of2 

From: 
Sent: 
To: Griswold, Jonathan 
Subject: Fw: DNI-AG Views Letter on Latest House FISA Proposal 

Jonathan: Pis share the attached �������with your Member before the votes on the FISA Bill on Thursday. Thanks. 
Kathleen Turner 
Director of Legislative Affairs 
Office of the Director of National Intelligence 

----- ���������� -----
From:_ 
Sent: 03/12/200803:58 PM EDT 

Please see the attached letter with the DNI and AG's views. 

Kathleen Turner 
Director of Legislative Affairs 

of the Director of National Intelligence 

713/2008  
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From:__ 
Sent: Wednesday, March 12, 2008 7:33 PM 

������������������������������ "Jim Smythers"; 
.senate.gov; 

.senate.gov 
Subject: DN!-AG Views Letter on Latest House FISA Proposal 

Please share this letter from the DNI and the Attorney General on the House FISA proposal with 
your Members. 

Kathleen Turner 
Director of Legislative Affairs 

of the Director of National Intelligence 

102 

713/2008  
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P/QCIl$SIA  

- to Senator Webb ref Privacy and Civil Liberties Protections in FISA/PM 

The attached was provided to Senator James Webb today in response to a letter he sent the DNI 
and as follow-up to the DNI's Jan 29, 2008 meeting with the Senator. This info may be useful to 
you all. . 

Kathleen Turner 
Director of..Legislative Affairs .. .. . National Intelligence 

7/3/2008  
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From: 
To: mail.house.gov> 

Date:  Sunday, February 24, 2008 03:53PM 
Subject:  Fw: IN CASE YOU MISSED IT: Director McConnell Interviewed on CNN's "Late 

Edition" 

Fyi. 

----- Original Message ----- I 
From: Office of the Director of National Intelligence D -2 
������02/24/2008 02:51 PM b:l I b C. 
Su IN CASE YOU MISSED IT: Director McConnell Interviewed on CNN's "Late Edition" 

IN CASE YOU MISSED IT: Director McConnell Interviewed on CNN's "Late 
Edition" 

MR. JOHN KING (CNN): And welcome back to the second hour of "Late Edition." I'm John King,  
sitting in today for Wolf Blitzer.  

The Director ofNational Intelligence is accusing Congress ofcompromising the nation's ability to fight  
terrorism by allowing the Protect America Act -- that's an extension of the Foreign Intelligence  
Surveillance Act -- to expire.  

So is the United States really in more danger?  

Joining me here in Washington is the Director ofNational Intelligence, Admiral Mike McConnell.  

Admiral, thanks for joining us today.  
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DIRECTOR MIKE McCONNELL: Thank you. 

MR. KING: To most Americans out there, and to a guy like me who's spent most of his time, in the past 
several months, out covering a Presidential campaign, this is highly detailed stuff that's pretty hard to 
follow. 

So, the FISA -- the Protect America Act expires. One thing, let me ask you right off the top, Congress 
says it offered a 21-day extension. Why not just sign on to the 21-day extension and give it three more 
weeks to try to sort this out? 

DIRECTOR McCONNELL: Well, John, since it is sO complex, let me just start with the fundamentals, 
and then, maybe, we can build from there. 

First of all, why do we have this act? Why was it passed? There was some abuses in the past. In the late 
1970s, Congress conducted hearings. And at the end of that, they wanted to be able to do two things; 
one, protect Americans from unauthorized surveillance; and two, enable my community to do foreign 
surveillance. 

So the issue is doing foreign surveillance while protecting Americans. So, now, the act, which was 
passed in '78, did not accommodate the fact that technology changed. So we might be conducting 
surveillance of a foreigner, a terrorist in a foreign country, talking to another terrorist in a foreign 
country, and our access to that information might be here in the United States. That's the issue. 

MR. KING: That's the issue. And so you signed on to this letter. Because the act expired and you were 
unable to reach an agreement with the Congress, you signed onto a letter. 

It's you and the Attorney General, Michael Mukasey, who said this, "We have lost intelligence  
information this past week as a direct result of the uncertainty created by Congress' failure to act."  

Now, ifI'm an average American sitting out there, I'm thinking, so I'm less safe today. How do you  
know -- ifyou can't gather the intelligence, how do you know you lost some?  

DIRECTOR McCONNELL: You're less safe today because we lost some ofour ability to monitor. 

Here's the issue, John. We cannot do this mission; we cannot do this activity without the help of the 
private sector. 

And when the act expired, there is a portion of the act passed last year that provided prospective  
liability protection. It's expired.  

So the private sector partners said, well, wait a minute, are we now protected? 

So we went through a discussion, for the entire week -- now, this is the problem. We may have 
authority to conduct surveillance, and we do, of, for example, Al Qaida, but you can't make that 
actionable ifyou have something specific to load into our systems to target. 

So when we wanted to load new information, the private sector partners said, we're not prepared to do 
that. So we negotiated all week to be able to come to closure. 

of9 6/30/2008 1 :37 PM 

Case3:08-cv-01023-JSW   Document85-5    Filed06/02/09   Page18 of 25



MR. KING: Help the layman understand what you mean by "load new information." You mean load 
somebody's cell phone code; load some Internet conversation? What are we talking about? 

DIRECTOR McCONNELL: Well,let me start with the accusation first. Some would say that our 
community is broadly spying on Americans, combing through lots of data. Nothing could be further 
from the truth. 

In the situation we're in, we have to be very surgical about what we reach in and take out. So, an 
identifier, a telephone number would allow us to do that. 

So if you want to put in a new telephone number, because you have now identified a terrorist, a member 
of Al Qaida, be you didn't know who he was before, didn't know his telephone number, that's the part 
we had to negotiate over the week. 

So, for five or six days, there's information we missed. We don't know what that was because we 
missed it. We may never recover it. 

MR. KING: I know you don't like to get involved in the politics of all this. 

DIRECTOR McCONNELL: That's correct. 

MR. KING: But Senator Harry Reid, the Senate Majority Leader, says this, "No amount of fear 
mongering will change the fact that our intelligence-collection capabilities have not been weakened last 
week. Even the President's own Director ofNational Intelligence agrees." 

That would be you, sir, Harry Reid putting you in his statement accusing the administration, of which 
you are a member, of fear mongering. 

DIRECTOR McCONNELL: John, we're less safe because we're not as an agile. And we have to have 
the cooperation and partnership from the private sector. And we are actually negotiating -- so, think 
about it. We may be able to get information that's fleeting, seconds or minutes, and you have to sit 
down with a lawyer to say, well, can I do this? 

So that's the issue that makes us less capable because we can't keep up. We have to be agile, and it takes 
full partnership from the private sector. 

MR. KING: I want you to listen to something you yourself said to the Intelligence Committee on 
February 14, that some are citing you're saying, now, the damage is worse than you said just a short 
time ago. Let's listen. 

(BEGIN VIDEO CLIP) 

DIRECTOR McCONNELL: The provisions of the bill allow us that, once we had submitted to the 
FISA Court the procedures and so on, they were approved. And we are loaded. From the date that's 
approved, we get a year. So some level ofconnection -- collection will go forward if it, in fact, expires 
on Saturday. 

of9 6/30/2008 1 :37 PM 

Case3:08-cv-01023-JSW   Document85-5    Filed06/02/09   Page19 of 25



(END VIDEO CLIP) 

MR. KING: It expired. It expired, some level of collection goes forward. Explain, to the best you can, 
to someone out there who doesn't understand the intricacies of, A, how you gather it, and, B, what this 
intelligence is. 

To the degree you can, what's the missing piece? 

DIRECTOR McCONNELL: The missing piece, John, is directive. Now, this gets a little technical, but 
an authorization is one thing, an authorization to collect against Al Qaida. They put it in last August. 
We can collect against Al Qaida today. 

However, a new personality, a new phone number, a new location -- we now have to put it into the 
system to be able to collect the information. That's the question, because the private sector partners said 
nothing new. 

So we had to negotiate that. Because what it created was uncertainty, and the position from the private 
sector point of view, "Am I protected? Does the law allow you to compel me to comply?" 

And when the act expired last week, that's in question. And that's why we feel that we are less capable 
of doing our job. 

MR. KING: You say "private sector partner." It's the phone companies, Internet service providers, 
somebody out there, in a private enterprise, where you think we have a number we need to trace; we 
have a conversation we think we need to trace; here's our evidence that it's worth doing; we need you 
need to cooperate with us now. 

One of the disputes in this, as you know, is a legal question is about immunity. 

I want to read you something else from Senator Harry Reid, the Majority Leader. He says, "For the 
President, this debate isn't about protecting America. It's about protecting the telecommunications 
industry and his own administration. He's explicitly refused to compromise on immunity for 
telecommunications companies, even as he's claimed the law's expiration endangers Americans. I can 
only conclude then that the President would put American lives on the line to let the phone companies 
off the hook." 

Now, there are some who say, if you're wrong, and I am somehow abused by this process, I should have 
the right to sue the phone companies. Why not? 

DIRECTOR McCONNELL: Well, since you're reading, let me try. Because I anticipated your question. 
And this is the language that comes out of the Senate Oversight Committee, bipartisan that voted out 
the current bill in the Senate. 

And they did an extensive investigation. This is what they said. "The committee was concerned that, 
without retroactive immunity the private sector might be unwilling to cooperate with lawful 
government requests in the future without unnecessary court involvement and protracted litigation." 
And this is the most important point. "The possible reduction in the intelligence that might result from 
this delay is simply Wlacceptable for the safety of our nation." 
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Now, there is a debate between some members of Congress and the administration over how the 
program was conducted immediately after 9111. That's a disagreement by some members on the Hill 
and the administration. What we're talking about here is getting a bill that allows us to conduct 
electronic surveillance against foreigners that wish us harm and protect U.S. persons. 

There's something else that was added to the bill. Previously, under the law, and under the executive 
order, if a U.S. person was conducting unlawful activities, for example, as a spy, and he traveled 
overseas, the Attorney General could authorize my community to conduct surveillance. 

In the Senate bill, that changes, and it makes it very simple. A U.S. person gets a warranted protection, 
supervised by a court, anywhere on the globe. 

The other part is also true. It does not require us to have a warrant to conduct surveillance against 
foreign entities. And the foreign entity could be a terrorist; it could be North Korea. It could be Syria. 

And our mission is foreign intelligence. So it's not like we're spying on Americans. We are using a 
system that's global. Global communications pass through America, and we need the ability to pull out 
the foreign communications. 

MR. KING: Let me ask you about a number ofother hot spots around the world after the break, but 
before we take a break, one more quick question. I know you don't like to get involved in the politics. 
But how much of this in your view, the dispute, is a legitimate disagreement or dispute over some 
policy things? Whether it's the immunity provision, whether it's about the scope ofyour powers, how 
much power you should have, especially within the confines of the United States, and how much of it is 
just lingering tensions and frustrations between the Democratic majority and a Republican President 
that many of those Democrats simply do not trust? 

DIRECTOR McCONNELL: I think some of this is lingering concern. I think some of it has been 
politicized. But what I would point out, after very strenuous debate -- and I watched almost all of it --
on the Senate side, the bill passed 68-29. And I believe in my heart ofhearts,jfit would be brought up 
on the House floor, it would get a similar vote, and we would move on. And then if those who disagree 
.with the President's past activity, let them disagree with the President, but let us go do our job. And then 
ofcourse the electoral process will take care of those disagreements in the eyes ofthe American people. 

MR. KING: Admiral Mike McConnell, the Director ofNational Intelligence. Stay right here, because in 
a moment, we'll get to the political strife in the race for the Democratic nomination. But when we come 
back, more from the Director ofNational Intelligence Mike McConnell discussing key world hot spots. 
Stay with us. You're watching "Late Edition." 

(COMMERCIAL BREAK) 

MR. KING: Welcome back. Once again, I'm joined by the Director ofNational Intelligence, Admiral 
Mike McConnell. 

Before the break, we were talking about this controversy between the administration and Congress 
about surveillance powers. I want to wrap it up and move on to some discussion of other world hot 
spots, but just tell me first, in this dispute, you're trying to change some things in the surveillance laws 
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that you believe are necessary to modernize it. Specifically, what is it you are looking for? 

DIRECTOR McCONNELL: John, I'll answer that withjust three basic points, points I've made since I 
came back into government. First of all, do not require us to get a warrant for surveillance against a 
foreign terrorist in a foreign country talking with someone else in a foreign country. The issue is it may 
pass through the United States, and under the old rules we had to get a warrant, and it takes a lot of 
time. 

Second issue, warranted protection for a U.S. person anywhere on the globe. That's the right thing to do. 
We're for that. And that in fact is in the Senate bill. 

The third thing, and this is very important, we can't do the mission without the assistance of the private 
sector. So we have to do several things. One, a means to compel them to help us, and then for that help, 
liability protection. And when the bill was passed last August, it was prospective, future liability 
protection, but not retroactive. And the retroactive, billions of dollars in suits, so that's the part we have 
to get corrected in the new legislation. 

MR. KING: Okay, we'll keep track of this as it goes on. 

I want to turn your attention to some other places in the world that might be causing Americans some 
angst at the moment. We have seen the political turmoil in Pakistan. Most Americans probably don't 
follow as closely the political parties in Pakistan, how this all works out, but they do know that Pervez 
Musharrafhas been a key ally in the Bush administration in the war on terrorism. Many of the 
opposition parties are saying it is time for him to go. And there was some questions actually just before 
the elections as to whether he was doing what you were asking him to do, doing things on his own right, 
using his intelligence services and his military, and allowing our Intelligence Community the freedom 
to operate in some cases within Pakistan. 

The state of play right now, sir. Are you more confident or less confident that you can do what you 
think is necessary within the borders of Pakistan, especially up in the Pakistan-Afghanistan tribal areas. 
Can you do everything you need to do today, or has the political uncertainty there compromised that? 

DIRECTOR McCONNELL: John, that's the key question. That is the key question. 

Let me start by saying, first of all, that Pakistan, led by President Musharraf, has been our best partner. 
We have been able to kill or capture more of the Al Qaida leadership in partnership with Pakistan than 
anyone else. 

Now, that said, you can always be better, and our dialogue and negotiation was how to get better and 
what would we do differently. 

Now, the election has changed the political scene there. The two parties that are going to form a 
coalition do not have enough members to impeach President Musharraf, although some are talking 
about that. So the question is, what happens when a coalition is formed in the new government and 
what is the position of the President? So we'll be very carefully monitoring that, engaging with the 
Pakistani government as this goes forward. 
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MR. KING: And some of the members of the new coalition, frankly, resent the United States for 
thinking it put too many eggs in the Musharrafbasket, ifyou will, stood by him too long. Do you 
suspect that there will there be fallout in tenns of the tone and tenor of the relationship with the new 
members of the coalition? 

DIRECTOR McCONNELL: John, it could be, but one thing that's sort of not noticed or reported upon 
very much is many of the fundamentalists, those radicals who were very vocal about engagement with 
the United States, lost in the election. And the more secular members are the ones that prevailed. 

So I'm optimistic that we'll be able to figure out how to work with the Pakistani government going 
forward and be more effective than we have been in the past. 

MR. KING: I want to read you something. This is from Lieutenant General Dell Dailey, who's the State 
Department's Counterterrorism Chief. This was in the New York Times a little more than a month ago. 
He's talking about what's going on in Afghanistan and Pakistan right along the border area. 

ItWe don't have enough infonnation about what's going on there. Not on Al Qaida, not on foreign  
fighters, not on the Taliban."  

If I'm an American citizen, worrying about Al Qaida or Osama bin Laden, the potential ofanother 
attack here in the United States, that leaves me pretty worried. 

DIRECTOR McCONNELL: It does indeed, and me worried also. But what I would highlight, John, is 
this region of the world has never been ruled from the outside -- not by Pakistan, not by the British 
when they were there. It's a very inhospitable region. It's tribal. It's located at very high altitude. It's 
primitive in many regards. 

Example -- literacy among women in that area is about 2 percent. Literacy among men is 20 percent, 25 
percent. So this is a very difficult region to get into and conduct the kind of surveillance or get the 
infonnation that we need to be effective. 

MR. KING: With the infonnation you have, is Al Qaida in a position now, is it training, is it planning 
in a way that makes it more likely that it is capable of another attack like September 11 th, or less likely? 

DIRECTOR McCONNELL: It is training. They're enjoying safe haven. They have the leadership that 
they had before. They have rebuilt the middle management of the trainers, and they're recruiting very 
vigorously. 

So while they were degraded significantly in 2001 when -- to about the 2006 timeframe, when they 
established the safe haven, they have been improving their capability. 

I reference back to our conversation earlier. That's the very reason we need to have this Foreign 
Intelligence Surveillance Act capability, because that's one of our principal tools in tracking someone 
who may be recruited in Europe, go to Pakistan to train, and then come back to Europe to be positioned, 
without a visa, because visas are not required in many cases, to fly into the United States. That's why 
we need those tools. . 
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MR. KING: As you know, the National Intelligence Estimate on Iran came out back in November. And 
it has been used by many around the world to say this is not as much of a crisis as the United States is 
trying to make it to be, the whole controversy about Iran's nuclear program. 

Because the NIE said this. "We judge with high confidence that in fall 2003, Tehran halted its nuclear 
-weapons program." 

Now I know you have voiced some regret at the language in this intelligence estimate. Give the 
American people your best sense, right now, of the state of Iran's nuclear program, particularly whether 
it is a threat. 

DIRECTOR McCONNELL: Let me correct something you said. And I did not say it halted a nuclear 
weapons program. What it said is it halted the design of -- a specific design of a nuclear warhead. 

A program has to have fissile material. They're continuing to do that. You have to have a means of 
delivery, ballistic missiles. They're continuing to do that. 

So the hardest part in that three-part equation is fissile material, and they're continuing. 

You know, I went back to see, because I was out of government at the time; in 2001, we did an 
estimate. 2005 we did an estimate; and then, last year, at the end of the year, we did an estimate. 

And our estimate for when they would have nuclear weapons hasn't changed throughout that period, 
2010 to 2015 -- probably in the middle portion of that is most likely. 

So the threat continues. They canceled a very specific portion of it, or halted, I should say. And what 
were the circumstances? 

In 2003, the U.S. had just -- with the allies -- had just invaded Iraq, and significant pressure was being 
applied to the Iranian government. 

So I think that activity and the pressure caused them to halt a very specific portion. It was secret.  
They've never admitted it. And, for all we know, they could have turned it back on. We are doing  
everything we can to understand that, but we don't have perfect knowledge.  

MR. KING: And so, in your estimation, has the international reaction to this report, which is to say, it's 
okay, we can take more time; everybody can calm down a little bit; the Bush administration's pushing 
too hard for sanctions and further -- is the international reaction to the NIE -- has it been 
counterproductive to what you think needs to be done to avert a threat? 

DIRECTOR McCONNELL: I think the international community overreacted. When you quoted what 
the NIE said, many heard it that way. And I think they, sort of, took a deep breath and overreacted. 
However, I would point out that the permanent five, China, Russia, France, U.K, and the United States, 
plus one, Germany, have now agreed to continuing sanctions. 

So I think, after the initial "what is this; what does it mean," we've, sort of, gotten beyond it. And I think 
sanctions will continue. 
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MR. KING: I wish we had more time. We have to call it a day for there. The Director of National 
Intelligence, Admiral Mike McConnelL Sir, thank you very much. 

This service is provided to you by the Office of the Director of National Intelligence. 

GovDelivery, Inc. sending on behalf of Office of the Director of National Intelligence . Office of the Director of National 
Intelligence . Washington DC 20511 . 703-733-8600 
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