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3 (a) Short Title.-This Act may be cited as the "Foreigrr Intelligence Surveillance Act of 1978
4 Amendments Act of 2008" or the "FISA Amendments Act of 2008".
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1 Sec.404.Transitionprocedures.

2 TITLE I-FOREIGN INTELLIGENCE SURVETI,LANCE

3 SEC. IOI. ADDITIONAL PROCEDURES REGARDING
4 CERTAIN PERSONS OUTSIDE THE LINITED STATES.
5 (a) In General.-The Foreign lntelligence Surveillance Act of 1978 (50 U.S.C. l80l et seq.) is
6 amended-

7 (l) by striking title VII; and

I (2) by adding after title VI the following new title:

9 ..TITLE VII-ADDITIONAL PROCEDURES REGARDING
10 CERTAIN PERSONS OUTSIDE THE UMTED STATES

11 ..SEC. 701. DEFINITIONS.
L2 "(a) In General.-The terms 'agent of a foreign power', 'Attomey General', 'contenls',
13 'electronic surveillance', 'foreign intelligence information', 'foreign power', 'person', 'United
L4 States', and 'United States person' have the meanings given such terms in sect¡on l0l, except as

15 specifically provided in this title.

16 "(b) Additional Definitions.

77 "(l) CoNcRESSIoNAL INTELLIGENCE coMMtrrEES.-The term 'congressional intelligence
18 committees' means-

19 "(A) the Select Committee on Intelligence of the Senate; and

20 *(B) the Permanent Select Committee on Intelligence of the House of
ZI Representatives.

22 *(2) FoREIGN INTELLTGENCE SURVETLL^NCE corjRT; couRT.-The terms 'Foreign
23 lntelligence Surveillance Court' and 'Court' mean the court established by section 103(a).

24 "(3) FoREIGN TNTELLICENCE SURVEILLANCE couRT oF REvrEw; couRT oF REVEw.-The
25 terms 'Foreign Intelligence Surveillance Court of Review' and 'Court of Review' mean tìe
26 court established by section 103(b).

27 "(4) Emcrnoxlc coMMUNTcATIoN sERvtcE pRovIDER.-The term 'electronic
28 communication service provider' means-

29 "(A) a telecommunications carrier, as fhat term is defined in section 3 of the
30 Communications Act of 1934 (47 U.S.C. 153);

31 "(B) a provider of electronic communication service, as that term is deñned in
32 section 2510 of title 18, United States Code;

33 "(C) a provider of a remote computing service, as that term is defìned in section
34 271I of ritle 18, united states code;

35 "(D) any other communication service provider who has access to wire or electronic
Net€d:6/131æ08
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communications either as such communications are transmitted or as such
communications are stored; or

"(E) an officer, employee, or agent ofan entity described in subparagraph (A), (B),
(C), or (D).

"(5) INTELLIGENCE coMMuNtrY.-The term 'intelligence community' has the meaning
given the term in section 3(4) of the National Security Ac1. of 1947 (50 U.S.C. aol a(a)).

..SEC. 702. PROCEDURES FOR TARGETING CERTAIN
PERSONS OUTSIDE THE {.JNITED STATES OTHER TI{AN
UNITED STATES PERSONS.

"(a) Authorization.-Notwithstanding any other provision of law, upon the issuance of an
order in accordance with subsection (iX3) or a determination under subsection (gft{Ð)(c)(2),
the Attorney Gener¿l and the Director of National Intelligence may authorize jointly, for a period
ofup to I year from the effective date ofthe authorization, the targeting ofpersons reasonably
believed to be located outside the United States to acquire foreign intelligence information.

"(b) Limitations. .An acquisition authorized under subsection (a)-
"(l) may not ¡ntentionally target any person known at tbe time of acquisition to be

located in the United States;

"(2) may not intentionally target a person reasonably believed to be located outside the
United States ifthe purpose ofsuch acquisition is to target a particular, known person
reasonably believed to be in the United States;

"(3) may not intentionally target a United States person reasonably believed to be located
outside the United States;

"(4) may not intentionally acquire any communication as to which the sender and all
intended recipients are known at the time of the acquisition to be located in the United
States; and

"(5) shall be conducted in a ma¡rner consistent with the fourth amendment to the
Constitution ofthe United States.

"(c) Conduct of Acquisition.-

"(l) IN GENER.AL.-An acquisition authorized under subsection (a) may be conducted
only in accordance with-

'{A) t{æ-€erlif,eatjon-firedetrF{he-,++ten+..epee*e¡ol-ttntl{he-Di¡cetor{f+k*¡oñ*f
tntetligerrceptlewÊr*lastrbsee*ior¡ (g)-er3rrti{+,uel++irne+ra a certification in
accordance with subsection (g), as soon as sucb certification is submitted pr¡r$¡aflS.te
subseætioffiþ*detemrirmrì@ in accordance with such
subsection; and

"(B) the targeting and minimiz¿tion procedures adopted in accordance
with subsections (d) and (e).

*(2) DETERMTNATIoN.-A determination under this paragraph is a determination by

10/6/20Oq
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1 the Attorney General and the Director of National Intelligence that exigent
2 circumstances exist because, witbout immediate implementation of an euthorization
3 under paragraph (l), intelligence important to the ostional security ofthe United
4 Stâtes måy be lost or not timely acquired and time does not permit the issuance of sn
5 order pursuant to subsection (i)(3) prior to the implementation of such authorizstion.

6 "(3) TIMtNc oF DETERMINATIoN.-The Attorney General and the Director of
7 National Intelligetrce may make the determination under paragraph (3)-
8 r(A) before the submission of a certification under subsection (g); or

9 *@) by amending a certification purcuanf to subsection (iXlXC) at any time
10 during which judicial review under subsection (i) of sucb certificetion is pending.

11 '(4) CoNSTRUcTIoN.-Nothing in title I shall be construed to require an application for a

12 court order under such title for an acquisition that is targeted in accordance with this section
13 at a person reasonably believed to be located outside the United Søtes.

L4 "(d) Targeting p¡eçsdr¡¡s5..-

15 "(1) Rrqunal"reNTToADom.-The Attorney General, in consultation with the Director
t6 ofNational lntelligence, shall adopt targeting procedures that are reasonably designed te
17 to-
18 "(À) ensure that any acquisition authorized under subsection (a) is limited to
19 targeting persons reasonably believed to be located outside the United States an*dee+
20 ffil¡ûequire; ând

2l ((B) prevent the intentional acquisition of any communication as to which the
22 sender and all intended recipients are known at the time ofthe acquisition to be located
23 in the United States.

24 "(2) JUDIc¡AL REVIEw.-The procedures required by paragraph (l) shall be subject to
25 judicial review pursuant to subsection (i).

26 "(e) Minimization Procedures.-

27 "(l) REeUIREMENTTo ADopr.-The Attomey General, in consultation with the Director
28 of National Intelligence, shall adopt minimization procedures that meet the definition of
29 minimization procedures under section l0l(h) or section 301(4), as appropriate, for
30 acquisitions authorized under subsection (a).

31 "(2) Juolcnl nevlEw.-The minimization procedures required by paragraph (l) shall be
32 subject tojudicial review pursuant to subsection (i).

33 "(f) Guidelines for Compliance With Limitations.-

u "(l) REQUREMENTTo ADoPT.-The Attorney General, in consultation with the Director
35 of National Intelligence, shall adopt guidelines to ensure.-

36 "(A) compliance with the limitations in subsection O); and

37 "@) that an application for a court order is filed iÈretluir+é{r¡m¡other*eetionoÊ
38 this:Aeç as required by this Act.

39 -(3)-Frai*iHg--4reÐi+eetere{liationafk*elli-eene€-shaH-establislr¿+ffinìngfpegrar- 
ffi
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:!{j)s(Z) SITBMISSIoN oF curDELINEs. The Attorney General shall provide the guidelines
adopted pursuant to paragraph ( I ) to--

"(A) the congressional intelligence comminees;

"(B) the Committee on the Judiciary of the Senate;

"(C) the Committee on the Judiciary of the House of Representatives; and

"(D) the Foreign Intelligence Suweillance Court.

"(g) Certification.-

"(l) lN GENERAL.-

"(A) RnquInrturvr.-Subject to subparagraph (B), prior to the initiation of an
acquisition authorized under subsection (a), the Attorney General and the Director of
National Intelligence shall provide to the Foreign Intelligence Surveillance Court,
under oath, a written certification and any supporting affidavit, under seal, in
accordance with this subsection.

"(B) ExcEPrIox.-If Exeeptio*-

{i}lñ€eneraHf the Attorney General and the Director of National Intelligence
detenlille{.ha{-ex.igent-ein'urnst¿uerç-exisÌ-beeause¡+vi+horxinrrrediateãnplenen+etíon

ÈnÊte-t|l#-seeur'itr
eÊthefinited-Stâles{nêy-be-lost.or*ottirnely-aegtrired make a determination under
subsection (c)(2) and time does not permit the isstaneeof-a*exlerpurssr¡*+ç+o
submission of a certification under this subsection (i{3) prior to the initiatie*oÊan-
ee$¡isitieñ authorization referred to in such subsection, the Attomey General and
the Director of National Intelligence rnqr-+rtthedice{he+eq*isitien-andjÊntr
ee*üieatisn{nr-sue lr-aequ i+iti on^hes+eer*übmitted+o+h+Foreþn-lntel{igsnee-
Su*ei+eneeeeuÉ shall submit to the Court a certification for such authorization as

soon as practicable but in no event later than 7 days after such determination is made.

'tfi þ {.inring.--*lre-A++e+¡+ey€eneffi igenee-nm¡æake
ei-deten*ina+iorrì*elause{ii-beforetlre{}ing-of-thecer+ifì(¡üierì-rn-út-at¡.fi.nt+dur-íng"r+hic$

tl¡iii)-Alott'{ìeation-e+¿e+el++inat+orr<¡Êe;¡i-{¡en+eiresmstaners--l$+he-Attor¡rgv-Gener¿+f

ané+heÐ#eetercfl{arion¿rl-lntelligureernrke-a'detenninatiormnder-elauss(i}eftee{lre-
subnrissiortoÊeeertílþatiori{brsue}reeffisi+ioil-fo-+he*oreign-lnte}ligeneeSt¡o¡eillrtrrce-
€etra-the-Atterney-tienern!.an4+he.ÞireeteeoÈl*a+ie¡nl-t*ellþene+shaltnui*+ee-eeun-
ffiio*

"(2) REQUIREMENTS.---A certification made under this subsection shall-
*(A) attest that-

"(i) there are reasonable procedures in place that have been approved, have
been submifted for approval, or w-ill be subniitted with the certifîcstion for

)
10/6¿200q
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approval by the Foreign Intelligence Surveillance €eurt Court-

"(Ð for ensuring that the acquisition authorized under subsection (a[e]-

{t is ørgeted at persons reasonably believed to be located outside the

United Søtes; and

"(II) doesrxxinrentionally-aequire to prevent tbe intenfional acquisition
of any communication as to which the sender and all intended recipients are

known at the time of the acquisition to be located in the United States;

"(ii) the minimization procedures to be used with respect to such acquisition-

"([) meetthe definition of minímization procedures under section l0l(h)
or section 30 I (4), as appropriate; and

"(II) have been approved, have been submitted for approval, or will be

submitted witì the certification for approval by the Foreign Intelligence
Surveillance Court;

"(iii) guidelines have been adopted in accordance with subsection (f) to ensure

compliance with the limiøtions in subsection (b) and to ensure that applications
for court orders are filed if required by this Act;

"(iv) the procedures and guidelines referred to in clauses (i), (iÐ, and (iii) are

consistent with the requirements of the fourth amendment to the Constitution of
the United States;

"(v) a significant purpose ofthe acquisition is to obtain foreign intelligence
information;

"(vi) the acquisition involves obtaining the foreign intelligence information
from or with the assistance of an elect¡onic communication service provider; and

"(vii) the acquisition complies with the limitations in subsection (b);

"(B) include the procedures adopted in accordence with subsections (d) and (e);

"(C) be supported, as appropriate, by the affidavit of any appropriate official in the

area ofnational security who is-
"(i) appointed by the President by and with the consent of the Senate; or

"(ii) the head of an element of the intelligence community;

{€)"(D) include-

"(i) an effective date for the authorization that is at least 30 days after the
submission of the written certification to tJ¡e court; or

"(ii) ifthe acquisition has begun or the effective date is less than 30 days after
the submission of the written certification to the court, the date the acquisition
began or the effective date for the acquisition; and

"@) i the Attorney General and the
Director of National lntelligence make a determination under paragraph(1{Ð{i)
subsection (c)(1)(A)(ii), include a statement that such determination has been made.

Dolêt€d: 0/132008
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1 "(3) CHANGE IN EFFEcrrvE DATE.-The Attomey General and the Director ofNational
2 Intelligence may advance or delay the effective date referred to in paragraph (?X€X2XD)
3 by submitting a¡r amended certification in accordance with this subse::ion to the Foreign
4 Intelligence Surveillance Court for review pursuant to subsection (i).

5 *(4) Lh,frrATIoN.-A certification made under this subsection is not required to identifr
6 the specific facilities, places, premises, or property at which the acquisition authorized
7 under subsection (a) will be directed or conducted.

I '(5) Mnn-reHnncE oF cERTtrIcAroN.-The Attorney General or a designee of the
I Attomey General shall maintain a copy of a certification made under this subsection.
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"(6) R¡vrsw.-The certification required by this subsection shall be subject to judicial
review pursuant to subsgction (i).

"(h) Directives and Judicial Review of Directives.-

"(l) AurHoRlrY.-With respect to an acquisition authorized under subsection (a), the
Aftomey General and the Director of National Intelligence may direc! in writing, an

electronic communication service provider te-
"(A) immediately provide the Govemment with all inforrnation, facilities, or

assistance necessary to accomplish the acquisition in a manner that will protect the
secrecy of the ac.quisition and produce a minimum of interference with the services
that such electronic communication service provider is providing to the target of the
acquisition; and

2l "@) maintain under security procedures approved by the Attomey General and the
22 Director of National Intelligence any records conceming the acquisition or the aid
23 furnished that such electronic communication service provider wishes to maintain.

24 "(2) COMPENSATIoN.-The Govenrment shall compensate, at the prevailing rate, an
25 electronic communication service provider for providing information, facilities, or
26 assistance pursuant to paragraph (l).

27 "(3) FTELEASE FRoM LLABILrIY.-No cause of action shall lie in any court against any
28 electronic communication service provider for providing any information, facilities, or
29 assistance in accordance with a directive issued pursuant to paragraph (l).

'(4) CHALLENGTNG oF DTRECTwES.-

"(A) AUTHoRITY To cHALLENGE.-An electronic communication service provider
receiving a directive issued pursuant to pamgraph (l) may challenge the directive by
filing a petition with the Foreign Intelligence Su¡veillance Court, which shall have
jurisdiction to review such a petition.

"(B) AssIcNMENr.-The presiding judge of the Courr shall assign the petition filed
under subparagraph (A) to I ofthejudges sewing in the pool established by section
103(e)(l) not later than 24 hours after the filing ofthe petition.

38 "(C) STANDARDS FoR REVIEw.-A judge considering a petition to modi$ or set
39 aside a directive may grant such petition only if the judge finds that the directive does
40 not meet the requirements of tl¡is section, or is otherwise unlawful.

7
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"(D) PRocEDURES FoR TNITIAL REvIEw.-A judge shall conduct an initial review of a
petition filed under subparagraph (A) not later than 5 days after being assigned such
petition. If the judge determines that the petition does not consist of claims, defenses,
or other legal contentions that are warranted by existing law or by a nonfrivolous
argument for extending, modifring, or reversing existing law or for establishing new
law, the judge shall immediately deny the petition and aflirm the directive or any part
of the directive that is the subject of the petition and order the recipient to comply with
the directive or any part of it. Upon making such a determination or promptly
thereafter, the judge shall provide a written statement for the reco¡d ofthe reasons for a
determination under this subparagraph.

"(E) PRocEDURES FoR ILENARv REVIEw.-If a judge determines that a petition
described in subparagraph (A) requires plenary revierv, the judge shall affirm, modify,
or set aside the directive that is the subject ofthat petition not later than 30 days after
being assigned the petition. Ifthe Court does not set aside the directive, thejudge shall
immediately affirm or aftirm with modifications the directive, and order thc recipient
to comply with the directive in its entirety or as modified. The judge shall provide a

written statement for the record of t}le reasons for a determination under this
subparagraph.

"(F) Cot.nTNUED EFFEcT.-Any directive not explicitly modified or set aside under
this paragraph shall remain in full effect.

"(G) ColrrEMPT oF couRT.-Failure to obey an order of the Court issued under this
paragraph may be punished by the Court as contempt of court.

"(5) ENFoRCEMENT oF DrREcrrvES. -
"(A) ORDER To coMPEL.-If an electronic communication service provider fails to

comply with a directive issued pursuant to paragraph (l), the Attorney General may
file a petition for an order to compel the electronic communication service provider to
comply with the di¡ecdve with the Foreign Intelligence Surveillance Court, which shall
havejurisdiction to review such a petition.

"(B) ASSIGNMENI.-The presiding judge of the Court shall assign a petition filed
under subparagraph (A) to I ofthejudges serving in the pool established by section
I 03(e)(l ) not later than 24 hours after the filing of the petition.

32 "(C) PRocEDURES FoR nrvrew.-A judge considering a petition filed under
33 subparagraph (A) shall issue an order requiring the elec{ronic communication service
34 provider to comply with the directive or any part of it, as issued or as modified, not
35 later than 30 days after being assigned such petition ifthejudge finds that the directive
36 meets the requirements of this section, and is othenrise lawful. The judge shall provide
37 a written statement for the record of the reasons for a determination under this
38 paragraph.

39 "(D) ColrtEMPT oF couRT.-Failure to obey an order of the Court issued under this
40 paragraph may be punished by the Court as contempt of court.

4r "(E) PRocESS.-Any process under this paragraph may be served in any judicial
42 district in which the electronic communication service provider may be found.

8
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"(6) APPEAL.-

"(A) APPEAL To THE couRT oF REvIEw.-The Government or a¡ electonic
communication service provider rece¡ving a directive issued pursuant to paragraph (1)
may file a petition with the Foreign Intelligence Surveillance Cout of Review for
review ofa decision issued pursuant to paragraph (a) or (5). The Court ofReview shall
have jurisdiction to consider such a petition and shall provide a written statement fo¡
the record ofthe reasons for a decision under this paragraph.

"(B) CERTIoRARI To TIIE SUPREME couRT.-The Covernment or an electronic
communication service provider receiving a directive issued pursuant to paragraph (l)
may file a petition for a writ of certiorari for review of the decision of the Court of
Review issued under subparagraph (A). The record for such review shall be
transm¡tted under seal to the Supreme Court of the United States, which shall have
jurisdicfion to review such decision.

L4 "(i) Judicial Review ofCertifications and Procedures.-

"(l) IN ceNenel.-

"(A) Rrvnw By rHE FoRETGN rNrELLlcENcE suRvEtLLANcE couRT.-The Foreign
Intelligence Surveillance Court shall have jurisdiction to review any certification
submitted in accordance with subsection (g) and the target¡ng and minimization
procedures adopted pur$Jant+e in accordancc with subsections (d) and (e), and any
amendments to such certification or procedures,

"(B) TnvrE PERIoD FoR REvIEw.-The Court shall review the certification submitted
in accordance with subsection (g) and the targeting and minimization procedures
$rbfritted adopted in accordance with subsections (d) and (e) and shall complete such
review and issue an order under paragraph (3) not later than 30 days after the date on
which such certification and procedures are submitted.

"(C) Avnqptævrs.-The Attorney General and the Director ofNational
Intelligence may amend a certification submitted in accordance with subsection (g) or
the targeting and minimization procedures submi+ted adopted in accordance with
subsections (d) and (e) as necessary at any time, including if the Court is conducting
or has completed review ofsuch certification or sucb procedures, and shall submit
such amended certification or amended procedures to the Court not later than 7 days
after amending such cefification or such procedures. The Court shall review any
amendment under this subparagraph under the procedures set forth in this subsectíon.
The Attorney General and the Director of National Intelligence may authorize the use
of an amended certification or amended procedures pending the Court's review ofsuch
amended certification or amended procedurcs,
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37 "(2) REvEw.-The Court shall review the following:

38 "(A) CERTtrtcATIoN.--A certification submitted in accordance with subsection (g)
39 to determine whether the certification contains all the required etements.

40 *(B) TARGE-ru{c PRoCEDLJRES.-The targeting procedures r€qËir€dåy adopted in
47 sccordance with subsection (d) to assess whether the procedures are reasonably
42 designed te to-
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L "(i) ensure that the acquisition authorized under subsection (a) is limited to the
2 targeting ofpersons reasonably believed to be located outside the United States

3 nn*tlee;-ne*inte{ì{ioÈû}lt-ai}qniFe; snd

4 s(ii) prevent the intentional acquisition of any communication as to which
5 the sender and all intended recípients are known at the time of the acquisition to
6 b€ located in the United States.

7 "(C) MwnrznrloN pRocEDUREs.-The minimization procedu¡es submitted in
8 accordance with subsection (e) to assess whether such procedures meet the definition
9 ofminimization procedures under section l0l(h) or section 301(4), as appropriate.

"(3) ORDERS.-

"(A) APPRovAL.-lf the Court finds that a certification submitted in accordance

with subsection (g) contains all of the requircd elements and that the targeting and

minimization procedures $tbnitted adopted in accordance with subsections (d) and (e)

a¡e consistent with the requirements of those subsections and with the fourth
amendment to the Constitution of the United States, the Court shall enter an order
approving the certification and the use, or continued use in the case ofan acquisition
euthorized purcuent to a determination under subsection (gXli@XcX2), of the
procedures for the acquisition.

10
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72

13

74
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17
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19 "(B) CoRREcnoN oF DEFTCIENCIES.-If the Court finds that a certification submitted
20 in accordance with subsection (g) does not contain all ofthe required elements, or that
2I the procedures ffi adopted in accordance with subsections (d) and (e) are not
22 consistent with the requirements of those subsections or the fourth amendment to the
23 Constitution of the United States, the Court shall issue an order directing the
24 Government to, at the Government's election and to the extent required by the Court's
25 order-

26 "(i) correct any deficiency identified by the Court's order not later than 30 days
27 after the date the Court issues the order; or

28 "(ii) cease, or not begin, the acquisition authorized under subsection (a).

29 "(C) REQUIREMENT FoR wRITTEN srÁTEMEt.¡-t.-In support of its orders under this
30 subsection, the Court shall provide, simultaneously with the orders, for the record a

31 written statement of its reasons,

32 "(4) APPEAL.-

33 "(A) APPEAL To rI{E cotJRT oF REvIEw.---The Govemment may appeal any order
u under this section to the Foreign Intelligence Surveillance Court of Review, which
35 shall havejurisdiction to review such order. For any decision afürming, reversing, or
36 modiffing an order of the Foreign Intelligence Surveillance Court, the Court of
37 Review shall provide for the record a written statcment of its reasons.

38 "(B) CoNTINUATIoN oF AceUrSrTroN pENDrNc REHEARTNG oR AppEAL.-Any
39 ac.quisition afFected by an order under paragraph (3XB) may continue-

40 "(i) during the pendency ofany rehearing ofthe order by the Cou¡t en banc;
4t and
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"(ii) if the Government appeals an order under this section, until the Court of
Review enters an order under subparagraph (C).

"(C) IvrleueNTATIoN PENDING AppEAL.-Not later than 60 days afrer the filing of
an appeal ofan order under paragraph (3XB) directing the correction ofa deficiency,
the Couf ofReview shall determine, and enter a corresponding order regarding,
whether all or any part ofthe correction order, as issued or modiñed, shall be
implemented during the pendency of the appeal.

"(D) CeRnoneru To rHE SUPREME couRT.-The Govemment may file a petition for
a writ of certiora¡i for review of a decision of the Court of Review issued under
subparagraph (A). The record for such revierv shall be transmitted under seal to the
Supreme Court of the United States, which shall have jurisdiction to review such
decision.

"(5) SCHEDULE.--

"(A) REPI {CEMENT oF ALnHoRzATIoNS rN EFFEcr.-If the Attomey General and
the Director ofNational Intelligence seek to replace an authorization issued pursuant to
section l05BoftheForeignlntelligenceSurveillanceActoflgTS,asaddedbysection
2 of the Protect America Act of 2007 (Public Law I l0-55) with an authorizat¡on under
this section, the Attomey General and the Director of National Intelligence shall, to the
extent practicable, submit to the Couf the certification prepared in accordance with
subsection (g) and the procedures adopted in accordance with subsections (d) and (e) at
least 30 days before the expiration ofsuch authorization.

"(B) REALTTHoRIZATIoN oF AUTHoRTZá,TÌONS rN EFFEcr.-If the Attomey General
a¡rd the Director ofNational Intelligence seek to reauthorize or replace an authorization
issued pursuant to this section, the Anorney General and the Director of National
Intelligence shall, to the extent practicable, submit to the Court the certification
prepared in accordance with subsection (g) and the procedures adopted in accordance
with subsections (d) and (e) at least 30 days prior to the expiration ofsuch
authorization.

r(C) RE1|t rHoRrzATIoN oF oRDERs, AUTTIoRTZATIoNS, AND DIREcrIvEs.-If the
Attorney General and the Director of National Intelligence seek to replace an
authorizatiou made pursuant to this section by filing a certification pursuant to
paragraph (B)' that authorization, and eny directives issued thereunder and any
order related thereto, shall remain in effect uutil tbe Court issues an order witb
respect to that certification under paragraph (3) at wbich time the provisions of
tbst paragraph and paragraph (4) shail apply.

"fi ) Judicial Proceedings.- -

"(1) E)QEDITEDJUDICLAL PRocEEDTNGS.-Judicial proceedings under this secrion shall be
conducted as expeditiously as possible.

"(2) Tllure lnaITs.-A time limit for a judicial decision in this section shall apply unless
the Court the Court of Review, or any judge of either the Court or the Court of Review, by
order for reasons stated, extends that time as necessary for good cause in a manner
consistent with national securitv.
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1 "(k) Maintenance and Security of Records and Proceedings.-

2 "(l) Srelnenos.-The Foreign Intelligence Surveillance Court shall maintain a record
3 ofa proceeding under this section, including petitions filed, appeats, orders granted, and
4 statements ofreasons for decision, under security measures adopted by the ChiefJustice of
5 the United States, in consultation with the Attomey General and the Director of National
6 Intelligence.

7 "(2) FILING AND REvIEw. -All petitions under this section shall be filed under seal. In
8 any proceedings under this section, the court shall, upon request ofthe Government, review
9 ex parte and in camera any Government submission, or portions of a submission, which

10 may include classified information.

11 "(3) R-ErE¡¡-rloN oF RECoRDS. '-The Aftomey General and the Director of National
12 Intelligence shall retain a directive made or an order granted under this section for a period
13 ofnot less than l0 years from the date on which such directive or such order is made.

74
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20

)1

22

23

24

25

26

27
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30

31
32
33

"(l) Assessments and Reviews.-

"(l) SEMIAT{NUAL ASSESSMENT.-Not less frequently than once every 6 months, the
Attorney General and Director of National Intelligence shall assess compliance with the
targeting and minimization procedures re$$te#by adopted in accordance with
subsections (d) and (e) and the guidelines adopted in accordance with subsection (f) and
shall submit each such assessment to-

"(A) the Foreign lntelligence Surveillance Court; and
s@) consistent with the Rules of the House of Representatives, the Standing

Rules of the Senate, and Senate Resolution 400 of fhe 94tb Congress or atry
successor Senate resolution-

6(iI{Ð} the congressional intelligence committees; and

r(€)"(¡i) the Committees on the Judiciary of the House of Representatives and
the Senate.

"(2) AcENcY ASSESSMENT.-The lnspectors Gcneral of the Departnent of Justice and
each element of the intelligence community authorized to acquire foreign intelligence
information under subsection (a) with respect to the department or element of such
Inspector General-

"(A) are authorized to review the compliance with the targeting and minimization
procedures re$¡ir€d+y adopted in accordance with subsections (d) and (e) and the
guidelines ffi adopted in accordance with subsection (f);

"@) with respect to acquisitions authorized under subsection (a), shall review the
number of disseminated intelligence reports containing a reference to a United States
person identity a¡rd the number of United StaÞs person identities subsequently
disseminated by the element concemed in response to requests for identities that were
not referred to by name or title in the original reporting;

"(C) with respect to acquisitions authorized under subsection (a), shall review the
number of targets ihat were later determined to be loc¿ted in the United States and. to
the extent possible, whether their communications were reviewed; and

34
35

36
37
38

39
40

41
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1 "(D) shall provide each such review to-
2 "(i) the Attorney General;

3 "(ii) the Director of National Intelligence; and

4 *(iii) consistent witb the Rules of the House of Represeotatives, tbe
5 Standing Rules ofthe Senate, end Senate Resolutiou 400 ofthe 94th Congress
6 or any successor Senate resolution-
7 *(tftüi). the congressional intelligence committees; and

8 "(iv)"GI) the Committees on the Judiciary of the House of
9 Representatives and the Senate.

"(3) ANNUAL REVTEU/.-

"(A) REauIREMENTTocoNDusr.-The head of each element of the intelligence
community conducting an acquisition authorized under subsection (a) shall conduct an
annual review to determine whether there is reåson to believe that foreign intelligence
information has been or will be obtained from the acquisition. The annual review shall
provide, with respect to such acquisitions authorized under subsection (a)-

"(i) an accounting of the number of disseminated intelligence reports
containing a reference to a United States person identity;

"(ii) an accounting of the number of United States penion identities
subsequently disseminated by that element in response to requests for identities
that were not referred to by name or title in the original reporting;

"(i¡i) the number of targets that were later determined to be located in tt¡e
United States and, to the extent possible, whether their communications were
reviewed; and

"(iv) a description ofany procedures developed by the head ofsuch element of
the intelligence community and approved by the Director of National Intelligence
to assess, in a manner consistent with national security, operational requirements
and the privacy interests of United States persons, the extent to which the
acquisitions authorized under subsection (a) acquire the communications of
United States persons, and the results ofany such assessmenL

10

11

72

13

t4
15

16

L7

18

19

20

2t
22

23

24

25

¿ö

27
28

29

39

40

I røff200&
5:46 PM

30 "(B) UsEoF R-EvlEw.-The head of each element of the intelligence community that
3t conducts an annual review under subparagraph (A) shall use each such review to
32 evaluate the adequacy of the minimization procedures utilized by such element or the
33 application of the minimization procedures to a particular ac4uisition authorized under
34 subsection (a).

35 "(C) PnovlstoN oF R-EvIEw.-The head of each element of the intelligence
36 community that conducts an annual review under subparagraph (A) shall provide such
37 reviewto-
38 "(i) the Foreign Intelligence Surveillance Court;

"(ii) the Attomey General;

"(iii) the Director of National Intelligence; and
l3
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L s(iv) consistent with the Rules of the House of Representatives, the
2 Standing Rules ofthe Senntg and Senate Resolutioo 400 ofthe 94th Congress
3 or any successor Senate resolution-

4 6(tlr(iv) the congressional intelligence committees; and

5 Ð"(Ð the Committees on the Judiciary of the House of Representatives
6 and the Senate.

7 "sEC. 703. CERTAIN ACQLISITIONS INSIDE TI{E
8 TINITED STATES OF UMTED STATES PERSONS
9 OUTSIDE T}TE UNITED STATES.

10 "(a) Jurisdiction of the Foreign Intelligence Surveillance Court.-

11 "(l) IN cENERAL.-The Foreign Intelligence Surveillance Cou¡ shall have jurisdiction to
tZ review an application and to enter an order approving the targeting of a United Søtes
13 person reasonably believed to be located outside the United Statcs to acquire foreign
14 intelligence information, if the acquisition constitutes electronic surveillance or the
15 acquisitipn of stored electronic communications or storcd electronic data that requires an

16 order under this Act, and such acquisition is conducted within the United States.

t7 "(2) LMnATloN.-If a United States person targeted under this subsection is reasonably
18 believed to be located in the United States during the effective period ofan order issued

19 pursuant to subsection (c), an acquisition targeting such United States person under this
20 section shall cease unless the targeted United States person is again reasonably believed to
27 be located outside the United States while an order issued pursuant to subsection (c) is in
22 effect. Nothing in this paragraph shall be construed to limit the authorify of the
23 Government to seek an order or authorization under, or othe¡'wise engage in any
24 activity that is authorized under, any other title ofthis Act or chapter 119, 121, or 206
25 of title 18, United Stetes Code.

26 "(b) Application.-

27 "( I ) IN cENERAL.-Each application for an order under this section shall be made by a

28 Federal officer in writing upon oath or afürmation to a judge having jurisdiction under
29 subsection (aXl). Each application shall require the approval of the Attomey General based
30 upon the Attorney General's finding that it satisfies the criteria and requirements of such
31 application, as set forth in this section, and shall include-

32 "(A) the identity of the Federal ofücer making the application;

33 "(B) the identity, if known, or a description of the United States person who is the
U target ofthe acquisition;

35 "(C) a statement of the facts and circumstances relied upon to justiff the applicant's
36 belief that the United States person who is the target of the acquisition is-
37 "(i) a person reasonably believed to be located outside the United States; and

38 "(ii) a foreign poìiler, an agent ofI foreign power, or an officer or employee of
39 a foreign power;

f rcv6/2ooa.
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1 "(D) a statement of proposed minimization procedures that meet the definition of
2 minimization procedures under section l0lft) or section 301(4), as appropriate;

3 "@) a description of the nature of the information sought and the type of
4 communications or activit¡es to be subjected to acquisition;

5 "(F) a certification made by the Anomey General or an ofücial specified in section
6 104(a)(6) that-
7 "(i) the certifying official deems the information sought to be foreign
8 intelligence information;

9 "(ii) a significant purpose ofthe acquisition is to obtain foreign intellígence
10 information;

11 "(iii) such information cannot reasonably be obtained by normal investigative
L2 techniques;

13 "(iv) designates the type offoreign intelligencc information being sought
14 according to the categories described in section lOl(e); and

15 "(v) includes a statement ofthe basis for the certification that-
16 "(I) the information sought is the type of foreign intelligence information
77 designated; and

18 "(II) such information cannot reasonably be obtained by normal
19 investigative techniques;

20 "(G) a summary statement of the means by which the acquisition will be conducted
2l and whether physical entry is required to effect the acquisition;

22 "(H) the identity of any electronic communication service provider necessary to
23 effect the acquisition, provided, however, that the application is not required to identiff
24 the specific facilities, places, premises, or properly at which the acquisition authorized
25 under this section will be directed or conducted;

26 "(I) a statement ofthe facts concerning any previous applications that have been
27 made to any judge of the Foreign Intelligence Surveillance Court involving the United
28 States person specified in the application and the action taken on each previous
29 application; and

30 "(I) a statement of the period of time for which the acquisition is required to be
31 maintained, provided that such period of time shall not exceed 90 days per application.

32 "(2) OTHER REQUIREMENTS oF THE ATToRNEv cENERAL.-The Attomey General may
33 require any other affrdavit or certification from any other ofücer in connection with the
34 application.

35 "(3) OTIjER REQUIREMENTS oF THE ruDcE.-The judge may require the applicant to
36 fumish such other information as may be necessary to make the findings required by
37 subsection (c)(l).

38
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3 "(c) Orde¡.-

4 "(l) FINDINcS,-Upon an application made pursuant to subsection (b), the Foreign
5 Intelligence Surveillance Court shall enter an ex parte order as requested or as modified by
6 the Court approving the acquisitíon if the Court finds that-

"(A) the application has been made by a Federal officer and approved by the
Attomey General;

"(B) on the basis of the facts submined by the applicant, for the United States person
who is the target of the acquisition, there is probable cause to believe that the target
ís-

"(i) a person reasonably believed to be located outside the United Søtes; and

"(ii) a foreigr power, an agent of a foreign power, or an oflicer or employee of
a foreign power;

"(C) the proposed minimization procedures meet the definition of minimization
procedures under section I 0 I (h) or section 30 I (4), as appropriate; and

"(D) the application that has been filed contains all statements and certifications
required by subsection (b) and the certification or certifications are not clearly
e¡roneous on the basis of the statemenr made under subsection (b)(l)f)(v) and any
other information furnished under subsection (bX3).

"(2) PRoBABLE cAUsE.-ln determining wbether or not probable cause exists for
purposes ofparagraph (lXB), ajudge havingjurisdiction under subsection (a)(l) may
consider past activities of the target and facts and circumstances relating to current or future
activities of the target. No united States person may be considered a foreign porver, agent
of a foreign power, or ofücer or employee of a foreign power solely upon the basis of
activities protected by the first amendment to the constitution of the united states.

"(3) Rrvuw.-
"(A) LMnATIoN oN REvrEw.-Review by a judge having jurisdiction under

subsection (a)(l) shall be limited to that required to make the findings described in
paragraph (l).

"(B) REvIEw oF PRoBABLE cAUSe.-If the judge determines that the facts submited
under subsection (b) are insuflicient to establish probable cause under paragraph
(l)(B), thejudge shall enter an order so stating and provide a written statement for the
record of the reasons for such determination, The Govemment may appeal an order
under this subparagraph pursuant to subsection (f).

"(C) REvEw oF MINTMzATToN pRocEDuREs.-lf the judge determines that the
proposed minimization procedures referred to in paragraph (lXC) do not meet the
definition of minimization procedures under section l0t(h) or section 301(4), as
appropriate, the judge shall enter an order so stating and provide a w¡itten statement
for the record of the reasons for such determination. The Govemment may appeal an
order under this subparagraph pursuant to subseciion (f).
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*(D) REvtEw oF cERTIFICATIoN.-If the judge determines that an application
required by subsection (b) does not contain all ofthe re4uired elements, or that the
c€rtification or certifications are clearly eroneous on the basis r,ithe statement made
under subsection (b)(l)(F)(v) and any other information ft¡rnished under subsection
(b)(3), thejudge shall enter an order so stating and provide a written statement for the
record of the reasons for such determination. The Govemment may appeal an order
under this subparagraph pursuant to subsection (f).

"(4) SPECIFICATIoNS.-An order approving an acquisition under this subsection shall
speciff-

"(A) the identity, if known, or a description of the United States person who is the
target ofthe acquisition identified or described in the application pu¡suant to
subsection (bXtXS);

"@) if provided in the application pursuant to subsection (bXlXÐ, the nature and
location of each of the facilities or places at which the acquisition will be directed;

"(C) the nature ofthe information sought to be acquired and the type of
communications or activities to be subjected to acquisition;

"(D) a summary of the means by which the acquisition will be conducted and
whether physical entry is required to eflect the acquisition; and

"(E) the period of time during which the acquisition is approved.

"(5) D¡REcrrvES. . -An order approving an acquisition under this subsection shall direct-
"(A) that the minimization procedures referred to in paragraph (lXC), as approved

or modified by the Court, be followed;

"(B) if applicable, an electronic communication service provider to provide to the
Government forthwith all information, facilities, or assistance necessary to accomplish
the acquisition authorized under such ordcr in a manner that will protect the secrecy of
the acquisition and produce a minimum of interference with the services that such
electronic communication service provider is providing to the target ofthe acquisition;

"(C) if applicable, an electronic communication seruice provider to maintain under
security procedures approved by the Attorney General any records concerningthe
acquisition or the aid fi¡rnished that such electronic communication service provider
wishes to maintain; and .

"(D) if applicable, that the Govemment compensate, at the prevailing rate, such
electronic communication service provider for providing such information, facilities,
or assistance.

"(6) DuRATloN.-An order approved under this subsection shall be effective for a period
not to exceed 90 days and such order may be renewed for additional 90-day periods upon
submission of renewal applications meeting the requirements of subsection (b).

"(7) COMPLIANCE.-At or prior to the end of the period of time for which an acquisition
is approved by an order or extension under this section, thejudge may assess compliance
with the minimization procedures referred to in paragraph (lXC) by reviewing the
çircumstances under which information conceming United States persons was acquired,

t7
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retained, or disseminated.

"(d) Emergency Authorization.-

"( I ) AlrrHoR-rry FoR EMERcENcy AuTHoRtzATloN.-Notwithstanding any other
provision of this Act, if the Attomey General reasonably determines that-

"(A) an emergency situation exists with respect to the acquisition of foreign
intelligence information for which an order may be obtained under subsection (c)

before an order authorizing such acquisition can with due diligence be obtained, and

"(B) the factual basis for issuance ofan order under this subsection to approve such

acquisition exists,

the Anomey General may authorize such acquisition if a judge having jurisdiction under
subsection (a)(l) is informed by the Attorney General, or a designee of the Attomey
General, at the time of such authorization that the decision has been made to conduct such

acquisition and if an application in accordance with this section is made to a judge of the
Foreign Intelligence Surveillance Court as soon as practicable, but not more than 7 days
after the Attomey General authorizes such acquisition.

"(2) MnJnatzATroN pRocEDUREs.-If the Attomey General authorizes an acquisition
under paragraph (l), the Attorney General shall require that the minimization procedures

referred to in subsection (cXlXC) for the issuance of a judicial order be followed.

"(3) TEnvnnrroN oF EMERcENcy AUTHoRtzATIoN.-In the absence of a judicial order
approving an acquisition under paragraph (t), such acquisition shall terminate when the
information sought is obtained, when the application for the order is denied, or after the
expiration of 7 days from the time of authorization by the Attorney General, whichever is

earliest.
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24 "(4) UsE oF INFoRMATIoN.-If an application for approval submitted pursuant to
25 paragraph (l) is denied, or in any other case where the acquisition is terminated and no
26 order is issued approving the acquisitiorL no information obtained or evidence derived from
27 such acquisition, except under circumstances in which the target ofthe acquisition is
28 determined not to be a United States persorl shall be received in evidence or otherwise
29 disclosed in any trial, hearing, or other proceeding in or before any court, grandjury,
30 department office, agency, regulatory body, legislative committee, or other authority of the
31 United Søtes, a State, or political subdivision thereof, and no information conceming any
32 United States person acquired from such acquisition shall subsequently be used ordisclosed
33 in any other manner by Federal officers or employees without the consent of such person,

34 except with the approval of the Attomey General if the information indicates a threat of
35 death or serious bodily harm to any person.

36 "(e) Release From Liability.-No cause of action shall lie in any court against any electronic
37 communication service provider for providing any information, facilities, or assistance in
38 accordance with an order or request for emergency assistance issued pursuant to subsections (c)
3e or (d).

40 "(f) Appeal.-

4t "(l ) AppEAL To rHE FoREIGN INTELLIGENCE SURVETLLANCE couRT oF R-EvrEw.-The
42 Govemment may file an appeal with the Foreign lntelligence Surveillance Court of Review
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1 for review ofan order issued pursuant to subsection (c). The Court ofReview shall have
2 jurisdiction to ænsider such appeal and shall provide a written statement for the record of
3 the reasons for a decision under this paragraph.

4 *(2) 
CERTIoRa,RJ To rHE SUPREME couRT.-The Govemment may file a petition for a

5 writ ofcertiorari for review ofa decision ofthe Court ofReview issued under paragraph
6 (l). The record for such review shall be t¡ansmined under seal to the Supreme Court of the
7 United States, which shall havejurísdiction to review such decision.

8 ** I "(1)"G) Construction.-Nothing in title I shall be construed to require an application for
9 a court order under such title for an acquisition that is targeted in accordance with this section at

10 a United States person reasonably believed to be located outside ttre United Søtes.

11 "sEC. 704. OTI-IER ACQUISITIONS TARGETING LINITED
72 STATES PERSONS OUTSIDE THE TINITED STATES.
I5
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34

"(a) Jurisdiaion and Scope.-
*(l) JURIsDIsrloN.-The Foreign Intelligence Surveillance Court shall have jurisdiction

to enter an order pursuant to subsection (c).

"(2) ScoPE.-No element of the intelligence community may intentionally targe! for the
purpose ofacquiring foreign intelligence information, a United States person reasonably
believed to be located outside the United States under circumstances in which the targeted
United States person has a reasonable expectation of privacy and a warrant would be
required if the acquisition were conducted inside the United States for law enforcement
purposes, unless ajudge ofthe Foreign Intelligence Surveillance Court has entered an order
with respect to such targeted United Søtes person or the Attomey General has authorized a¡l
emergency acquisition pursuant to subsections (c) or (d) or any other provision ofthis Act.

"(3) LMrrArroNs.-*"

"(A) Movnvc oR MISIDENTTFIEDTARGETS..--If a United States person targeted under
this subsection is reasonably believed to be located in the United States during the
effective period ofan order issued pursuant to subsection (c), an acquisition targeting
such United States person under this section shall cease unless the targeted United
States person is again reasonably believed to be located outside the United States
during the effective period ofsuch order.

"(B) APPLICABILITY.-If an acquisition is to be conducted inside the United States
and could be authorized under section 703, the acquisition may only be conducted if
authorized by section 703 or in acçordance with another provision of this Act other
than this section.

35 "(C) CoNSTRUcTIoN.-Nothing in this paragraph shall be construed to limit
36 the authority ofthe Government to seek an order or authorization under, or
37 otherwise engâge in any activity that is authorized under, any other title ofthis
38 Act or chapter ll9, 721, or 206 of title 18, United States Code-

39 "(b) Application.-Each application for an order under this section shall be made by a Federal
40 officer in writing upon oath or affirmation to a judge having jurisdiction under subsection (a)(l).
4l Each application shall require the approval of the Attomey General based upon the Attomey

l9
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1 General's finding that it satisfies the criteria and requirements of such application as set forth in
2 this section and shall include-.

3 '(l) the identig of the Feder¿l officer making the application:

4 "(2) the identity, if known, or a description of the specific United States person who is the
5 target of the acquisition;

6 '(3) a statement of the facts and circumstances relied upon to justifr the applicant's belief
I that the United States person who is the target of the acquisition is-
8 "(A) aperson reasonably believed to be located outside the United States; and

9 "(B) a foreign power, an agent of a foreign power, or an ofIìcer or employee of a
10 foreign power;

11 "(4) a statement of proposed minimization procedurcs that meet the definition of
72 minimization procedures under section l0l(h) or section 301(4), as appropriate;

13 "(5) a certification made by the Anomey General, an oflicial specified in section
t4 l0a(a)(6), or the head of an element of the intelligence community that--

15 "(A) the certifying ofïïcial deems the information sought to be foreign intelligence
16 information; and

77 "(B) a significant purpose of the acquisition is to obtain foreign intelligence
18 information;

19 "(6) a statement ofthe facts concerning any previous applications that have been made to
20 any judge of the Foreign Intell¡gence Surveillance Cou¡t involving tlre United States person
2L specified in the application and the action taken on each previous application; and

22 "(7) a søtement of the period of time for which the acquisition is required to be
23 maintained, provided that such period of time shall not exceed 90 days per application.

24 "(c) Order.--

2s *(l) FINDINGs.-Upon an application made pursuant to subsection (b), the Foreigri I

26 Intelligence Surveillance Court shall enter an ex parte order as requested or as modified by
27 the Court if the Court finds that-
28 "(A) the application has been made by a Federal ofticer and approved by the
29 Attomey General;

30 "(B) on the basis of the facts submitted by the applicant, for the United States person
31 who is the target ofthe acquisition, there is probable cause to believe that the target
32 is-
33 "(i) a person reasonably believed to be located outside the United States; and 

i

34 "(ii) a foreign power, an agent of a foreign power, or an ofücer or employee of tt

35 a foreign power;

36 "(C) the proposed minimization procedures, with respeø to their dissemination
37 provisions, meet the def,rnition of minimization procedures under section lOl(h) or
38 section30l(4),asappropriate;and 

,@
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1 "(D) the application that has been filed contains alt statements and certifications
2 required by subsection (b) and the certification provided under subsection (bN5) is not
3 clearly erroneous on the basis of the information fumished under subsection (b).

4 *Q) 
PROBABLE CAUSE.-In determining whether or not probable cåuse exists for

5 purPoses ofan order under paragraph (t[B), ajudge havingjurisdiction under subsection
6 (a)(l) may consider past activities of the target and facts and circumstances rctating to
7 current or future activities of the target. No United States person may be considered a
I foreign power, agent of a foreign power, or officer or employee of a foreign power solely
9 upon fhe basis of activities protected by the first amendment to the Constitution of the

10 United States.

11

T2

13

t4
15

IO

L7

18

L9

20

27

22

23

25

¿o

27

28

29

30
?f

32

33

34

"(3) REvlEw.-

"(A) LIMITATIoNS oN REvIEw.-Review by a judge having jurisdiction under
subsection (a)(l) shall be limited to that required to make the findings described in
paragraph (l). Thejudge shall not havejurisdiction ro reviely the mearis by which an
acquisition under this section may be conducted.

"(B) REvEw oF PRoBABLE cAUSE.-lf the judge determines that the facts submitted
under subsection (b) are insufficient to establish probable cause to issue an order under
this subsection, thejudge shall enter an order so stating and provide a written statement
for the record of the reasons for such determination. The Govemment may appeal an
order under this clause pursuant to subsection (e).

"(C) REVEW oF MrNMrzATroN pRocEDr.JRES.-If the judge determines that the
minimization procedures applicable to dissemination of information obtained through
an acquisition under this subsection do not meet the definition of minimization
procedures undersection l0l(h) orsection 301(4), as appropriate, thejudge shall enrer
an order so stating and provide a written statement for the record of the reasons for
such determination. The Govemment may appeal an order under this clause pursuant
to subsection (e).

"(D) ScopE oF REvrEw oF cERTrFrcArroN.-If the judge determines that an
application under subsection (b) does not contain all the required elements, or that the
certification provided under subsection (b)(5) is clearly erroneous on the basis ofthe
information fumished under subsection (b), the judge shall enter an order so stating
and provide a written statement for the record of the reasons for such determination.
The Govemment may appeal an order under this subparagraph pursuant to subsection
(e).

35 "(4) DURATION.-An order under this paragraph shatl be effective for a period not to
36 exceed 90 days and such order may be renewed for additional 90-day periods upon
37 submission of renewal applications meeting the requirements of subsection (b).

38 "(5) COMPLTANCE.-AI or prior to the end of the period of time for which an order or
39 extension is granted under this section, the judge may assess compliance with the
40 minimization procedures referred to in paragraph (lXC) by reviewing the circumstances
41 under which information conceming United Søæs persons was disseminated, provided that
42 the judge may not inquire into the circumstances relating to the conduct of the acquisition.

43 "(d) Emergency Authorization.- 
2l
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1 '(l) AUTHoRITY FoR EMERcENcy AuTHoRzATToN.-Norwithstanding any other
2 provision of this section, if the Attomey Gener¿l reasonably determines that.--

3 "(A) an emergency situation exists with respect to the acquisitton of foreign
4 tntelligence information for which an order may be obtained under subsection (c)
5 before an order under that subsection can, with due diligence, be obtained, and

6 "(B) the factual basis for the issuance ofan order under this section exists,

7 the Attorney General may authorize the emergency acquisition if a judge havingjurisdiction
8 under subsection (a)(l ) is informed by the Attomey General or a designee of the Attorney
9 General at the time of such authorization that the decision has been made to conduct such

10 acquisition and if an application in accordance with this section is made to a judge of the
11 Foreign Intelligence Surveillance Court as soon as practicable, but not more than 7 days
72 after the Attomey General authorizes such acquisition.

73 "(2) MnvntznrtoN PRocEDUnEs.-Ifthe Attorney General authorizes an emergency
t4 acquisition under paragraph (l), the Attomey General shall require that the minimization
15 procedures referred to in subsection (c)(l)(C) be followed.

16 "(3) TERMINATTON oF EMERcENcY AUTHoRIZATIoN.-In the absence of an order under
t7 subsection (c), an emergency acquisition under paragraph (l) shall terminate when the
18 information sought is obtained, if the application for the order is denied, or after the
19 expiration of 7 days from the time of authorization by the Attorney General, whichever is
20 earliest.

2t "(4) UsE oF INFORMATION.-If an application submitted to the Court pursuant to
22 paragraph (l) is denied, or in any other case where the acquisition is terminated and no
23 order with respectto the target ofthe ac4uisition is issued under subsection (c), no
24 information obtained or evidence derived from such acquisition, except under
25 circumstances in which the target of the acquisition is determined not to be a United States
26 person, shall be received in evidence or otherwise disclosed in any trial, hearing, or other
27 proceeding in or before any court, grandjury, departnent, oflice, agency, regulatory body,
28 legislative committee, or other authority of the United States, a State, or political
29 subdivision thereo{, and no information conceming any United States person acquired ñom
30 such acquisition shall subsequently be used or disclosed in any other manner by Federal
31 ofticers or employees without the consent ofsuch person, except with the approval ofthe
32 Attomey General if the information indicates a th¡eat of de¿th or serious bodilv harm to anv
33 person.

34

35

36

37

38

39

40
4T

42

43

"(e) Appeal.-

"(I) AppEALTorHE couRT oF REvrEw.--The Govemment may file an appeal with the
Foreign Intelligenc€ Surveillance Court of Review for review of an order issued pursuant to
subsection (c). The Court ofReview shall havejurisdiction to consider such appeal and
shall provide a written statement for the record ofthe reasons for a decision under this
paragraph.

"(2) cERTroRAzu To r{E supREME couRT.-.The Govemment may file a petition for a
writ ofcertiorari for review ofa decision oftbe Cou¡t ofReview issued under paragraph
( l)' The record for such review shall be transm¡tted under seal to the Supreme Court of the
United States, which shall have jurisdiction to review such decision."

22
,l lr€let d36/13/2006
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1 ..SEC. 705. JOINT APPLICATIONS AND CONCURRENT
2 AUTHORIZATIONS.
3 "(a) Joint Applications and Orders.- 'If an acquisition targeting a United States person under
4 section 703 or section 704 is proposed to be conducted both inside and outside the United States,

5 ajudge havingjurisdiction under section 703(a)(l) or section 70a(a)(l) may issue
6 simultaneously, upon the request of the Govemment in ajoint application complying with the
7 requirements ofsection 703(b) and section 704(b), orders under section 703(c) and section
8 704(c), as appropriate.

9 "(b) Concu¡rent Authorization.-If an order authorizing electronic surveillance or physical
10 sea¡ch has been obtained under section 105 or section 304 and that order is still in effect during
11 the effective period of that order, the Attorney General may authorize, without an order under
t2 section 703 or section 704,the targeting ofthat Uníted States person forthe purpose ofacquiring
13 foreign intelligence information while such person is reasonably believed to be located outside
t4 the United States.

1s "sEC. 706. USE OF INFORMATION ACQUIRED LINDER
T6 TITLE VII.
t7 "(a) Information Acquired Under Section 702.-lnformation acquired from an acquisition
18 conducted under section 702 shall be deemed to be information acquired from an electronic
19 surveillance pursuant to title I for purposes ofsection 106, except for the purposes ofsubseÆtion

20 O ofsuch section.

2t "(b) Information Acquired Under Section 703.-Information acquired from an acquisition
22 conducted under section 703 shall be deemed to be information acquired from an electronic
23 surveillance pursuant to title I for purposes ofsection 106.

24 ..SEC. 707. CONGRESSIONAL OVERSIGHT.
25 "(a) Semiannual Repof.-Not less frequently than once every 6 months, the Attomey General
26 shall fully inform, in a ma¡rner consistent with national security, the congressional intelligence
27 committees and the Committees on the Judiciary of the Senate and the House of Reprcsentatives,
28 consistentwitb theRule.sof theHouseof RepresentativesrtheStandingRulesof theSenate,
29 and Senate Resolution 400 of the 94th Congress or any successor Senate resolution,
30 conceming the implementation of this title.

31 "þ) Content.-Each report made under subsection (a) shall include-

32 "(l) with respect to section 702-
33 "(A) any certifications made under section 702(9) during the reporting period;

34 "@) with respect to each determination made under section ?O?fu)$€XÐ
35 702(clQ), the reasons for exercising the authority under such section;

36 "(C) any di¡ectives issued under section 702(h) during the reporting period;

37 "@) a description of the judicial review during the reporting period of any such
38 certifications and targeting and minimization procedures required by subsecfions (d)
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1 and (e) of section 702 and utilized with respect to such acquisition, including a copy of
2 any order or pleading in connection with such review that contains a sigrrificant legal
3 interpretation ofthe provisions ofsection 702;

4 "(E) any actions taken to challenge or cnforce a directive under paragraphs (4) or (5)
5 ofsection 702(h);

6 "(F) any compliance reviews conducted by the Aüomey General or the Director of
7 NationallntelligenceofacquisitionsauthorizedundersectionT02(a);

I "(G) a description of any incidents of noncompliance with a directive issued by the
9 Attorney General and the Director of National Intelligence under section 702(h),

10 including-

11 "(i) incidents of noncompliance by an element of the intelligence community
12 with procedures and guidelines submit+ed adopted in accordance with
13 subsections (d) añd, (e), and ($(f) ofsectionT02; and

t4 "(ii) incidenæ of noncompliance by a specified person to whom the Attomey
15 General and Director of National Intellieence issued a directive under section
16 702(h); and

77 "(Ð any procedures implementing section 702;

18 "(2) with respect to section 703-
19 *(A) the total number of applications made for orders under section 703(b);

20 "(B) the total number ofsuch orders-
2L "(i) granted;

22 "(ii) modified; or

23 "(iii) denied; and

24 "(C) the total number of emergency acquisitions authorized by the Attomey General
25 under section 703(d) and the total number ofsubsequent orders approving or denying
26 such acquisitions; and

27 "(3) with respectto section 704-
28 "(A) the total number of applications made for orders under 704(b);

29 "(B) the total number of such orders

30 "(i) granted;

31 "(ii) modified; or

32 "(iii) denied; and

33 "(C) the total number of emergency acquisitions authorized by the Attomey General
34 under section 70a(d) and the total number ofsubsequent orders approving or denying
35 such applications.

36 ..SEC. 708. SAVINGS PROVISION.

a^24
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r "Nothing in this title shall be construed to limit the authority of the Govemment to seek an
2 order or authorization under, or otherwise engage in any activity tl¡at is authorized under, any
3 other title of this 'Aet- Act or chapter 119, 121, or 206 of tif le lE, Un¡ted States Code.',

4 (b) Table of Contents.-The table of contents in the first section of the Foreign Intelligence
5 Surveilla¡¡ce Act of 1978 (50 U.S.C. l80l et. seq.) is amended-

6 (l) by striking the item relaring to ritle VII;

7 (2) by striking the item relating ro section ?01; and

I (3) by adding at the end the following:

9 ..TÏTLEVII-ADDITIONALPROCEDURES 
REGARDING

10 CERTAIN PERSONS OUTSIDE TT{E UMTED STATES
11 "Sec.70l.Definitions.

!2 "Sec.702.Procedures for targeting certain persons outside the United States other tha¡ United
13 States persons.

t4 "Sec.703.Certain acquisitions inside the United States of United States persons outside rhe
15 united states.

16 "Sec.704.Other acquisitions targeting United States persons outside the United States.

17 "Sec.T05.Jointapplications and concurrent authorizations.

18 "Sec.706.Use of information acquired under title VII.

19 "Sec.T0T.Congressionaloversight.

20 "Sec.708.Savingsprovision.".

27 (c) Technical and Conforming Amendments.-

22 (l) TrrLE 18, UNmED srarEs coDE.-section 251 l(2XaXiiXA) of title 18, United States
23 Code, is amended by inserting "or a court order pursuant to section 704 ofthe Foreign
24 Intelligence Surveillance Act of 197E" after ..assistance".

2s (2) FoRElcN INTELLIGENCE suRvErLLANcE Acr oF 1978.-Secrion 601(a{l) of rhe
26 Foreign Intelligence surveillance Acr of l97B (50 u.s.c. lsTl(a)(l)) is amended-

27 (A) in subparagraph (C), by striking "and"; and

28 (B) by adding at the end the fotlowing new subparagraphs:

29 "(E) acquisitions under section 703; and

30 "(F) acquisitions under section 704;".

31 SEC. 102. STATEMENT OF EXCLUSIVE MEANS BY
g2 WHICH ELECTROMC ST]RVEILLANCE AND
33 INTERCEPTION OF CERTAIN COMMUNICATIONS MAY
s4 BECONDUCTED. 
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r (a) Statement of Exclusive Means.- Title I of the Foreign tntelligence Surveillance Act of
2 1978 (50 U.S.C. l80l et seq.) is amended by adding at the end the following new scction:

3 "statement of exclusive means by which electronic surveillance and interception of certain
4 communications may be conducted

5 "Sec. ll2. (a) Except as provided in subsection (b), the procedures ofchapters I 19, l2l, and
6 206 of title 18, Uniæd States Code, and this Act shall be the exclusive means by which electronic
7 surveillance and the interception of domestic wire, oral, or etecÍonic communications rnay be
8 conducted.

9 *(b) Only an express statutory authorization for electronic surveillance or thc interception of
10 domestic wire, oral, or electronic communications, other than as an amendment to this Act or
11 chapters 119, l2l, or 206 oftitle I 8, United States Code, shall constitute an additional exclusive
L2 means for the purpose of subsection (a).".

13 (b) Offense.-Section 109(a) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C.
t4 1809(a)) is amended by striking "authorized by statute" each place it appears in such section and
15 inserting "authorized by this Act, chapter ll9, l2l, or 206 oftitle 18, United States Code, or any
16 express statutory aut]¡orization that is an additional exclusive means for conducting electronic
L7 surveillance under section I12."; and

18 (c) Conforming Amendments.-

19 (l) TITLE 18, Ln¡neo stnrEs coDE.-Section 251 I (2Xa) of title 18, United States Code,
20 is amended by adding at the end the following:

' 21 "(iii) If a certification under subparagraph (ii)(B) for assistance to obtain
22 foreign intelligence information is based on statutory authority, the certification
23 shall identifr the specific statutory provision, and shall certiry that the statutory
24 requirements have been met."; and

25 (2) TABLE oF coNTENTs.-'Ihe table of contents in the first section of the Foreign
26 Intelligence Surveillance Act of 1978 (50 U.S.C. l80l et seq.) is amended by inserting after
27 the item relating to section I I l, the following new item:

28 "Sec.l l2.Statement of exclusive means by which electronic surveillance and interception of
29 certain communications may be conducted.".

30 SEC. 103. SUBMITTAI TO CONGRESS OF CERTAIN
31 COURT ORDERS LTNDER THE FOREIGN INTELLIGENCE
32 ST]RVEILLANCE ACT OF 1978.
33 (a) Inclusion of Certain Orders in Semiannual Reports of Attorney General.. Subsection
u (a)(5) of section 601 of the Foreign Intelligence Surveillance Act of t978 (50 U.S.C. l87l) is
35 amended by striking "(not including orders)" and inserting.,, orders,",

36 (b) Reports by Attorney General on Certain Other Orders.-Such secrion 601 is further
37 amended by adding at the end the following:

38 "(c) Submissions to Congress.-The Attomey General shall submit to the committees of
39 Congress referred to in subsection (a)-

26
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1 *(l) 
a copy ofany decision, order, oropinion issued by the Foreign Intelligence

2 Surveillance Court or the Foreign Intelligence Surveillance Court ofReview that includes
3 significant construction or interpretation of any provision of this Act, and any pleadings,
4 applications, or memoranda of law associated with such decision, order, or opinion, not
5 later than 45 days after such decision, order, or opinion is issued; and

6 '(2) zcopy ofany such decision, order, or opinion, and any pleadings, applications, or
7 memoranda of law associated with such decision, order, or opinion, that was issued during
I the S-year period ending on the date of the enactment of the FISA Amendments Act of 2008
9 and not previously submitted in a report under subsection (a).

10 "(d) Protection of National Security.-The Attomey General, in consultation with the Director
11 of National lntelligence, may authorize redactions of materials described in subsection (c) that
!2 are provided to the committees ofCongress referred to in subsection (a), ifsuch redactions are
13 necessary to protect the national security ofthe United States and are limited to sensitive sourc€s
t4 and methods information or the identities of targets.".

15 (c) Definitions.-Such section 601, as amended by subsections (a) and (b), is further amended
16 by adding at the end the following:

"(e) Definitions.-ln this sectíon:

'(l ) FoREIGN INTELLIGENCE SURVEILLANCE corjRT.-The term 'Foreign Intelligence
Su¡veillance Court' means the court established by section I 03(a).

"(2) FoRErcN INTÊLLrGENcE SURvEILLANcE couRT oF nrvnw.-The term 'Foreign
Intelligence Surveillance Court of Review' means the court established by section 103(b)."

SEC. 104. APPLICATIONS FOR COURT ORDERS.
Section 104 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1804) is

amended-

(l) in subsection (a)-
(A) by striking paragraphs (2) and (l I );

(B) by redesignating paragraphs (3) ttuough ( I 0) as paragraphs (2) through (9),
respectively;

29 (C) in paragraph (5), as redesignated by subparagraph @) ofthis paragraph, by
30 striking "detailed";

31 (D) in paragraph (6), as redesignated by subparagraph @) of this paragraph, in the
32 matter preceding subparagraph (AF-
33 (i) by striking "Affairs or" and inserting "Affairs,"; and

34 (ii) by striking "SenatÈ-" and inserting "Senate, or the Deputy Di¡ector of the
35 Federal Bureau oflnvestigation, ifdesignated by the President as a certifuing
36 official-"'
37 @) in paragraph (7), as redesignated by subparagraph @) of this paragraph, by
38 striking "statement of'and inserting "summary statement of';
39 (F) in paragraph (8), as redesignated by subparagraph @) of this paragraph, by

27
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I adding "and" at the end; and

2 (G) in paragraph (9), as redesignated by subparagraph (B) ofthis paragraph, by
3 striking "; and" and inserting a period;

4 (2) by striking subsection (b);

5 (3) by redesignating subsections (c) through (e) as subsections @) through (d),
6 respectively; and

7 (4) in paragraph (l)(A) ofsubsection (d), as redesignated by paragraph (3) ofthis
8 subsection, by striking "or the Director of National Intelligence" and inserting "the Director
9 of National Intelligence, or the Director of the Centr¿l Intelligence Agency".

10 SEC, IO5. ISSUANCE OF AN ORDER.
7I Section 105 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. I805) is
t2 amended-

73 (l) in subsection (a)-
14 (A) by striking paragraph (l); and

15 (B) by redesignating paragraphs (2) through (5) as paragraphs (l) through (4),
16 respectively;

t7 (2) in subsection (b), by striking "(aX3)" and inserting,.(aX2)";

18 (3) in subsection (cXlI-
19 (A) in subparagaph (D), by adding "and" at the end;

20 @) in subparafaph (E), by striking "; and'and inserting a period; and

2t (C) by striking subparagraph (F);

22 (4) by striking subsection (d);

23 (5) by redesignating subsecrions (e) through (i) as subsecrions (d) through (h),
24 respectively;

25 (6) by amending subsection (e), as redesignated by paragraph (5) ofthis section, to read
26 as follows:

27 "(e)(1) Notwithstanding any other provision of this title, the Attorney General may authorize
28 the emergency employment of electronic surveillance if the Attomey General-
29 "(A) reasonably determines that an emergency situation exists with respect to the
30 employment of electronic surveillance to obtain foreign intelligence information before an
31 order authorizing such surveillance can with due diligence be obtained;

32 "(B) reasonably determines that the factual basis for the issuance ofan order under this
33 title to approve such electronic sunreillance exists;

34 "(C) informs, either personally or through a designee, ajudge havingjurisdiction under
35 section 103 at the time of such authorization that the decision has been made to employ
36 emergency electronic surveillance; and
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1 *(D) makes an application in accordance with this title to a judge having jurisdiction
2 under section 103 as soon as practicable, but not later than 7 days after the Attorney General
3 authorizes such surveillance.

4 *(2) If the Attorney General authorízes the emergency employment of electronic surveillance
5 under par¿graph (l), the Attorney General shall require that the minimization procedures
6 required by this title for the issuance ofajudicial order be followed.

7 *(3) In the absence ofajudicial order approving such electronic su¡veillance, the surveillance
8 shall terminate when the information sought is obtained, when the application for the order is
9 denied, or after the expiration of 7 days from the time of authorization by the Attomey General,

10 whichever is earliest.

11 "(4) A denial of the application made under ùis subsection may be reviewed as provided in
t2 section 103.

13 "(5) In the eventthat such application for approval is denied, or in any other case where the
74 electronic surveillance is terminated and no order is issued approving the surveillance, no
15 information obtained or evidence derived from such surveillance shall be received in evidence or
16 otherwise disclosed in any trial, hearing, or other proceeding in or before any court, grandjury,
77 departmenl office, agency, regulatory body, legislative committee, or other authority of the
18 United States, a State, or political subdivision thereofi, and no information conceming any United
19 States person acquired from such surveillance shall subsequently be used or disclosed in any
20 other manner by Federal ofÏicers or employees without the consent of such person, except with
2l the approval of the Attorney General if the information indicates a threat of death or serious
22 bodily harm to any person.

23 "(6) The Attomey General shall assess compliance with the requirements of paragraph (5).";
24 and

25 (7) by adding at the end the following:

26 "(i) In any case in which the Government makes an application to a judge under this title to
27 conduct electronic su¡veillance involving communications and thejudge grants such application,
28 upon the request ofthe applicant, thejudge shall also authorize the installation and use ofpen
29 registers and trap and trace devices, and direct the disclosure ofthe information set forth in
30 section402(d)(2).".

31 SEC. 106. USE OF INFORMATON.
32 Subsection (i) of section I 06 of the Foreign Intelligencæ Surveillance Act of 1978 (8 U.S.C,
33 1806) is amended by strikiug "radio communication" and inserting "communication".

U SEC. 107. AMENDMENTS FOR PHYSICAL SEARCTTES.
35 (a) Applications.-Section 303 of the Foreign Intelligence Surveillance Ac1 of 1978 (50
36 U.S.C. 1823) is amended-

37 (l) in subsection (a)-
38 (A) by striking paragraph (2);

39@)byredesigrratingparagraphs(3)through(9)asparagraphs(2)through(8),@ì
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1 respectively; 
:

2 (C) in paragraph (2), as redesignated by subparagraph (B) ofthis paragraph, by
3 striking "detailed";

4(D)inparagraph(3XC),asredesignatedbysubparagraph(B)ofthisparagraph,by
5 inserting "or is about to be" before "owned"; and :

6 (E) in paragraph (6), as redesignated by subparagraph (B) ofthis paragraph, in the
7 matter preceding subparagraph (Aþ-
8 (i) by striking "Affairs or" and inserting "Affairs,"; and

9 (ii) by striking "Senate--" and inserting "Senate, or the Deputy Director of the
10 Federal Bureau oflnvestigation, ifdesignated by the President as a certifying
11 ofücial-"; and

72 (2) in subsection (dXlXA), by striking "or the Director of National Intelligence" and

13 inserting'the Director of National Intelligence, or the Director of the Central lntelligence
74 Agency".

15 (b) Orders. -Section 304 of the Foreign tntelligencc Surveillance Act of 1978 (50 U.S.C.
16 1824) is amende4-

!7 (l) in subsection (aF
18 (A) by striking paragraph (l);

19 @) by redesignating paragraphs (2) through (5) as paragraphs (l) through (4),
20 respectively; and

27 (C) in paragraph (Z)@), as redesignated by subparagraph (B) ofthis paragraph, by
22 inserting "or is about to be" before "owned"; and

23 (2) by amending subsection (e) to read as follows:

24 "(eXl) Notwithsønding any other provision of this title, the Attorney General may authorize
25 the emergency employment of a physical search ifthe Attomey General-

26 "(A) reasonably determines that an emergency situation exisæ with respect to the 
,

27 employment of a physical search to obtain foreign intelligence information before an order l

28 authorizing such physical search can with due diligence be obtained;

29 "(B) reasonably determines that the factual basis for issuance ofan order under this title
30 to approve such physical search exists;

31 "(C) informs, either personally or through a designee, ajudge ofthe Foreign Intelligence :

32 Su¡veillance Court at the time of such authorization that the decision has been made to
33 employ an emergency physical search; and 

j

34 "(D) makes an application in accordance with this title to a judge of the Foreign ,

35 Intelligence Surveillance Court as soon as practicable, but not more than 7 days after the
36 Attorney Cener¿l authorizes such physical search.

37 "(2) lf the Attomey Generat authorizes the emergency employment of a physical search under
38 paragraph (l), the Attomey General shall require that the minimization procedures required by
39thistit|efortheissuanceofajudicialorderbefoIlowed.ffi
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"(3) In the absence ofajudicial order approving such physical search, the physical search shall
terminate when the information sought is obtained, when the applicæion for the order is denied,
or after the expiration of 7 days from the time of authorization by the Attorney General,
whichever is earliest.

"(4) A denial of the application made under this subsection may be reviewed as provided in
section 103.

7 *(5)(A) In the event that such application for approval is denied, or in any other case where the
I physical search is terminated and no order is issued approving the physical se¿¡rch, no
9 information obtained or evidence derived from such physical search shall be received in

10 evidence orothenvise disclosed in any trial, hearing, or other proceeding in or before any court,
11 grand jury, depafment, offrce, agency, regulatory body, legislative committee, or other authority
72 of the United States, a State, or political subdivision thereof, and no information conceming any
13 United States person acquired from such physical sea¡ch shall subsequently be used or disclosed
!4 in any other manner by Federal ofücers or employees without the consent ofsuch person, except
15 with the approval of the Attomey General if the information indicatcs a threat of death or serious
76 bodily harm to any person.

77 "(B) The Attomey General shall assess compliance with the requirements of subparagraph
18 (A).".

19 (c) Conforming Amendments.-The Foreign Intelligence Surveillance Act of 1978 (50 U.S.C.
20 l80l et seq.) is amended-

27 (l) in section 30a(a)(a), as redesignated by subsection (b) ofthis section, by striking
22 "303(a)(7)(E|'andinserting"303(a)(6)(E)";and

23 (2) in section 305(kX2), by striking "303(aX7)" and inserting "303(a)(6)".

24 SEC. IO8. AMENDMENTS FOR EMERGENCY PEN
25 REGISTERS AND TRAP AND TRACE DEVICES.
26 Section 403 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1843) is
27 amended-

28 (l) in subsection (aX2), by striking "4S hours" and inserting "T days"; and

29 (2) in subsection (c)(l)(C), by striking "4S hours" and inserting "T days".

30 SEC. 109. FOREIGN INTELLIGENCE SURVEILLANCE
31 COURT.
32 (a) Designation of Judges.-Subsection (a) of seætion 103 of the Foreign Intelligence
33 Surveillance Act of 1978 (50 U.S.C. l803) is amended by inserting "at least" before "seven of
u the United States judicial circuits".

35 (b) En Banc Authority. --

36 (l) INcEITERAL.-Subsection (a) of section 103 of the Foreign Intelligence Surveillar¡ce
37 Act of 1978, as amended by subsection (a) of this section, is furthe¡ amended-

38 (A) by inserting "(l)" after "(a)"; and
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1 (B) by adding at the end the following neì¡/ par¿graph:

2 *(2)(A) The cou¡t established under this subsection may, on its own initiative, or upon the
3 request ofthe Govemment in any proceeding or a party under section 501(f) or paragraph (4) or
4 (5) ofsection 702(h), hold a hearing or rehearing, en banc, when ordered by a majority ofthe
5 judges that constitute such court upon a detennination that-
6 "(i) en banc consideration is necessary to secure or maintain uniformity of the court's
7 decisions; or

I "(ii) the proceeding involves a question ofexceptional importance.

9 "(B) Any authority granted by this Act to a judge of the court established under this subsection
10 may be exercised by the court en banc. When exercising such authority, the court en banc shall
11 comply with any requirements of this Act on the exercise of such authority.

L2 "(C) For purposes ofthis paragraph, the court en banc shall consist ofalljudges who
13 constitute the cou¡t established under this subsection.".

t4 (2) CoNFoRMINc AMENDMENTS-The Foreign Intelligenc€ Surveillance Act of 1978 is
15 further amended-

16 (A) in subsection (a) ofsection 103, as amended by this subsection, by inserting
L7 "(except when sitting en banc under paragraph (2))" after "nojudge desigrrated under
18 this subsection"; and

19 (B) in section 302(c) (50 U.S.C. 1822(c)), by inserting "(except when sitting en

20 banc)" after "except that nojudge".

27 (c) Stay or Modification During an Appeal.-Seøion 103 of the Foreign Intelligence
22 Surveillance Act of 1978 (50 U.S.C. 1803) is amended-

23 (l) by redesigrating subsection (Ð as subsection (g); and

24 (2) by inserting after subsection (e) the following new subsection;

25 "(f)(l) Ajudge ofthe court established under subsection (a), the court established under
26 subsection (b) or ajudge ofthat court, or tbe Supreme Court ofthe United States or ajustice of
27 that court, may, in accordance with the rules of their respective courts, enter a stay of an order or
28 an order modifring an order of the cou¡t established under subsection (a) or the court established
29 under subsection (b) entered under any title ofthis Act, while the court established under
30 subsection (a) conducts a rehearing, while an appeal is pending to the court established under
31 subsection (b), or while a petition of certiorari is pending in the Supreme Cou¡t of the United
32 States, or during the pendency ofany review by that court.

33 "(2) The authority described in paragraph (l) shall apply to an order entered under any
34 provision of this Act.".

35 (d) Authority of Foreign Intelligencæ Su¡veillance Court.-Section 103 of the Foreign
35 lntelligence Surveillance Act of 1978 (50 U.S.C. 1803), as amended by this Act, is amended by
37 adding at the end the following:

38 "(i) Nothing in this Act shall be construed to reduce or contravene the inherent authority of the
39 court established by subsection (a) to determine, or enforce, compliance with an order or a rule
40 ofsuch court or with a procædure approved by such court,",

5Z
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1 SEC. I10. WEAPONS OF MASS DESTRUCTION.
2 (a) Definitions.-

3 (l) FonrrcN nowER.-Subsection (a) of section l0l of the Foreign Intelligence
4 Surveillance Act of 1978 (50 U.S.C. l60l(a) is amendeG-

5 (A) in paragraph (5), by striking"persons; oC'and inserting "persons;";

6 (B) in paragraph (6) by strikingthe period and inserting"; o/'; and

7 (C) by adding at the end the following new paragraph:

8 "(7) an entity not substantially composed of United States persons that is engaged in the

9 international proliferation of weapons of mass destnrction.".

10 (2) AcEl[roF A FoREIcN powER.-Subsection (b)(l) of such section l0l is amended-

11 (A) in subparagraph (B), by striking "or" at the end;

t2 a*d@) in subparagrapb (C), by striking *or" at tbe end; and

13 (BXC) by adding at the end the following new *rbparagreph subparagraphs:

14 "@) engages in fhe international proliferation of weapons of mass destruction, or

15 activities in preparation therefor; e*

L7 "(E) engages in the international proliferation of weapons of mass destruction,
18 or activities in preparation therefor for or on behalfofa foreign power; or'.

19 (3) FoRErcN rNrELLrcENcE INFoRMATIoN.-Subsection (eXlXB) of such section l0l is

20 amended by striking "sabotage or intemational terrorism" and inserting "sabotage,

2! intemational terrorism, or the intemational proliferation of weapons of mass destruction".

22 (4) WEApoN oF Mrl,ss DESTRUsI'roN.-Such section l0l is amended by adding at the end

23 the following new subsection:

24 "(p) 'Weapon of mass destruction' means-

zs "(l) any explosive, incendiary, or poison gas device that is designed, intended, or has the

26 capability to cause a mass casualty incident;

27 "(2) uty weapon that is designed or, intended, or has the capability to cause death or
28 serious bodily injury to a significant number ofpersons through the release, dissemination,
29 or impact of toxic or poisonous chemicals or their precursors;

30 "(3) any weapon involving a biological agent, toxin, or vector (as such terms are defined
31 in section 178 of title I 8, Un¡ted States Code) that is designed, intended, or has the
32 capability ofcausing death, illness, or serious bodily injury to a significant number of
33 persons; or

34 "(4) any weapon that is designed, intended, or has the capability ofreleasing radiation or
35 radioactivity causing death, illness, or serious bodily injury to a significant number of
36 persons.".

37 (b)Useof Information.- ,@
33
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1 (l) IH crNenal.-Section 106(kXlXB) of the Foreign Intelligencæ Surveillance Act of
2 l97E (50 U.S.C. 1806(kXlXB)) is amended by striking "sabotage or intemational
3 terrorism" and inserting "sabotage, international tenorism, or the international proliferation
4 ofweapons ofmass destruction".

s (2) PHYSIcALSEARcHEs.-Section 305ft)(l)(B) of such Act (50 U.S.C. 1825(k)(t)(B)) is

6 amended by sniking "sabotage or intemational terrorism" and inserting "sabotage,
7 intemational terrorism, or the intemational proliferation of weapons of mass destruction".

8 (c) Technical and Conforming Amendment.-Section 301(l) ofthe Foreign Intelligence
9 Surveillance Act of 1978 (50 U.S.C. 1821(l)) is amended by inserting'Veapon of mass

10 destruction," after "person,".

11 TITLE II-PROTECTIONS FOR ELECTRONIC
T2 COMMUMCATION SERVICE PROVIDERS

13 SEC. 201. PROCEDURES FOR IMPLEMENTING
T4 STATUTORY DEFENSES LINDER TFIE FOREIGN
15 INTELLIGENCE SURVEILLANCE ACT OF 1978.
16 The Foreign lntelligenc€ Surveillance Act of 1978 (50 U.S.C. l80l et seq.), as amended by
L7 section l0l, is fufher amended by adding effeetitle-Vil at the end the following new title:

18 ..TITLE VIII-PROTECTION OF PERSONS ASSISTING
19 TI{E GOVERNMENT

20 ..SEC. 801. DEFIMTIONS.
27 "In this title:

22 "(l) AssIsrANCE.-The term 'assistance' means the provision o[, or the provision of
23 access to, information (including communication contents, communications records, or
24 other information relating to a customer or communication), facilities, or another form of
25 assistance.

26 "(2) CoNGRESSIoNAL INTELLIGENCE CoMMITTEES.-'The term 'congressional intelligence
27 committees'means-

28 "(A) the Select Committee on Intelligence of the Senate; and

29 "(B) the Permanent Select Committee on Intelligence of the House of
30 Representatives.

37 "(3) ColrrElrrs.-The term 'contents' has the meaning given that term in section l0l(n).

32 "(4) COvERED CwIL AcrIoN.-The term 'covered civil sction' means r civil action
33 filed in a Federal or State court that-
34 *(A) alleges that an electronic communication service provider furuished
35 assistance to an eleme¡t of the intelligence community; and

36..@)seeksmonetaryorotberre|ieffromtheelectronicsu¡veillance,@
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1 commun¡cation serv¡ce provider related to the provision of such assistance,

2 *(5) ELEgfRoNtc coMMtJNIcATIoN sERvtcE pRovIDER.-The term 'etectronic
3 communication service provider' meÍrns-
4 "(A) a telecommunications carrier, as that term is defined in section 3 of the
5 Communications Act of 1934 (47 U.S.C. 153);

6 "(B) a provider of electronic communication service, as that term is defined in
7 section 2510 of title 18, United States Code;

I "(C) a provider of a remote computing service, as that term is defrned in section
9 271I of title 18, Unired States Code;

10 "(D) any otl¡er communication service provider who has access to wire or electronic
11 communications either as such communications a¡e transmitted or as such
12 communications are stored;

13 "(E) a parent, subsidiary, affiliate, successor, or assignee ofan entity described in
t4 subparagraph (A), (B), (C), or (D); or

15 "(F) an ofÏicer, employee, or agent ofan entity described in subparagraph (A), (B),
L6 (C), (D), or (E).

17 r(5)"(6) IN-TELLIGENCE coMMtrNnY.-The term 'intelligence community' has the
18 meæring given the term in section 3(4) of the National Security Act of 1947 (50 U.S.C.
1e 40la(a)).

20 r(6)"(7) PeRSON.-The term 'person' means-

27 "(A) an electronic communication service provider; or

22 "(B) a landlord, custodian, or other person who may be authorized or required to
23 fumish assistance pursuant to--
24 "(i) an order ofthe court established under section I 03(a) directing such
25 assistance;

26 "(ii) a certification in writing under section 251 I (2)(a)(ii)(B) or 2709(b) of title
27 18, United States Code; or

28 "(iii) a directive under section 102(a)(4), l05B(e), as added by section 2 ofthe
29 Protect America Act of 2007 @ublic Law I 10-55), or 702(h).

30 {Ð"(8) STATE.-The term 'State' me¡¡ns any Søte, political subdivision of a State, the
31 Commonwealth of Puerto Rico, the District of Columbi4 and any tenitory or possession of
32 the United States, and includes any officer, public utility commission, or other body
33 authorized to regulate an electronic communication service provider.

34 ..SEC. 802. PROCEDURES FOR IMPLEMENTING
35 STATUTORY DEFENSES.
36 "(a)RequirementforCerfification.-Notwithstanding€eÉi.f,eotio*-

37 r(++æÊrÈrê[r--+lirtsáfhstnnding any other provision of law, ao a civil action may not lie or
38bemaintainedinaFederaIorStatecourtagainstanyp€rsonforprovidingassistancetoanffi

35 ,"-
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element of the intelligence community, and shall be promptly dismissed, if the Attorney General
certifies to the district court of the Un¡ted States that-

IÐ*(f ) any assistance by that person was provided pursuant to an order of the cou¡t
established under section 103(a) directing such assistance;

TÐ"(2) any assistance by that person was provided pursuant to a certification in writing
under section 25 I I (2)(a)(ii)(B) or 2709(b) oftitle I 8, United States Code:

nr(3) any assistance by that person was provided pursuant to a directive under
sections 102(a)(4), t05B(e), as added by section 2 ofthe prorecr America Actor2007
(Public Law I l0-55), or 702(h) directing such assistance;

0f

f +¡)+¡*per"ett-¿i*@ñ€€i
:'i3)-Addkional-{irnita{iee--Sle*+itåstarxliq-ur¡oth€rfr{xis}orî-irflff!"(4) in the case

of a covered civil action shall-nt¡elieor-b+l+ai*rircdj+r-+l.etlerolor-Stnterrïlrt,-ond sholl.
ltepnlrnpt*y<]isnrisse.d-.ílithe-Attr-¡m -ev-{ieneral-eerlilìes{o rhedistrie+eeu+eFthe-$eite$
State+*hat, the assistance alleged to have been provided by the electronic communication
service provider was-

"(A) in connection with an intelligence activity involving communications thaf
w¿ts-

"(i) authorized by the President during the period beginning on September I t,
2001, and ending on January 17, 2007 ; and

"(ii) designed to detect or prevent a terror¡st attack, or activities in preparation
for aterrorist attack, against the United States; and

"(B) the subject ofa written request or directive, or a series ofsuch requests or
directives, from the Attomey General or the head of an element of the intelligence
community (or the deputy of such person) to the electronic communication service
provider indicating that rhe activity was-

"(i) authorized by the President; and

"(ii) determined to be lawful; or

"(5) the person did not provide the alleged assistance.,

"(b) Judicial Review.-

"(l) REvEw oF cERTtrtcATIoNS.-A certification made pursuant to subsection (a) shall
be given effect unless the court finds that such certification is not supported by substantial
evidence provided to the court pursuant to sul*eetior{tr},-porogrqltr(}-nntFs*lxeetigr(<l)
this section.

"(2) suRu,rlclrral MATERTALS.-In its review of a certification made pursuant to
subsection (a), the court may examine the cou¡t order, certification, written request, or
directive described in subsection (a)¡.and any relevant cout order, certification, writ¡en
request' or directive submitted pursuant to subsection (dÌ,-ar++-anfsttìeÊñÌaterirtk-sitrbûi{+e+
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1 æe-'+fteñeï€enerÊt.
2 "(c) Limitations on Disclosu¡e.-If the Attorney Ceneral files a decla¡ation under section
3 1746 of title 28, Uniæd States Code, that disclosure of a certification made pusuant to
4 subsection (a) or the supplemental materials provided pursuant to subsection @) or (d) would
5 harm the national security of the United States, the court shall-
6 Il ) review such certification and the supplemental materials in camera and ex parte; and

"(2) limit any public disclosure concerning such cerification and the supptemental
materials, including any public order following such in ca¡nera and ex partJreview, to a
statement t{rirlrlpconditio*s-{brdislnissal+f*tb,;eetkm{rr}"have$ee+ô}eri€F{åaÉhæ€}um
havåeelHral+lc-+edeterr*ite-tba++heilta+e-been-lrreg as to whetber the case is dismissed
and a description ofthe legal standards that govern the order, without disclosing the
paragraph ofsubsection (a) that is the basis for the certification.

13 "(d) Role of the Parties.-Any plaintiffor defendant in a civil action may submit any relevantt4 court order, certification, written request, or directive to the district court refened to in15 subsection (a) for review and shall be permitted to participate in the briefing or argument of anyL6 legal issue in ajudicial proceeding conducted pursuantto this section, but only to the extent that17 such participation does not require the disclosure ofclassified information to such party. To the18 extent that classified information is relevant to the proceeding or would be revealed in the19 determination of an issue, the court shall review such information in camera and ex parte, and
20 mdce issue any part of the court's written order that would reveal classified informaiion io
ZI camera and ex parte and maintain such part under seal.

22 "(e) Nondelegation.-The authority and duties of the Attorney General under this section shalt
23 be perficrmed by the Attomey General or a designee in a position not lower than Deputy
24 Attomey General.

25 "(f) Appeal.-The courts of appeals shall have jurisdiction of appeals from interlocutory26 orders of the district courts of the United States granting or denying a motion to dismiss or for
27 summary judgment unde¡ this section.

28 "(g) Removal.-A civil action against a person for providing assistance to an element of the29 intelligence community that is brought in a State cou¡t shall be deemed to arise under the
30 Constitution and laws of the United States and shall be removable under section l44l of title 28.
31 united States Code.

32 "(h) Relationship to Other Laws.- -Nothing in this section may be construed to limit any
33 otherwise available immunity, privilege, or defense under any other provision of law.

34 "(i) Applicability.-This section shall apply to a civil action pending on or filed after the date35 of enactment of the FISA Amendments Act of 2008. ?009+
36 SEç=€€:-PRgtìM{rHe¡J êt- ST^ÎF.-+NVES-FIG.¡,+I9NS-

37 {ì+lt VIll ol'tl^e Foreþn-{ntel}igenee-Surveillauee-Aet-É5È{*$€.-t8$l-e¡*eqù-as-added+-l-
38 seetinn"Z{J;ì-ofìhí+*etjs*nrendeêh¡adding:ûþtheerré{he.lbtlowiH¿:ne+-sæ+iert

39 ..SEC. 803. PREEMPTION.
N "(a) In Ceneral.-No State shall have authoritv to-
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1 *(l) conduct an investigation into an electonic communication service provider's alleged
2 assistance to an element of the intelligence community;

3 *(2) require tfuough regulation or any other means the disclosure of information about an
4 electronic communication service provider's alleged assista¡ce to an clement of the
5 intelligence community;

6 "(3) impose any adm¡nistrative sanction on an electronic communication service provider
7 for assistance to an element of the intelligence community; or

8 "(4) commence or maintain a civil action or other proceeding to enforce a requirement
9 that an electronic communication service provider disclose information concerning alleged

10 assistance to an element of the intetligence community.

11 "(b) Suits by the United States.--The United States may bring suit to enforce the provisions of
72 this section.

13 "(c) Jurisdiction.-The district courts of the United States shall have jurisdiction over any civil
t4 action brought by the United States to enforce the provisions ofthis section.

15 "(d) Application.-This section shall apply to any investigation, action, or proceeding that is
16 pending on or fiþd commenced after the date of enactment of the FISA Amendments Act of
17 2008.2€08+

18 S€æO3-+EPERTS{G

19 'l-itle \/lll of the ljtrreitn fntelligerree $urveill*nee;\et (50 U,S,C', l80l et seq,r; as arnerxÞt]
20 lry*ee*ierr30.l*ftlriç"+l.ct-is*rrther''nnren.lcd{y.addingat-rhe-end¡he{ollorving-*er+seetiei+r

2I ..SEC. 804. REPORTING.
22 "(a) Semiannual Report.-Not less frequently than once every 6 months, the Attorney General
23 shall fully inform, in a manner consistent with national security, tbe Rules of the House of
24 Representatives, the Standing Rules ofthe Senatc, and Scnete Resolution 400 ofthe 94th
25 Congress or âny successor Senate resolution, the congressional intelligence committees, the
26 Committee on the Judiciary of the Senate, a¡d the Committee on the Judiciary of the House of
27 Representatives; conceming the implementation of this title.

28 "(b) Content.-Each report made under subsection (a) shall include-

29 "(l) any certifications made under section 802;

30 "(2) a description ofthejudicial review ofthe certifications made under section 802; and

3L "(3) any actions taken to enforce the provisions ofsection 803.".

32 SEC. æ4202. TECHNICAL AMENDMENTS.
33 The table of contents in the first section of the Foreign Intelligence Su¡veillance Act of 1978
U (50 U.S.C. I80l et seq.), as amended by section l0l(b), is turther amended by adding at the end
35 the following:

36 ..TTTLE VIII-PROTECTION OF PERSONS ASSISTING
37 TIIE GOVERNMENT
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1 "Sec.S0l.Definitions

2 "Sec.802.Procedures for implementing statutory defenses.

3 "Sec.803.Preemption.

4 "Sec.804.Reporting.".

5 TITLE III-REVIEV/ OF PREVIOUS ACTIONS

6 SEC. 3OI. REVIEV/ OF PREVIOUS ACTIONS.
7 (a\ Definitions.-ln this section:

8 (1) Anrnonzunre coMMITTEES oF coNcREss.-The term "appropriate committees of
9 Congress" means-

10 (A) the Select Committee on Intelligence and the Comminee on the Judiciary of the

11 Senate; and

tZ (B) the Permanent Select Committee on Intelligence and the Committee on the

13 Judiciary ofthe House ofRepresentatives.

t4 (2) FoRErcN rNrELLrcENcE suRvErLLANcE couRT,-The term "Foreign Intelligence
15 Surveillance Court" means the court established by section 103(a) ofthe Foreign
16 lntelligence Surveillance Act of 1978 (50 U.S.C. I 803(a).

t7 (3) Pnesnevr's sunvEILLeNcE pRocRAM AND pRocRAM.-The terms "President's
18 Surveillance Program" and "Program" mean the intelligence activity involving
19 communications that was authorized by the President during the period beginning on

20 September ll, 2001, andendingon January lT,20OT,includingthe programrefenedtoby
2! the President in a radio address on December l7 ,2005 (commonly known as the Terrorist
22 Surveillance Program).

23 (b) Reviews.-

24 (l) REeUTREMENTTo coNDUCt.-The Inspectors General of the Department of Justice,

25 the Office of the Director ofNational Intelligence, the National Security Agency, the
26 Department of Defense, and any othe¡ element of the intelligence community thal
27 participated in the President's Surveillance Program, shall compleæ a comprehensive
28 review of, with respect to the oversight authority and responsibility ofeach such lnspector
29 General-

30 (A) all of the facts necessary to describe the establishment, implementation, product
31 and use ofthe product ofthe Program;

32 (B) @ ¡ccess to legal reviews of the pregram-te+
33 eon¿uete+,+ne-st+;ree.eef-suclr.reviervs;-oecess.{o such reviews; Progrâm and access

34 to information about the Program;

35 (C) communications with, and participation of, individuals,and entities in the private

36 sector related to the Program;

37 (D) interaction with the Foreign Intelligence Surveillance Court and transition to
38 court orders related to the Program; and
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(E) any other matters identified by any such Inspector General that would enable
that Lnspector General to complete a review of the Program, with respect to such
Department or elemenl

(2) CoopER.Afl oN AND cooRDrNATIoN.-

(A) CooPER4TIol'¡.-Each Inspector General required to conduct a review under
paragraph (l) shall-

(i) work in conjunction, to the extent practicable, with any other Inspector
General required to conduc{ such a review; and

(ii) utilize to the extent practicable, and not unnecessarily duplicate or delay,
such reviews or audits that have been completed or are being undertaken by any
such Inspector General or by any other office ofthe Executive Branch related to
the Program.

(B) INTEGRATIoN oF orHER REVIEWS.-The Ofüce of Professional Responsibility of
the Department ofJustice shall provide the repot ofany investigation conducted by
such office on matters relating to the Program, including any investigation of the
process through which legal reviews ofthe Program ìvcre conducted and the
substauce of such reviews, to the lnspector General of the Department of Justice, who
shall integrate the faotual findings and conclusions of such investigation into its
review.

(C) CooRDINATIoN.-The lnspectors Gener¿l shall designate one of the lnspectors
General required to conduct a review under paragraph (l) that is appointed by the
President, by and with the advice and consent ofthe Senate, to coordinate the conduct
of tåe reviews and the preparation of the reports.

(c) Reports.-

(l) PRELTMTNARY REPORTS.-NoI later than 60 days after the date of the enactment of this
Act, the Inspectors General of the Department of Justice, the ofüce of the Director of
National Intelligence, the National security Agency, the Department of Defense, and any
other Inspector General required to conduct a review under subsection (bXl), shall submit
to the appropriate committees ofCongress an interim report that describes the ptanned
scope ofsuch review.

(2) FINAL REPoRT.-Not later tha¡r I year after the date of the enactment of this Ac! the' Inspectors General of the Deparûnent of Justice, the Office of the Director ofNational
Intelligence, the National security Agency, and any other Inspector General required to
conduct a review under subsection (b)(l), shall submit to the appropriate committees of
Congress, to the extent practicable, a comprehensive report on such reviews that includes
any recommendations of any such Inspectors General within the oversight authority and
responsibility of any such Inspector General with respect to the reviews.

(3) Fonu.--A report submitted under this subsection shall be submitted in unclassified
form, but may include a classified annex. The unclassified report shall not disclose the name
or identity of any individual or entity ofthe private sector that participated in the Program
or with whom there was communication about the Program, to the extent that information is
classified.
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1 (d) Resources.-

2 (l) ExPEDTTED sEcuzuTY cLEARANcE.-The Director of National Intelligence shall
3 ensure that lhe process for the investigation and adjudication ofan application by an
4 Inspector General or any appropriate staffof an Inspector General for a security clearance
5 necessary for the conduct ofthe review under subsection (b)(l) is ca¡ried out as

6 expeditiously as possible.

7 (2) ADDTTIoNAL PERSoNNEL FoR Tt{E INSpEcToRS GENERAL.-An lnspector General
8 requi¡ed to conduct a review under subsection (b)(l) and submit a report under subsection
9 (c) is authorized to hire such additional personnel ¿¡s may be necessary to carry out such

10 review and prep¿¡re such report in a prompt and timely mrutner. Personnel authorized to be
11 hired under this paragraph-

tZ (A) shall perform such duties relatìng to such a review as the relevant lnspector
13 General shall direct; and

14 (B) are in addition to any other personnel authorized by law.

15 (3) Tnlxsren oF PERSoN¡tEu-The Attorney General, tbe Secretary of Defcnse, the
16 Director of National Intelligence, the Director of the Natioual Secu rify Agency, and the
17 head of any other element of tbe intelligence community that participated in the
18 President's Surveillance Program may transfer personnel to the relevsnt Office of the
19 Inspector General required to conduct a review under subsection (b)(t) and submit a
20 report under subsection (c) and, in addit¡on to any other personnel euthorized by law,
2L are authorized to fill any vscancy caused by such a transfer. Personnel transferred
22 under this paragroph shall perform such dutics rclating to such rcyiew as the relevant
23 [nspector General shall direct.

24 TITLE IV-OTHER PROVISIONS

25 SEC. 401. SEVERABILITY.
26 If any provision of this Ac! any amendment made by this Act or the application thereof to
27 any person or ci¡cumstances is held invalid, the validity of the remainder of the Act, any such
28 amendments, and ofthe application of such provisions to other persons and circumstances shall
29 not be affected thereby.

30 SEC. 4OZ.EFFECTIVE DATE.
Except as provided in section 4Ù4,the amendments made by this Act shall take effect on the

date ofthe enactnent ofthis Act.

SEC. 403. REPEALS.
(a) Repeal of Protect America Act of 2007 Provisions.-

(l) AMENDMET¡-IS ro FrsA.-

(A) IN cENERAL.--Except as provided in section 404, sections 105,t 1058, and
l05C of the Foreign Intelligence Surveillance Act of l97E (50 U.S.C. I 805a, I 805b,
and 1805c) are repealed.
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1 (B) TecnNrcnl AND coNFoRMrNc AMENDMENTS.-

2 (i) TABLE oF coNTENTs.-The table of contents in the first section of the
3 Foreign lntelligence Surveillance Açt of 1978 (50 U.S.C. I 80 I et seq.) is
4 amended by suiking the items relating to sections 1054, 1058, and 105C.

5 (ii) CoNFoRMINc AMENDMENTS.-ExcæpI as provided in section 404, section
6 103(e) of the Foreign lntelligence Surveillance Act of l97E (50 U.S.C. 1803(e)) is
7 amended-

I (t) in paragraph (l), by striking'1058(h) or 501(f)(l)" and inserting
e "501(Ð(l) or 702(hX4)"; and

10

11

L2

L4

15

16

L7

18

19

20

21

22

23

24

25

26

27

28

29

30

31

(II) in paragraph (2), by striking *1058(h) or 501(f{l)" and inserting
*501 (Ð(l) or 702(h)(a)".

(2) REPoRTtNo REQUIREMENTS.-EXcept as provided in section 404, section 4 of the
Protect America Acto12007 (Public I-aw I l0-55; l2l Stat. 555) is repealed.

(3) TRANSmIoN pRocEDUREs. --Except as provided in section 404, subsection (b) of
section 6 of the Protect America Act of 2007 (Public Law I l0-55; 12l Star. 556) is
repealed.

(b) FISA Amendments Act of 2008.-

(l) tN cElrER¡,L.--Except as provided in section 404, effective December 31,æ++2012,
title VII of the Foreigrr Intelligence Surveillance Act of 1978, as amended by section l0l(a),
is repealed.

(2) TECHNTCAL AND coNFoRMrNc AMENDMENTS.-Effective December 3 I, ?efi-
20t2-

(A) the table of contents in the first section of such Act (50 U.S.C. l80l et seq.) is
amended by striking the items related to title VII;

(B) except as provided in section 404, section 60t(a)(l) of such Act (50 U.S.C.
l87l(aXl)) is amended to read as such section read on the day before the date ofthe
enactment of this Act; and

(C) except as provided in section 404, section 251l(2)(a[ii[A) of title 18, United
States Code, is amended by striking "or a court order pursuant to section 704 ofthe
Foreign lntelligence Surveilla¡rce Act of 1978".

SEC. 404. TRANSITION PROCEDURES.
32 (a) Transition Procedures for Protect America Act of 2007 Provisions.-

33 (l) CohI-I'INUED EFFECToF oRDERs, AUTl{oRrzATtoNS, DrREcrlvEs.-Notwithstanding any
34 other provision oflaw, except as provided in paragraph (7), any order, authorization, or
35 directive issued or made pursuant to section t05B ofthe Foreign tntetligence Surveillance
36 Act of 1978, as added by section 2 of the Protect America Act of 2007 (Public Law I I 0-55;
37 l2l Stat. 552), shall continue in effect until the expiration ofsuch order, authorization, or
38 directive.

39 (2) AppLIcABlLrry oF pRorEcT AMERTCA AC-r oF 2007 To coNrrNUED oRDERs.

42
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AUTHORZATIoNS, DlREcrtvEs.-Notwithstanding any other provision of this Ac! any
amendment made by this Act or the Foreign Intelligence Surveillance Act of 1978 (50
U.S.C. l80l et seq.)-

(A) subject to paragraph (3), section l05A ofsuch Ac! as added by section 2 ofthe
Protect America Act of 2007 @ublic L¿w I l0-55; l2l StaL 552), shall continue to
aPPly to any acquisition conducted pursuant to an order, authorization, or directive
referred to in paragraph (l); and

(B) sections l05B and l05C ofthe Foreign Intelligence Surveillance Act of 1978, as
added by sections 2 and 3, respectively, of the Protect America Act of 2007, shall
continue to apply with respect to an order, authorization, or directive refened to in
paragraph (l) until the later oÊ-

tZ (i) the expiration ofsuch order, authorization, or directive; or

13 (ii) the date on which ñnaljudgment is entered for any perition or other
L4 litigation relating to such order, authorization, or directive.

15 (3) UsE oF INFoRMATIoN.-Information acquired from an acquisition conducted pursuant
16 to an order, authorization, or directive referred to in paragraph (1) shall be deemed to be
77 information acquired from an electronic surveillance pursuant to title I ofthe Foreign
18 Intelligence Surveillance Act of 1978 (50 U.S.C. l80l et seq.) for purposes of section 106
19 ofsuch Act (50 U.S.C. 1806), except forpurposes ofsubsection fi) ofsuch section.

20 (4) PRorEgrloN FRoM LIABTLITY.-subsection (l) of section l05B of the Foreign
2t lntelligence Surveillance Act of I 978, as added by section 2 of the Protect America Act of
22 2007' shall continue to apply with respeci to any directives issued pursuant to such section
23 1058.

24 (5) JunlsntcnoN oF FoREIGN INTELLTGENCE suRvErLL.ANcE couRT.-Notwithstanding
25 any other provision of this Act or of the Foreign Intelligence Surveillance Act of t978 (50
26 U.S.C. l80l et seq.), section 103(e) of the Foreigr Intelligence Surveillance Act (50 U.S.C.
27 1803(e)), as amended by section 5(a) ofthe Protect America Act of2007 (Public Law I l0-
28 55; l2l StaL 556), shall continue to apply with respect to a directive issued pwsuant to
29 section l05B ofthe Foreign Intelligence Surveillance Act of 1978, as added by section 2 of
30 the Protect America Act of 2007 , until the later of-
31 (A) the expiration ofall orders, authorizations, or directives refened to in paragraph
32 (1); or

33 (B) the date on which finaljudgment is entered for any petition or other litigation
34 relating to such order, authorization, or directive.

35 (6) REPoRTING REQUIREMENTS._

36

37

38

39

40

47

(A) cor'r-rtNuED ApplrcABrlrry.-Notwithstanding any other provision of this Act,
any amendment made by this Act, the Protect America Act of 2007 (public Law I l0-
55), or the Foreigrr tntelligence Surveillance Act of l97B (50 U.S.C. l80l et seq.),
section 4 of the Protect America Act of 2007 shall continue to apply until the date that
the certification described in subparagraph (B) is submitted.

(B) CERTTTATIoN.-The certification described in this subparagraph is a

43
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certificarion-

(i) made by the Attorney General;

(ii) submitted as part of a semi-annual report required by section 4 of the
Protect America Act of 2007;

(iii) that states that there will be no further acquisitions carried out under
section l05B ofthe Foreign Intelligence Surveillance Act of 1978, as added by
section 2 of the Protect America Actof 2007, after the date of such certification:
and

(iv) that states that the information required to be included under such section 4
relating to any acquisition conducted under such section l05B has been included
in a semi-annual report required by such section 4.

(7) REAUTHORZATIoN oF oRDERS, AUTHoRZATIoNS, AND DIREcrrvEs.-If the Attorney
General a¡rd tbe Director of National Intelligence seek to replace an authorization made
Pursuant to section l05B ofthe 

'4.e+ 
Foreign Intelligence Surveillance Act of 1978, as

added by section 2 of the Protect America Aa of 2007 (Public L:w I l0-55; t}l Stat 522),
by filing a certif¡cation pursuant to secrion 702(iX5XA) of the Foreign Intelligence
Surveillance Act of 1978 (as added by section lOl(a) ofthis Act), that authorization, and
any directives issues issued thereunder and any order related thereto, shall remain in effect
until the Court issues an order with respect to that certification under section 702(i)(3) of
suehr{etsfhe Foreign Intelligence Surveillance Act of 1978 (as so added) at which time
the previsien provisions of that $ibseetion section and of section 702(iN4) of such Act
shall apply.

(8) EFFEcrrvE DnTE.-Paragraphs ( I ) through (7) shalt rake effect as if enacted on
August 5,2007.

(b) Transition Procedures for FISA Amendments Act of 2008 provisions.-

(l) ORDERS rN EFFECT oN DECEMBER 3l,30l-J,--'triç1¡¡¡111$l ni{pu¡r; 2012.-
Notwithstanding any other provision of this Ac! any amendment made by this AcÇ or the
Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. l B0l et seq.), any order,
authorization, or directive issued or made under title VII of the Foreign lntelligence
Surveillance Act of 1978, as amended by section 101(a), shall continue in effect until the
date ofthe expiration ofsuch order, authorization, or directive.

(2) A¡pr,tceeury oF TITLE vII oF FrsA To coNTINUED oRDERs, ALJ.rHoRtzArroNS,
DlREcrlvEs.-Notwithstanding any other provision of this Act, any amenäment made by
this Act, or the Foreign Intelligence surveillance Act of l97B (50 u.s.c. l g0l et seq.), with
respect to any order, authorization, or directive referred to in paragraph (l ), title VII ofsuch
Ac! as amended by section l0l(a), shall continue to apply until the tater of-

(A) the expiration ofsuch order, authorization, or directive; or

(B) the date on which ñnal judgment is entered for any petition or other litigation
relating to such order, authorization, or directive.

(3) CHALLEI.TGE oF DIREcTIvEs; pRorgcrloN FRoM LLABILTTy; usg oF TNFoRMATIoN.-
Notwithstanding any other provision of this Aci or of the Foreign Intelligence Surveillance
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1 Act of 1978 (50 U.S.C. l80l et seq.F-

2 (A) section 103(e) of such Ac! as amended by section I I 3, shalt continue ro apply
3 with respect to any directive issued pursuant to section 702ft) of such Ac! as added by4 section lOl(a);

5 (B) section 702(hX3) ofsuch Act (as so added) shall continue to apply with respect6 to any directive issued pursuant to section 702(h) ofsuch Act (as so added);

7 (C) section 703(e) ofsuch Act (as so added) shall continue to apply with respect to8 an order or request for emergency assistance under that sec{ion:

9 (D) section 706 ofsuch Act (as so added) shall continue to apply to an acquisirion10 conducted under section 702 or 703 ofsuch Act (as so added); and

L¿
't?

(E) section 2511(2[a)(ii)(A) of title 18, united states code, as amended by section
l0l(c)(l), shall continue to apply to an order issued pursuant to section 204 ofthe
Foreign Intelligence Surveillance Act of I978, as added by section l0l(a).

L4 (4) REpoRrrNc REeUTREMENTS.-

l)

16

t7
18

19

20

27

(A) CoNTTNUED App¡-lcABlllTy.-Notwithstanding any other provision of this Act or
of the Foreign Intelligence surveillance Act of l97E (50 u.s.c. lg0l et seq.), section
601(a) of such Act (50 u.s.c. l87l(a)), as amended by section l0l(c)(2), and sections
702(l)andT0TofsuchAclasaddedbysection l0l(a),shallcontinueroapplyuntil
the date that the certification described in subparagraph (B) is submitted.

(B) CB.TtrtcATIoN.-The certification described in this subparagraph is a
certification-

22 (i) made by the Attorney General;

23 (ii) submitted to the Select Committee on Intelligence of the Senate, the
24 Permanent Select Committee on Intelligence of the House of Representatives, and25 the Committees on the Judiciary of the Senate and the House of Representatives;

26 (iii) that stâtes that there will be no fi.rrther acquisitions ca¡ried out under title27 VII of the Foreign Intelligence Surveillance Act of 1978, as amended by section28 l0l(a), after the date ofsuch certification; and

29 (iv) that states that the information required to be included in a review,30 assessment, or report under section 601 ofsuch Act, as amended by section31 l0l(c), or section 702(l) or 707 ofsuch Acl as added by section tOt(a¡, relating32 to any acquisition conducted under title VII of such Act, as amended by section33 l0l(a), has been included in a review, assessment, or report under such section34 601,702(l), or 707.

35 (5) TRANSITIoN PRocEDUREs coNcERNING THE TARcETTNG oF uNrrED sTATES pERSoNs
36 ovERSEAS'-Any authorization in effect on the date of enactment offhis Act under section37 2.5 of Executive Order 12333 to intentionally target a United States person reasonably38 believed to be located outside the United States shall continue in efféct, and shall constitute39 a sufücient basis for conducting such an acquisition targeting a Unite.d States person located40 outside the United States until the ea¡lier of_
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1 (A) the dare that authorization expires; or

2 (B) the date that is 90 days after the date of the enactmenr of this Act.
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