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Purpose: To provide a complete substitute.

H. R. 3773

To amend the Foreign Intelligence Surveillance Act of 1978
to establish a procedure for authorizing certain acquisitions
of foreign intelligence, and for other purposes.

Referred to the Committee on and ordered to be
printed

Ordered to lie on the table and to be printed

AMENDMENT IN THE NATﬁRE OF A SUBSTITUTE INTENDED TO
BE PROPOSED BY MR. ROCKEFELLER
Viz:

HOUSE AMENDMENT TO-SENATE AMENDMENT-
RHOGOEA-O VNIRRT E A OEANTY TS AN

L XIVIESTNTIIY

In lieu of the matter proposed to be inserted by the amendment of the Senate House of
Representatives to the amendment of the Senate to the text of the bill, insert the following:

SECTION 1. SHORT TITLE; TABLE OF CONTENTS.

(a) Short Title.—This Act may be cited as the “Foreign Inteiligence Surveillance Act of 1978
Amendments Act of 2008” or the “FISA Amendments Act of 2008”.

(b) Table of Contents.—The table of contents for this Act is as follows:
Sec.1.Short title; table of contents.

TITLE I—FOREIGN INTELLIGENCE SURVEILLANCE

Sec.101.Additional procedures regarding certain persons outside the United States.

Sec.102.Statement of exclusive means by which electronic surveillance and interception of
certain communications may be conducted. -

Sec.103.Submittal to Congress of certain court orders under the Foreign Intelligence
Surveillance Act of 1978.

Sec.104.Applications for court orders.

Sec.105.Issuance of an order.

Sec.106.Use of information.
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Sec.107.Amendments for physical searches.

Sec.108.Amendments for emergency pen registers and trap and trace devices.
Sec.109.Foreign intelligence-surveillance-court Intelligence Surveillance Court.
Sec.110.Review of previous actions.

Sec.111.Weapons of mass destruction.

See. 112 Statute-of Jimitations: TITLE II—PROTECTIONS
FOR ELECTRONIC COMMUNICATION SERVICE
PROVIDERS

See20)-Statutory-defenses: Sec.201.Procedures for implementing statutory defenses under
the Foreign Intelligence Surveillance Act of 1978.

Sec.202.Technical amendments.

TITLE II—COMMISSION ON WARRANTLESS-
ELECTROMIC-SURVEILEANCE ACTPATIES
INTELLIGENCE COLLECTION, PRIVACY
PROTECTION, AND CHANGES IN INFORMATION

TECHNOLOGY

Sec.301.Commission on MWMW Intelligence Collection,
Privacy Protection, and Changes in Information Technology.

TITLE IV—OTHER PROVISIONS
Sec.401.Severability.

Sec.402 Effective date.

Sec.403.Repeals.

Sec.404.Transition procedures.

TITLE I—FOREIGN INTELLIGENCE SURVEILLAN CE

SEC. 101. ADDITIONAL PROCEDURES REGARDING
CERTAIN PERSONS OUTSIDE THE UNITED STATES.

{Deteted: 51272008
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(a) In General.—The Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) is
amended—

(1) by striking title VII; and
(2) by adding after title V1 the following new title:

“TITLE VII—ADDITIONAL PROCEDURES REGARDING
CERTAIN PERSONS OUTSIDE THE UNITED STATES

“SEC. 701. DEFINITIONS.

“(a) In General.—The terms ‘agent of a foreign power’, ‘Attorney General’, ‘contents’,
‘electronic surveillance’, ‘foreign intelligence information’, ‘foreign power’,—‘-miaimi%aﬁeﬂ-
2. ‘person’, “United States’, and ‘United States person’ have the meanings given such
terms in section 101, except as specifically provided in this title.

“(b) Additional Definitions.—

“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence
committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of
Representatives.

“(2) FOREIGN INTELLIGENCE SURVEILLANCE COURT; COURT.—The terms ‘Foreign
Intelligence Surveillance Court’ and ‘Court’ mean the court established by section 103(a).

“(3) FOREIGN INTELLIGENCE SURVEILLANCE COURT OF REVIEW; COURT OF REVIEW.—The
terms ‘Foreign Intelligence Surveillance Court of Review’ and ‘Court of Review’ mean the
court established by section 103(b).

“(4) ELECTRONIC COMMUNICATION SERVICE PROVIDER.—The term ‘electronic
communication service provider’ means—

“(A)a telecommunications carrier, as that term is defined in section 3 of the
Communications Act of 1934 47U.SC. 153);

“(B) a provider of electronic communication service, as that term is defined in
section 2510 of title 18, United States Code;

“(C) a provider of a remote computing service, as that term is defined in section
2711 of title 18, United States Code;

“(D) any other communication service provider who has access to wire or electronic
communications either as such communications are transmitted or as such
communications are stored; or

“(E) an officer, employee, or agent of an entity described in subparagraph (A), (B),
(C), or (D)-

“(5) INTELLIGENCE COMMUNITY —The term ‘intelligence community’ has the meaning
given the term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)).
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«SEC. 702. PROCEDURES FOR TARGETING CERTAIN
PERSONS OUTSIDE THE UNITED STATES OTHER THAN
UNITED STATES PERSONS.

“(a) Authorization.—Notwithstanding any other provision of law, pursuant to an order issued
in accordance with subsection @@B)ora determination under subsection (£)(1)(B)(i), the
Attorney General and the Director of National Intelligence may authorize jointly, for a period of
up to 1 year from the effective date of the authorization, the targeting of persons reasonably
believed to be located outside the United States to acquire foreign intelligence information.
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“(b) Limitations.—An acquisition authorized under subsection (2)—

“(1) may not intentionally target any person known at the time of acquisition to be
located in the United States;

“(2) may not intentionally target a person reasonably believed to be located outside the
United States if the purpose of such acquisition is in order to target a particular, known
person reasonably believed to be in the United States;

“(3) may not intentionally target a United States person reasonably believed to be located
outside the United States; ' )

“(4) may not intentionally acquire any communication as to which the sender and all
intended recipients are known at the time of the acquisition to be located in the United
States; and

“(5) shall be conducted in a manner consistent with the fourth amendment to the
Constitution of the United States.

“(c) Conduct of Aecguisition—AR Acquisition.—

¢(1) IN GENERAL.—ARN acquisition authorized under subsection (a) may be conducted
only in accordance with—
“1y-a*“(A) the certification made by the Attorney General and the Director of
National Intelligence pursuant-to-Suose ion-{g)-er-a-de epmination-under-paragrapn
: 3 submitted in accordance with subsection (g); and

©-(B) the targeting and
subsections (d) and (e).
#% 1 “(m)*(2) CONSTRUCTION —Nothing in title I of this Act shall be construed to

require an application under section 104 for an acquisition that is targeted in accordance
with this section at a person reasonably believed to be located outside the United States.

inimization procedures submitted in accordance with

«(d) Targeting Procedures.—

“(1) REQUIREMENT TO ADOPT.—The Attorney General, in consultation with the Director
of National Intelligence, shall adopt targeting procedures that are reasonably designed to
ensure that any acquisition authorized under subsection (a) is limited to targeting persons
reasonably believed to be jocated outside the United States and does not result in the

intentional acquisition of any communication as to which the sender and all intended (Deleted: 57272008
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recipients are known at the time of the acquisition to be located in the United States.

“(2) JUDICIAL REVIEW.—The procedures required by paragraph (1) shall be subject to
judicial review pursuant to subsection (i).

“(e) Minimization Procedures.—

“(1) REQUIREMENT TO ADOPT.—The Attorney General, in consultation with the Director
of National Intelligence, shall adopt minimization procedures that for-acquisitions-
horized uad beection-(a)-

%m_ghe.ease.ef-elee&eme—samlﬁﬂee; meet the definition of minimization
procedures under section 101(h) or section 301(4), as appropriate, for acquisitions
authorized under subsection (a).;and

“B n-the a.af a-nh
P

“(2) JUDICIAL REVIEW.—The minimization procedures required by paragraph (1) shall be
subject to judicial review pursuant to subsection (i).

“(f) Guidelines for Compliance With Limitations.—

“(1) REQUIREMENT TO ADOPT.—The Attorney General, in consultation with the Director
of National Intelligence, shall adopt guidelines to ensure—

“(A) compliance with the limitations in subsection (b); and

“(B) that an application is filed under section 104 or 4
section 303, as appropriate, if required by any other section of this Act.

“3342) TRAINING.—The Director of National Intelligence shall establish a training
program for appropriate personnel-of the intelligence community personnel to ensure that
the guidelines adopted pursuant to paragraph (1) are properly implemented.

tH gl H

ha “(3)
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SUBMISSION OF GUIDELINES.—The Attorney General shall submit provide the guidelines
adopted pursuant to paragraph (1) to—

“(A) the congressional intelligence committees;
“(B) the Committees Committee on the Judiciary of the Senate;

¢(C) the Committee on the Judiciary of the House of Representatives and-the-
Senate; and

£¢Cy*“(D) the Foreign Intelligence Surveillance Court.
“(g) Certification.—
(1) IN GENERAL.—

“(A) REQUIREMENT- SUBIECT-FO-SUBPARAGRAPH(B) REQUIREMENT.—In
order to conduct an acquisition under subsection (a), the Attorney General and the
Director of National Intelligence > isiti ; ;

A o AR Nira

nal Intelisence-shall-p de shall provide
ourt, under oath, a written certification;as-

~rnavGernaral-ana-the O

B

to the Foreign Intelligence Surveillance
tescribod i this-subsection:

= : and any supporting affidavit, under seal, in
accordance with this subsection. -

%(B) TIMING OF SUBMISSION TO THE COURT.—

“(j) IN GENERAL.—Except as provided in clause (ii), the Attorney General
and Director of National Intelligence shall provide a copy of a certification
made under this subsection to the Foreign Intelligence Surveillance Court
prior to the initiation of an acquisition under subsection (a).

“(ii) EXCEPTION.—If the Attorney General and the Director of National
Intelligence determine that ituati istsy di i
Gevernment-is-required; there should be jmmediate implementation of the
authorization and time does not permit the completion-ofjudicial-review
issuance of an order pursuant to subsection (i)(3) prior to the jnitiation-of-an-

isition implementation of the authorization, the Attorney General and the
Director of National Intelligence may authorize the acquisition and shall submit to
the Foreign Intelligence Surveillance Court a certification, including the
determination under this subsection, as soon as possible but in no event more
than 7 days after such determination is made.

“2) REQUIREMENTS.—A certification made under this subsection shall—
“(A) attest that—

“(i) there are reasonable procedures in place that have been approved or
submitted for approval to the Foreign Intelligence Surveillance Court, for
determining that the acquisition authorized under subsection (a)—

“(I) is targeted at p

ersons reasonably believed to be located outside the

11:34 AM
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“(IT) does not result in the intentional acquisition of any communication as
to which the sender and all intended recipients are known at the time of the

“(ii) guidelines have been adopted in accordance with subsection (f) to ensure
compliance with the Jimitations in subsection (b) and to ensure that applications
are filed under section 104 or section 303, if required by this Act;

“(iii) the minimization procedures to be used with respect to such acquisition—

“(T) meet the definition of minimization procedures under section 101(h)
or section 301(4) in-aceordance-with-subseetiof-(e), as appropriate; and

“(II) have been approved by, or submitted to for approval by, the-
Foreign Intelligence Surveillance Court;

“(jv) the procedures and guidelines referred to in clauses (i), (1), and (iii) are
consistent with the requirements of the fourth amendment to the Constitution of
the United States;

“(v) a significant purpose of the acquisition is to obtain foreign intelligence
information;

“(vi) the acquisition involves obtaining the foreign intelligence information
from or with the assistance of an electronic communication service provider; and

“(vii) the acquisition complies with the Jimitations in subsection (b); and

“(B) be supported, as appropriate, by the affidavit of any appropriate official in the
area of national security who is—

“(j) appointed by the President, by and with the consent of the Senate; or
“(ii) the head of an element of the intelligence community; and
“(C) include— '

“(i) an effective date for the authorization that is between 30 and 60 days from
the submission of the written certification to the court; or

“(ii) if the acquisition has begun or will-begia-i the effective date is less than
30 days from the submission of the written certification to the court—

“(I) the date the acquisition began or the effective date for the acquisition;

“(II) a description of why implementation-was initiation of the
acquisition is required in less than 30 days from the submission of the
written certification to the court; and

“(T0) if the acquisition is authorized

under paragraph (1)(B)s-the-basis-for-

s HReard

ired:(it), a escripﬁon of why there should be
immediate implementation of the authorization and time does not permit

issuance of an order pursuant to subsection (i)(3) prior to the
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implementation of the authorization.

«3)%(3) CHANGE IN EFFECTIVE DATE.—The Attorney General and the Director of
National Intelligence may advance or delay the effective date described in paragraph
(2)(C) by amending the certification pursuant to subsection (i)(C) to include the
applicable requirements of paragraph (2)(C).

“(4) LIMITATION.—A certification made under this subsection is not required to identify
the specific facilities, places, premises, or property at which the acquisition authorized
under subsection (a) will be directed or conducted.

WM&MM“(S) MAINTENANCE OF CERTIFICATION.—The
Attorney General shal transmit maintain a copy ofa certification made under this

s ~ O

aragraph _The-Attorney-General-shall mamntai-Suei €€ jon under security
measures adopted by the Chief Justice of the United States and the Attorney General, in
consultation with the Director of National Intelligence.

ﬁé)—RevieH“(Q ReviEW.—The certification submitted-pursuant-to required by
this subsection shall be subject to judicial review pursuant to subsection (i).

pa &5 o

“(h) Directives and J udicial Review of Directives.—

€, 1 ALTTHOREFY D1 1R OLLA NT-TO-AN-ORBER-ISSUED MA CCORDANCEWIEH SLIRSECTION-
TYXUTITOIKTT 1. TEOICUTONT W TEITNOTVO AN TOSULLIIIN OO L 1Y T OCDJUL 1 TOILN

AUTHORITY.—With respect to
an acquisition authorized under subsection (a), the Attorney General and the Director of
National Intelligence may direct, in writing, an electronic communication service provider
to—

“(A) immediately provide the Govermnment with all information, facilities, or
assistance necessary to accomplish the acquisition authorized in accordance with this
section in 2 manner that will protect the secrecy of the acquisition and produce a
minimum of interference with the services that such electronic communication service
provider is providing to the target of the acquisition; and

“(B) maintain under security procedures approved by the Attorney General and the
Director of National Intelligence any records concerning the acquisition or the aid
furnished that such electronic communication service provider wishes to maintain.

“(2) COMPENSATION —_The Government shall compensate, at the prevailing rate, an -
electronic communication service provider for providing information, facilities, or
assistance pursuant to paragraph (1).

Rl 3 RELEASE FROM LIARH-ITY A ATUA TS EANDING-ANY-OFHER PROAVISION-OFEAW-NGO
R ravez: = ey INO-EW T O TAINOTING TR OFHERPROYISTOINOTr ey T8

LIABILITY.—No cause of action shall lie in any court against any electronic communication
service provider for providing any information, facilities, or assistance in accordance with a
directive issued pursuant {0 paragraph (1).

“(4) CHALLENGING OF DIRECTIVES.—

“(A) AUTHORITY TO CHALLENGE.—An electronic communication service provider

receiving a directive issued pursuant to paragraph (1) may challenge the directive by

| GHB2008, e -mmmmmmmmmmmmemmsSoomSSSTTTTooTTTIITIIITTE ,
11:34 AM
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filing a petition with the Foreign Intelligence Surveillance Court, which shall have
jurisdiction to review such a petition.

“(B) ASSIGNMENT.—The presiding judge of the Court shall assign the petition filed
under subparagraph (A) to 1 of the judges of the Court serving in the pool established
by section 103(e)(1) not later than 94 hours after the filing of the petition.

“(C) STANDARDS FOR REVIEW—AFIBGE REVIEW.—The Foreign Intelligence
Surveillance Court considering a petition to modify or set aside a directive may grant
such petition only if the judge Court finds that the directive does not meet the
requirements of this section, or is otherwise unlawful.

“(D) PROCEDURES FOR INITIAL REVIEW-—ATUDGE REVIEW.—The Foreign
Intelligence Surveillance Court shall conduct an initial review of a petition filed
under subparagraph (A) not later than 5 days after being assigned such petition. If the
judge Court determines that the petition does not consist of claims, defenses, or other
legal contentions that are warranted by existing laws or by a nonfrivolous argument for
extending, modifying, or reversing existing laws or for establishing new law, the judge
Court shall immediately deny the petition and affirm the directive or any part of the
directive that is the subject of the petition and order the recipient to comply with the
directive or any part of it. Upon making such a determination or promptly thereafter,
the judge Court shall provide a written statement for the record of the reasons for a
determination under this subparagraph.

“(E) PROCEDURES FOR PLENARY REVIEW.—If ajudge the Foreign Intelligence
Surveillance Court determines that a petition filed under subparagraph (A) requires
plenary review, the judge Court shall affirm, modify, or set aside the directive that is
the subject of that petition not later than 30 days after being assigned the petition. If the
judge Court does not set aside the directive, the judge Court shall immediately affirm
orsmodify the directive or order that the directive be medified, and order the
recipient to comply with the directive in its entirety or as modified. The judge Court
shall provide a written statement for the recerds record of the reasons fora
determination under this subparagraph.

“(F) CONTINUED EFFECT.—Any directive not explicitly modified or set aside under
this paragraph shall remain in full effect.

“(G) CONTEMPT OF CcOURT.—Failure to obey an order of the Court issued under this
paragraph may be punished by the Court as contempt of court.

“(5) ENFORCEMENT OF DIRECTIVES.—

| /13/2008,
11:34 AM

“(A) ORDER TO CcoMPEL.—If an electronic communication service provider fails to
comply with a directive issued pursuant t0 paragraph (1), the Attorney General may
file a petition for an order to compel the electronic communication service provider to

comply with the directive with the Foreign Intelligence Surveillance Court, which shall
have jurisdiction t0 review such a petition.

“B) AsSIGNMENT.—The presiding judge of the Court shall assign a petition filed
under subparagraph (A) to 1 of the judges serving in the pool established by section
103(e)(1) not later than 24 hours after the filing of the petition.
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“(C) PROCEDURES FOR REVIEW-—A-FUDGE REVIEW.—The Foreign Intelligence
Surveillance Court considering 2 petition filed under subparagraph (A) shall issue an
order requiring the electronic communication service provider to comply with the
directive or any part of it, as issued or as modified, not later than 30 days after being
assigned the petition if the judge Court finds that the directive meets the requirements
of this section, and is otherwise lawful. The judge Court shall provide a written
statement for the record of the reasons for a determination under this paragraph.

“(D) CONTEMPT OF COURT.—Failure to obey an order of the Court issued under this
paragraph may be punished by the Court as contempt of court.

“(E) PROCESS.—Any process under this paragraph may be served in any judicial
district in which the electronic communication service provider may be found.

“(6) APPEAL.—

“(A) APPEAL TO THE COURT OF REVIEW.—The Government Or an electronic
communication service provider receiving a directive issued pursuant to paragraph (1)
may file a petition with the Foreign Intelligence Surveillance Court of Review for
review of a decision issued pursuant to paragraph (4) or (5)- The Court of Review shall
have jurisdiction to consider such a petition and shall provide a written statement for
the record of the reasons for a decision under this paragraph.

“(B) CERTIORARI TO THE SUPREME COURT.—The Government or an electronic
communication service provider receiving a directive issued pursuant to paragraph (1)
may file a petition for a writ of certiorari for review of the decision of the Court of
Review issued under subparagraph (A). The record for such review shall be
transmitted under seal to the Supreme Court of the United States, which shall have
jurisdiction to review such decision.

“(i) Judicial Review of Certifications and Procedures.—

(1) IN GENERAL.—

“(A) REVIEW BY THE FOREIGN INTELLIGENCE SURVEILLANCE courT.—The Foreign
Intelligence Surveillance Court shall have jurisdiction to review any certification
submitted pursuant-te in accordance with subsection (g) and the targeting and
minimization procedures required-by submitted in accordance with subsections (d)
and (), and any amendments to such certification or procedures.

“(B) TIME PERIOD FOR REVIEW.—The Court shall review the certification submitted
pursuant-te in accordance with subsection (g) and the targeting and minimization
procedures required-by submitted in accordance with subsections (d) and (e) and
approve or deny an order under this subsection not later than 30 days after the date on
which a certification is submitted.

“(C) AMENDMENTS.—The Attorney General and the Director of National
Intelligence may amend a certification submitted in accordance with subsection
(g) or the targeting and minimization procedures submitted in accordance with
subsections (d) and (e) as necessary after such certification or procedures have
been submitted for review to the Foreign Intelligence Surveillance Court. If an
amendment is submitted subsequent to the jssuance of an order under subsection
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(i)(3) that significantly modifies such certification or procedures, the Attorney
General and Director of National Intelligence shall seek approval of such
amendment by the Court.

“2) REVIEW.—CourtL‘(-Z)-Reﬂew.——"'r‘heQGHﬁ‘ shall review the following:
“(A) CERTHICATIONS—A CERTIFICATION.—A certification submitted pursuantte

in accordance with subsection (g) to determine whether the certification contains all
the required elements.

“(B) TARGETING PROCEDURES.—The targeting procedures required by snbmitted in
accordance with subsection (d) to assess whether the procedures are reasonably
designed to ensure that the acquisition authorized under subsection (a) is limited to the
targeting of persons reasonably believed to be Jocated outside the United States and
does not result in the intentional acquisition of any communication as to which the
sender and all intended recipients are known at the time of the acquisition to be located
in the United States.

“(C) MINIMIZATION PROCEDURES.—The minimization procedures required-by
submitted in accordance with subsection (e) to assess whether such procedures meet
the definition of minimization procedures under section 101(h) or section 301(4) i

i i , as appropriate.

“(3) ORDERS.—

“(A) APPROVAL.—If the Court finds that a certification submitted pursuanto in
accordance with subsection (g) contains all of the required elements and that the
i targeting and minimization procedures submitted in
accordance with subsections (d) and (e) are consistent with the requirements of those
subsections and with the fourth amendment to the Constitution of the United States, the
Court shall enter an order approving the certification and the use of the procedures for
the acquisition. '

“(B) CORRECTION OF DEFICIENCIES.—If the Court finds that a certification required
submitted pussuant-te in accordance with subsection (g) does not contain all of the
required elements, of that the procedures required-by submitted in accordance with
subsections (d) and (e) are not consistent with the requirements of those subsections or
the fourth amendment to the Constitution of the United States States—

the Court shall issue an order directing the Government (o, at the Government’s
election and to the extent required by the Court’s order— -

“y¥(i) correct any deficiency identified by the Court not later than 30 days
after the date the Court issues the order; or

“@B(ii) cease, or not begin, the acquisition authorized under subsection

EhHBXa). {Deteted: 5122008

11:34 AM
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“(C) REQUIREMENT FOR WRITTEN STATEMENT.—In support of its orders under this
subsection, the Court shall provide, simultaneously with the orders, for the record a
wiitten statement of its reasons.

“(4) APPEAL.—

“(A) APPEAL TO THE COURT OF REVIEW.—The Government may appeal any order
under this section to the Foreign Intelligence Surveillance Court of Review, which
shall have jurisdiction to review such order. For any decision affirming, reversing, or
modifying an order of the Foreign Intelligence Surveillance Court, the Court of
Review shall provide for the record a written statement of its reasons.

“(B) CONTINUATION OF ACQUISITION PENDING REHEARING OR APPEAL.—ANY
acquisition affected by an order under paragraph (3)(B)G#) may continue—

“(i) during the pendency of any rehearing of the order by the Court en banc;
and

“(ii) if the Government appeals an order under this section, subject 0
i i the entry of an order under

subparagraph ¢A-(C).

“(C) IMPLEMENTATION %WW PENDING APPEAL.—Not later than
60 days after the filing of an appeal of an order issued under paragraph 3)B)yad
directing the correction of a deficiency, the Court of Review shall determine, and enter
a corresponding order regarding, whether all or any part of the correction order, as

issued or modified, shall be implemented during the pendency of the appeal.-The-

(D) CERTIORARI TO THE SUPREME COURT.—The Government may file a petition for
a writ of certiorari for review of a decision of the Court of Review issued under
subparagraph (A)- The record for such review shall be transmitted under seal to the

Supreme Court of the United States, which shall have jurisdiction to review such
decision. :

“(5) SCHEDULE.—
“(A) REPLACEMENT OF AUTHORIZATIONS IN

L rie DIRECTOR-OF AT & TIOMALINTEEHGENCE SRR TORERPLACE EFFECT When
INDT TR PHIRTECTTONTVE TN T IO YN TS T OLINCAS oI T O p =y g Yy o) -

replacing an authorization issued pursuant to section 105B of the Foreign Intelligence
Surveillance Act of 1978, as added by section 2 of the Protect America Act of 2007
(Public Law 110-55) with an authorization under this section, the Attorney General
and the Director of National Intelligence shall, to the extent practicable, submit to the
Court & the certification under prepared in accordance with subsection (g) and the
procedures required-by adopted in accordance with subsections (d)-€e} and (H(e) at
least 30 days before the expiration of such authorization.

“(B) REAUTHORIZATION OF AUTHORIZATIONS IN EEFECT—IF-THEATTORNEY

CoNERAL-AND THE NIRECTOR-OFE Al A TIOMNAINTEEL 1AEACE SERK-FO-REPT ACE
GENERAL-AND T I HST R R OFE-PAHONALEENTEEIE ORI T SEEKTOoREriorrco

EFFECT.—When replacing an authorization issued pursuant to this section, the

{ Deteted: 5/212008

)




=
oOw 0~ vt W N

B
N b

-
w

T~
PRSRRGERS

NN N
N R OWw

NN NNN
o~ O WV AW

ww N
o O

w W W
&~ W N

w
(V]

ww ww
O 00N

28

Senate Legislative Counsel
CompareRite of Q:\BILLS\110\H3773_EAH.XML and O:\EAS\EAS08246.XML

Attorney General and the Director of National Intelligence shall, to the extent
practicable, submit to the Court & the certification undersubsection prepared in
accordance with section (g) and the procedures requiredby adopted in accordance
with subsections (d)-¢e)s and H(e) at least 30 days prior to the expiration of such
authorization.

“(C) CONSOLIDATED SUBMISSIONS.—The Attorney General and Director of National
Intelligence shall, to the extent practicable, annually submit to the Court a
consolidation of— :

“(i) certifications under prepared in accordance with subsection (g) for
reauthorization of authorizations in effect;

“(ij) the procedures required-by adopted in accordance with subsections (@)
¢e); and €)(e); and

“(iii) the annual review required by subsection (1)(3) for the preceding year.

“(D) TIMING OF REVIEWS.—The Attomey General and the Director of National
Intelligence shall,_{e_ehe-e*teﬂt—pmeﬁeab’fe; schedule the completion of the annual
review under required by subsection (1)(3) and a semiannual assessment aader
required by subsection (1)(1) so that they may be submitted to the Court at the time of
the consolidated submission under subparagraph {C).

“(E) CONSTRUCTION ~—The requirements of subparagraph (C) shall not be construed
to preclude the Attorney General and the Director of National Intelligence from
submitting certifications for additional authorizations at other times during the year as
necessary.
efore

of the period of time for which a-certification-

“(6) COMPLIANCE

—Atorb

the end

pro Sie O

aﬂmd_by_m-efdemde%ee‘ieﬂ an authorization under subsection (a) expires,
the Foreign Intelligence Surveillance Court may assess compliance with the minimization
procedures required by under subsection (€) by reviewing the circumstances under which
information concerning United States persons was acquired, retained, or disseminated.

“(j) Judicial Proceedings.—
“(1) EXPEDITED PROCEEDINGS.—Judicial proceedings under this section shall be
conducted as expeditiously as possible.

“(2) TIME LIMITS.—A time limit for a judicial decision in this section shall apply unless
the Court, the Court of Review, or any judge of either the Coutt or the Court of Review, by
order for reasons stated, extends that time for good cause.

“(k) Maintenance and Security of Records and Proceedings.—

“1) STANDARDS.—The Foreign Intelligence Surveillance Court shall maintain a record
of a proceeding under this section, including petitions filed, orders granted, and statements
of reasons for decision, under security measures adopted by the Chief Justice of the United
States, in consultation with the Attorney General and the Director of National Intelligence.

“(2) FILING AND REVIEW.—AII petitions under this section shall be filed under seal. In
any proceedings under this section, the court shall, upon request of the Government, review

| 8/13/2008,
11:34 AM

/{ Deleted: 5/2/2008
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ex parte and in camera any Government submission, or portions of a submission, which
may include classified information.

“(3) RETENTION OF RECORDS.—The Director of National Intelligence and the Attorney
General shall retain a directive made or an order granted under this section for a period of
not less than 10 years from the date on which such directive or such order is made.

“(1) Assessments and Reviews.—

(1) SEMIANNUAL ASSESSMENT.—Not less frequently than once every 6 months, the
Attorney General and Director of National Intelligence shall assess compliance with the
p e es-and ;.:'-‘ cauired-by-subseetions—(d); ,targeﬁngand
minimization procedures submitted in accordance with subsections (d) and () and the
guidelines adopted in accordance with subsection () and shall submit each such
assessment to—

“(A) the Foreign Intelligence Surveillance Court;

O a4 S

«(B) the congressional intelligence committees;

“@B¥(C) the Committees Committee on the Judiciary of the Heuse-ef
i + Senate; and

WMW%%&“(D) the Committee on the
Judiciary of the House of Representatives.

“(2) AGENCY AsSESSMENT.—The Inspectors General of the Department of ustice and of
each element of the intelligence community authorized to acquire foreign intelligence
information under subsection (a)s with respect to s&eh_];epa&meﬁ-t-emeh'elemem_— the
department or element of such Inspector General—

“(A) are authorized to review the compliance with the
i i —e)s targeting and minimization procedures
submitted in accordance with subsections (d) and (e) and the guidelines submitted
in accordance with subsection f);

“(B) with respect to acquisitions authorized under subsection (2), shall review the
number of disseminated intelligence reports containing a reference to a United States
person identity and the number of United States person identities subsequently
disseminated by the element concerned in response to requests for identities that were

not referred to by name or title in the original reporting;

“(C) with respect to acquisitions authorized under subsection (a), shall review the
number of targets that were later determined to be located in the United States and, to
the extent possible, whether their communications were reviewed; and

(D) shall provide each such review to—
“@i) the Attorney General;
“(ii) the Director of National Intelligence;
“(iii) the congressional intelligence committees; and

“(iv) the Committees Committee on the Judiciary of the House-of

Senate; and /{ Deleted: 5/2/2008
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“(v) the WW Committee on the Judiciary
of the House of Representatives.

“(3) ANNUAL REVIEW.—

“(A) REQUIREMENT 10 CONDUCT.—The head of each element of the intelligence
community conducting an acquisition authorized under subsection (a) shall conduct an
annual review to determine whether there is reason to believe that foreign intelligence
information has been or will be obtained from the acquisition. The annual review shall
provide, with respect to such acquisitioné authorized under subsection (a)y—

“(i) the number and nature of disseminated intelligence reports containing a
reference to a United States person identity;

“(ii) the number and nature of United States person identities subsequently
disseminated by that element in response to requests for identities that were not
referred to by name or title in the original reporting;

“(iii) the number of targets that were later determined to be located in the
United States and, to the extent possible, whether their communications were
reviewed;.and

“(iv) a description of any procedures developed by the head of such element of
the intelligence community and approved by the Director of National Intelligence
to assess, in a manner consistent with national security, operational requirements
and the privacy interests of United States persons, the extent to which the
acquisitions authorized under subsection (a) acquire the communications of

United States persons, and the results of any such assessment.

“(B) USE OF rEVIEW.—The head of each element of the intelligence community that
conducts an annual review under subparagraph (A) shall use each such review to
evaluate the adequacy of the minimization procedures utilized by such element or the
application of the minimization procedures to a particular acquisition authorized under
subsection (a).

¢(C) PROVISION OF rEVIEW.—The head of each element of the intelligence
community that conducts an annual review under subparagraph (A) shall provide such
review to—

“(i) the Foreign Intelligence Surveillance Court;

“(ii) the Attorney General;

“(iii) the Director of National Intelligence;

“(iv) the congressional intelligence committees; and
“(v) the Committees on the Judiciary of the Senate; and

“(vi) the Committee on the Judiciary of the House of Representatives and-the
Senate.
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“SEC. 703. CERTAIN ACQUISITIONS INSIDE THE
UNITED STATES OF UNITED STATES PERSONS
OUTSIDE THE UNITED STATES.

“(a) Jurisdiction of the Foreign Intelligence Surveillance Court.—

“MHIN GENERAL.—The Foreign Intelligence Surveillance Court shall have jurisdiction to
review an application and to enter an order approving the targeting of a United States
person reasonably believed to be located outside the United States to acquire foreign
intelligence information, if the acquisition constitutes electronic surveillance or the
acquisition of stored electronic communications or stored electronic data that requires an
order under this Act, and such acquisition is conducted within the United States.

“(2) LIMITATION —1If a United States person targeted under this subsection is reasonably
believed to be located in the United States during the pendency of an order issued pursuant
to subsection (¢), MHWWWMWW the targeting of
such United States person under this section’_;s_ebgg.i.ged-pumaﬂt-temmf shall
cease unless the targeted United States person is again reasonably believed to be Jocated
outside the United States during the pendency of an order issued pursuant to subsection (€).

“(b) Application.—

“(1)IN GENERAL.—Each application for an order under this section shall be made by 2
Federal officer in writing upon oath or affirmation,to a judge having jurisdiction under
subsection (a)(1). Each application shall require the approval of the Attorney General based
upon the Attorney General’s finding that it satisfies the criteria and requirements of such
application, as set forth in this section, and shall include—

“(A) the identity of the Federal officer making the application;

“(B) the identity, if known, or a description of the United States person who is the
target of the acquisition;
“(C) a statement of the facts and circumstances relied upon to justify the applicant’s
belief that the United States person who is the target of the acquisition is—
“(i) a person reasonably believed to be located outside the United States; and

“(ii) a foreign power, an agentof a foreign power, or an officer or employee of
a foreign power;

“(D) a statement of proposed minimization procedures that that—

“rIy o

We&se—eﬂdee&em%’m meet the definition of minimization
procedures in section 101(h) or section 301(4), as appropriate;;-aﬁé

11:34 AM
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“(E) a description of the nature of the information sought and the type of
communications or activities to be subjected to acquisition;

“(F) a certification made by the Attorney General or an official specified in section
104(a)(6) that—

“(i) the certifying official deems the information sought to be foreign
intelligence information;

“(ii) a significant purpose of the acquisition is to obtain foreign intelligence
information;

“(jii) such information cannot reasonably be obtained by normal investigative
techniques;

“(iv) identifies designates the type of foreign intelligence information being
sought according to the categories described in each-subparagraph-of section
101(e); and

“(v) includes a statement of the basis for the certification that—

“(T) the information sought is the type of foreign intelligence information
designated; and

“(T) such information cannot reasonably be obtained by normal
investigative techniques;

“(G) a summary statement of the means by which the acquisition will be conducted

and whether physical entry 18 required to effect the acquisition;

«(H) the identity of any electronic communication service provider necessary to
effect the acquisition, provided, however, that the application is not required to identify
the specific facilities, places, premises, Or property at which the acquisition authorized
under this section will be directed or conducted; :

“(T) a statemnent of the facts concerning any previous applications that have been
made to any judge of the Foreign Intelligence Surveillance Court involving the United
States person specified in the application and the action taken on each previous
application; and

“(J) a statement of the period of time for which the acquisition is required to be
maintained, provided that such period of time shall not exceed 90 days per application.

“(2) OTHER REQUIREMENTS OF THE ATTORNEY GENERAL.—The Attorney General may
require any other affidavit or certification from any other officer in connection with the
application.

“(3) OTHER REQUIREMENTS OF THE JUDGE.—The judge may require the applicant to
furnish such other information as may be necessary to make the findings required by
subsection (c)(1).

*% D Leay(4) CONSTRUCTION.—Nothing in title I of this Act shall be construed to require
an application under section 104 for an acquisition that is targeted in accordance with this
section at a United States person reasonably believed to be located outside the United

17
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States.

“(c) Order.—

(1) FINDINGS.—Upon an application made pursuant to subsection (b), the Foreign
Intelligence Surveillance Court shall enter an ex parte order as requested or as modified by
the Court approving the acquisition if the Court finds that—

“(A) the application has been made by a Federal officer and approved by the
Attorney General;

“(B) on the basis of the facts submitted by the applicant, for the United States person
who is the target of the acquisition, there is probable cause to believe that the target
is—

“(j) a person reasonably believed to be located outside the United States; and

"‘(ii) a foreign power, an agent of a foreign power, or an officer or employee of
a foreign power;

“(C) the proposed minimization procedures procedures—

YA

_ meet the definition of minimization
procedures under section 101(h) or section 301(4), as appropriate; and in-seetion-

“(D) the application that has been filed contains all statements and certifications
required by subsection (b) and the certification or certifications are not clearly
erroneous on the basis of the statement made under subsection (b)(1)(F)(V) and any
other information furnished under subsection (b)(3).

“(2) PROBABLE CAUSE.—In determining whether or not probable cause exists for
purposes of paragraph (1)(B), a judge having jurisdiction under subsection (a)(1) may
consider past activities of the target, and facts and circumstances relating to current or
future activities of the target. No United States person may be considered a foreign power,
agent of a foreign power, or officer or employee of a foreign power solely upon the basis of
activities protected by the first amendment to the Constitution of the United States.

“(3) REVIEW.—

“(A) LIMITATION ON REVIEW —Review by a judge having jurisdiction under
subsection (a)(1) shall be limited to that required to make the findings described in
paragraph (1).

“(B) REVIEW OF PROBABLE CAUSE.—If the judge determines that the facts submitted
under subsection (b) are insufficient to establish probable cause under paragraph
(1)(B), the judge shall enter an order so stating and provide a written statement for the
record of the reasons for such determination. The Government may appeal an order
under this subparagraph pursuant to subsection ().

“(C) REVIEW OF MINIMIZATION PROCEDURES.—IF the judge determines that the
proposed minimization procedures referred to in paragraph (1)(C) do not meet the ) (Deteted 5722008
1 8 / ‘
| GMB/2008 o oemommmmm-meo-mmsmSsSSoSoSSoSTTToTTITTITTITOT .
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definition of minimization procedures as_feq{ﬂfed—ﬂﬁdmpwph under section
101(h) ox section 301(4), as appropriate, the judge shall enter an order so stating and
provide a written statement for the record of the reasons for such determination. The
Government may appeal an order under this subparagraph pursuant to subsection (f).

“(D) REVIEW OF CERTIFICATION.—If the judge determines that an application ander
required by subsection (b) does not contain all of the required elements, or that the
certification or certifications are clearly erroneous on the basis of the statement made
under subsection (b)(1)(F)(v) and any other information furnished under subsection
(b)(3), the judge shall enter an order so stating and provide a written statement for the
record of the reasons for such determination. The Government may appeal an order
under this subparagraph pursuant to subsection (f).

““ SPECIFICATIONS.—An order approving an acquisition under this subsection shall
specify—
“(A) the identity, if known, ora description of the United States person who is the
target of the acquisition identified or described in the application pursuant to

subsection (b)(1)(B);

“(B) if provided in the application pursuant to subsection (b)(1)(H), the nature and
Jocation of each of the facilities or places at which the acquisition will be directed;

“(C) the nature of the information sought to be acquired and the type of
communications or activities to be subjected to acquisition;

“(D) the means by which the acquisition will be conducted and whether physical
entry is required to effect the acquisition; and

“(E) the period of time during which the acquisition is approved.

“(5) DIRECTIONS —An order approving an acquisition under this subsection shall
direct—

“(A) that the minimization procedures referred to in paragraph (1)(C), as approved
or modified by the Court, be followed;

“(B) an electronic communication service provider to provide to the Government
forthwith all information, facilities, or assistance necessary to accomplish the
acquisition authorized under such order in a manner that will protect the secrecy of the
acquisition and produce a minimum of interference with the services that such

electronic communication service provider is providing to the target of the acquisition;

“(C) an electronic communication service provider to maintain under security
procedures approved by the Attorney General any records concerning the acquisition
or the aid furnished that such electronic communication service provider wishes to
maintain; and

“(D) that the Government compensate, at the prevailing rate, such electronic
communication service provider for providing such information, facilities, or
assistance.

“(6) DURATION.—An order approved under this subsection shall be effective for a period
not to exceed 90 days and such order may be renewed for additional 90-day periods upon

| GMBRO00R, o eomemmnmemmmmmmmosmomTToTTTTITIIIIIIIII
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submission of renewal applications meeting the requirements of subsection (b).

“(7) COMPLIANCE.—ALt oF prior to the end of the period of time for which an acquisition
is approved by an order or extension under this section, the judge may assess compliance
with the minimization procedures referred to in paragraph (1)(C) by reviewing the
circumstances under which information concerning United States persons was acquired,
retained, or disseminated.

“(d) Emergency Authorization.—

“(1) AUTHORITY FOR EMERGENCY AUTHORIZATION.——NOtwithStanding any other
provision of this Act, if the Attorney General reasonably determines that—

“(A) an emergency situation exists with respect to the acquisition of foreign
intelligence information for which an order may be obtained under subsection ©)
before an order authorizing such acquisition can with due diligence be obtained, and

“(B) the factual basis for issuance of an order under this subsection to approve such
acquisition exists,

the Attorney General may authorize such acquisition if a judge having jurisdiction under
subsection (a)(1) is informed by the Attorney General, or a designee of the Attorney
General, at the time of such authorization that the decision has been made to conduct such
acquisition and if an application in accordance with this section is made to a judge of the
Foreign Intelligence Surveillance Court as soon as practicable, but not more than 7 days
after the Attorney General authorizes such acquisition.

£(2) MINIMIZATION PROCEDURES.—If the Attorney General authorizes an acquisition
under paragraph (1), the Attorney General shall require that the minimization procedures
referred to in subsection (©)(1)(C) for the issuance of a judicial order be followed.

“(3) TERMINATION OF EMERGENCY AUTHORIZATION —In the absence of a judicial order
approving an acquisition autherized under paragraph (1), such acquisition shall terminate
when the information sought is obtained, when the application for the order is denied, or
after the expiration of 7 days from the time of authorization by the Attorney General,
whichever is earliest.

“(4) USE OF INFORMATION.—If an application for approval submitted pursuant to
paragraph (1) is denied, or in any other case where the acquisition is terminated and no
order is issued approving the acquisition, no information obtained or evidence derived from
such acquisition, except under circumstances in which the target of the acquisition is
determined not to be a United States person, shall be received in evidence or otherwise
disclosed in any trial, hearing, or other proceeding in or before any court, grand jury,
department, office, agency, regulatory body, legislative committee, or other authority of the
United States, a State, of political subdivision thereof, and no information concerning any
United States person acquired from such acquisition shall subsequently be used or disclosed
in any other manner by Federal officers or employees without the consent of such person,
except with the approval of the Attorney General if the information indicates a threat of
death or serious bodily harm to any person. '

“(e) Release From Liability.—No

cause of action shall lie in any court against any electronic communication service provider for

_{Deteted: 5212008
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providing any information, facilities, or assistance in accordance with an order or request for
emergency assistance issued pursuant to subsection subsections (c) or (d).

“(f) Appeal.—

“(1) APPEAL TO THE FOREIGN INTELLIGENCE SURVEILLANCE COURT OF REVIEW.—The
Government may file an appeal with the Foreign Intelligence Surveillance Court of Review
for review of an order issued pursuant to subsection (c). The Court of Review shall have
jurisdiction to consider such appeal and shall provide a written statement for the record of
the reasons for a decision under this paragraph.

<(2) CERTIORARI TO THE SUPREME COURT.—The Government may file a petition for a
writ of certiorari for review of a decision of the Court of Review issued under paragraph

(1). The record for such review shall be transmitted under seal to the Supreme Court of the
United States, which shall have jurisdiction to review such deeision: decision.”
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“SEC. 704. OTHER ACQUISITIONS TARGETING UNITED
STATES PERSONS OUTSIDE THE UNITED STATES.

““(a) Jurisdiction and Scope.—

“(1) JURISDICTION —_The Foreign Intelligence Surveillance Court shall have jurisdiction
to enter an order pursuant t0 subsection (C)-

“(2) ScopE.—No department or agency of the Federal Government may intentionally

" target, for the purpose of acquiring foreign intelligence information, a United States person
reasonably believed to be located outside the United States under circumstances in which
the targeted United States person has a reasonable expectation of privacy and a warrant
would be required if the acquisition were conducted inside the United States for law
enforcement purposes, unless a judge of the Foreign Intelligence Surveillance Court has
entered an order with respect {0 such targeted United States person or the Attorney General
has authorized an emergency acquisition pursuant to subsection subsections (c) or (d) or

any other provision of this Act.
““(3) LIMITATIONS.—
“(A) MOVING OR MISIDENTIFIED TARGETS.—If 2 targeted United States person is

reasonably believed to be in the United States during the pendency of an order issued
pursuant to subsection (¢), mwmwmm the targeting of such
United States Person person under this section shall cease unless authority-is-

i i the targeted United States person is again reasonably

believed to be located outside the United States during the pendency of such-order an
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order issued pursuant to subsection (c).

“(B) APPLICABILITY —If an acquisition is to be conducted inside the United States
and could be authorized under section 703, the acquisition may only be conducted if
authorized under by section 703 or in accordance with another provision of this Act
other than this section.

“(b) Application.—Each application for an order under this section shall be made by a Federal
officer in writing upon oath or affirmation to a judge having jurisdiction under subsection (a)(1)-
Each application shall require the approval of the Attorney General based upon the Attorney

General’s finding that it satisfies the criteria and requirements of such application as set forth in
this section and shall include—

“(1) the identity of the Federal officer making the application;

«(2) the identity, if known, or a description of the specific United States person who is the
target of the acquisition;

“(3) a statement of the facts and circumstances relied upon to justify the applicant’s belief
that the United States person who is the target of the acquisition is—

“(A) a person reasonably believed to be located outside the United States; and

“(B) a foreign power, an agent of a foreign power, Or an officer or employee of a
foreign power;

“(4) a statement Of proposed minimization procedures that éhat—

3

- meet the definition of minimization
procedures under section 101(h) or section 301(4), as appropriate; in-seetion-10+dh);and

[iTa . n-the a6

B ase-orap g & o o

“(5) a certification made by the Attorney General, an official specified in section
104(a)(6), or the head of an element of the intelligence community that—

“(A) the certifying official deems the information sought to be foreign intelligence
information; and

“(B) a significant purpose of the acquisition is to obtain foreign intelligence
information; :

“(6) a statement of the facts concerning any previous applications that have been made to
any judge of the Foreign Intelligence Surveillance Court involving the United States person
specified in the application and the action taken on each previous application; and

“(7) a statement of the period of time for which the acquisition is required to be
maintained, provided that such period of time shall not exceed 90 days per application.

“(c) Order.—

“(1) FINDINGS.—Upon an application made pursuant to subsection (b), the Foreign
Intelligence Surveillance Court shall enter an ex parte order as requested or as modified by
the Court if the Court finds that—

“(A) the application has been made by a Federal officer and approved by the
22
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Attorney General;

“(B) on the basis of the facts submitted by the applicant, for the United States person
who is the target of the acquisition, there is probable cause t0 believe that the target
is—

“(i) a person reasonably believed to be located outside the United States; and

“(ii) a foreign power, an agent of a foreign power, or an officer or employee of
a foreign power;

“(C) the proposed minimization procedures, with respect to their dissemination
provisions

. meet the definition of minimization
procedures ander section 101(h) or section 301(4), as appropriate; and in-seetion-

(D) the application that has been filed contains all statements and certifications
required by subsection (b) and the certification provided under subsection (b)(5) is not

clearly erroneous on the basis of the information furnished under subsection ().

“(2) PROBABLE CAUSE.—In determining whether or not probable cause exists for
purposes of an order under paragraph (1)(B), judge having jurisdiction under subsection
(a)(1) may consider past activities of the target, and facts and circumstances relating to
current or future activities of the target. No United States person may be considered a
foreign power, agent of a foreign power, or officer or employee of 2 foreign power solely
upon the basis of activities protected by the first amendment to the Constitution of the
United States.

“(3) REVIEW.—

“(A) LIMITATIONS ON REVIEW.—Review by a judge having jurisdiction under
subsection (a)(1) shall be limited to that required to make the findings described in
paragraph (1). The judge shall not have jurisdiction to review the means by which an
acquisition under this section may be conducted.

“(B) REVIEW OF PROBABLE CAUSE.—If the judge determines that the facts submitted
under subsection (b) are insufficient to establish probable cause under
this subsection, the judge shall enter an order so stating and provide a written

statement for the record of the reasons for such determination. The Government may
appeal an order under this clause pursuant to subsection (&)-

“(C) REVIEW OF MINIMIZATION PROCEDURES.—If the judge determines that the
minimization procedures referred to-in-paragraph-(H(C) applicable to
dissemination of information obtained through an acquisition under this
subsection do not meet the definition of minimization procedures i
under section 101(h) or section 301(4), as appropriate, the judge
shall enter an order so stating and provide a written statement for the record of the

reasons for such determination. The Government may appeal an order under this clause
{ eteted: 5/212008
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pursuant to subsection (€)-

“(D) SCOPE OF REVIEW OF CERTIFICATION.—If the judge Foreign Intelligence
Surveillance Court determines that an application under subsection (b) does not
contain all the required elements, or that the certification provided under subsection
(b)(5) is clearly erroneous on the basis of the information furnished under subsection
(b), the judge shall enter an order so stating and provide a written statement for the
record of the reasons for such determination. The Government may appeal an order
under this clause pursuant to subsection (€).

“(4) DURATION.—AR order under this paragraph shall be effective for a period not to
exceed 90 days and such order may be renewed for additional 90-day periods upon

submission of renewal applications meeting the requirements of subsection (b).

“(5) COMPLIANCE.—ALt o1 prior to the end of the period of time for which an order or
extension is granted under this section, the judge may assess compliance with the
minimization procedures referred to in paragraph (1)(C) by reviewing the circumstances
under which information concerning United States persons was disseminated, provided that

the judge may not inquire into the circumstances relating to the conduct of the acquisition.
“(d) Emergency Authorization.—

“(1) AUTHORITY FOR EMERGENCY AUTHORIZATION.—Notwithstanding any other
provision of this section, if the Attorney General reasonably determines that—

“(A) an emergency situation exists with respect to the acquisition of foreign
intelligence information for which an order may be obtained under subsection (c)
before an order under that subsection say can, with due diligence, be obtained, and

“(B) the factual basis for the issuance of an order under this section exists,

the Attorney General may authorize such the emergency acquisition if a judge having
jurisdiction under subsection (a)(1) is informed by the Attorney General or 2 designee of the
Attorney General at the time of such authorization that the decision has been made to
conduct such acquisition and if an application in accordance with this section is made to a
judge of the Foreign Intelligence Surveillance Court as soon as practicable, but not more
than 7 days after the Attorney General authorizes such acquisition.

“(2) MINIMIZATION pROCEDURES.—If the Attorney General authorizes an emergency
acquisition under paragraph (1), the Attorney General shall require that the minimization
procedures referred to in subsection ©)(1)C) be followed.

“(3) TERMINATION OF EMERGENCY AUTHORIZATION.—In the absence of an order under
subsection (c), the an emergency acquisition authosized under paragraph (1) shall terminate
when the information sought is obtained, if the application for the order is denied, or after
the expiration of 7 days from the time of authorization by the Attorney General, whichever
is earliest.

“(4) USE OF INFORMATION —If an application submitted to the Court pursuant to
paragraph (1) is denied, or in any other case where &# the acquisition under-this-seetion is
terminated and no order with respect to the target of the acquisition is issued under
subsection (c), no information obtained or evidence derived from such acquisition, except
under circumstances in which the target of the acquisition is determined not to be a United

PR EEE S
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States person; shall be received in evidence or otherwise disclosed in any trial, hearing, ot
other proceeding in or before any court, grand jury, department, office, agency, regulatory
body, legislative committee, or other authority of the United States, a State, or political
subdivision thereof, and no information concerning any United States person acquired from
such acquisition shall subsequently be used or disclosed in any other manner by Federal
officers or employees without the consent of such person, except with the approval of the
Attorney General if the information indicates a threat of death or serious bodily harm to any
person.

“(e) Appeal.—

“(1) APPEAL TO THE COURT OF REVIEW.—The Government may file an appeal with the
Foreign Inteiligence Surveillance Court of Review for review of an order issued pursuant to
subsection (c). The Court of Review shall have jurisdiction to consider such appeal and
shall provide a written statement for the record of the reasons for a decision under this
paragraph. :

“(2) CERTIORARI TO THE SUPREME COURT.—The Government may file a petition for a
writ of certiorari for review of a decision of the Court of Review issued under paragraph
(1). The record for such review shall be transmitted under seal to the Supreme Court of the
United States, which shall have jurisdiction to review such decision.

“SEC. 705. JOINT APPLICATIONS AND CONCURRENT
AUTHORIZATIONS.

“(a) Joint Applications and Orders.—If an acquisition targeting a United States person under
section 703 or section 704 is proposed to be conducted both inside and outside the United States,
a judge having jurisdiction under section 703(a)(1) or section 704(a)(1) may issue
simultaneously, upon the request of the Government in a joint application complying with the

requirements of section 703(b) and section 704(b), orders under section 703(c) and section
704(c), as appropriate.

“(b) Concurrent Authorization.—If Autherization—

%ee&eme—s&we&laﬂee-——g an order authorizing electronic surveillance or physical
search has been obtained under section 105 or section 304 and that order is still in effect, during
the pendency of that order, the Attorney General may authorize, without an order under section
703 or 704 -electronic-surveillance section 704, the targeting of that United States person for
the purpose of acquiring foreign intelligence information tarpeting-that United-States person
while such person is reasonably believed to be located outside the United States.

“(”\ D“\‘In;r\nl nnnrn‘ﬂ T‘F an r\fr]af' f\l'tf“\t\ﬁ; O-9 f\‘ﬂ\tln;r\n‘ ﬂnnfr\]g_

Z10)
“-l, p 3 LLJ LIV TAL rvjwzen g v 0 TR LE 1kl IV uuu.n.u;;t.u.xx& L% 3 PILJ il [vjwZraneyey

hac haoan n]ﬂfn;nar‘ 11ﬂr]a«|- oonf;nn ’2(\/1 nnr‘ that nrr‘or 1c nf;" ;n_
Jas ocowvil ODtHIIT OOV Sectaon—ouTTanau gt ooty otk 11t

affoct dunrino tha f\anr‘c\nnty of that ardaer tha Attarness (lonet
L w2 4 vg =g =Y uuL.u.A5 CriN PVILU\/IIVJ \vgmusrean \wjuvivInn s g 1 LLL\J.\.LIVJ TJornviIal

mMaLL annthoriza sxrthaout-an ordaer andar caction 702 _ar 104 o
m) TOTIIUTIL vy wWwIiIiarout T OUTUVE TirTgawi SUOUTIOVUIY ) IO OX 1T U ¥y [~

ﬂ"\('ﬂ‘;f\ﬁl t‘nﬂff\]’\ ‘Pnr f‘ﬂo Pathhoatavarsl r\"“ nnnix;r;nn ""nrﬁ;nn ;r\fn“;naﬂnn
J STcarsvalvil YO LRIV tlu.l.l}\lov Ui uv\.lu.u.Lu.é LULVLBLI. uLLULLLEleV\/

;n—pnq-mnf;r\n fnrnraf:nn- that ITﬂ;far] Cratoc.Dersoht wwhila nech
mlulllluuull \,m&vtxlls | sypresy TV OG wiatvo PVLDULL \A sesicy S UwiL

GHBZO08, - e mmmmmmmmmmmmmmssosomToTooTTTTTTTTIITIITOS
11:34 AM




N

P o=
HBow n~woaown » W

12

i3

14
i5
16
17

18
19
20

21
22

23

24
25
26
27
28

29
30

31
32

33
34
35

36
37

Senate Legisiative Counsel
CompareRite of Q-\BILLS\110\H3773_EAH.XML and O:\EAS\EAS08246.XML

NArSOn ;n Iﬂ'nnﬂr\ﬂnl’\l‘r "\al

wzad to ha It\nnfoA ~Atcidea tha TTﬂ;an_

.
1L
P’vlk)ull g ¥ ) L\J“OUILU-ULJ DCTIU VWV U UWw TOCTAITVG TOToIviv L% 9 L IV

States-

“SEC. 706. USE OF INFORMATION ACQUIRED UNDER
TITLE VIL '

“(a) Information Acquired Under Section 702.—Information acquired from an
acquisition conducted under section 702 shall be deemed to be information acquired from
an electronic surveillance pursuant to title I for purposes of section 106, except for the
purposes of subsection (j) of such section.

“(b) Information Acquired Under Section 703.—Information acquired from an
acquisition conducted under section 703 shall be deemed to be* i i

information acquired from an electronic

surveillance pursuant to title I for purposes of section 106.

“SEC.

707. CONGRESSIONAL OVERSIGHT.

“(a) Semiannual Report.—Not less frequently than once every 6 months, the Attorney General
shall fully inform, in a manner consistent with national security, the congressional intelligence
committees, and the Committees on the Judiciary of the Senate and the House of
Representatives, concerning the implementation of this title.

“(b) Content.—Each report made under subsection (2) shall include—

“(1) with respect to section 702—

| 6/13/2008,
11:34 AM

“(A) any certifications made under section 702(g) during the reporting period;

“(B) with respect to each certification made under pmgﬁph—(-})@)-ef-ﬁueh-ﬁeeﬂeﬂ
section 702(g)(1)(B)(i), the reasons for exercising the authority under such paragraph;

“(C) any directives issued under section 702(h) during the reporting period;

“(D) a description of the judicial review during the reporting period of any such
certifications and targeting and minimization procedures adepted-pursuant-to required
by subsections (d) and (e) of section 702 and utilized with respect to such acquisition,
including a copy of any order or pleading in connection with such review that contains

a significant legal interpretation of the provisions of section 702;

“(E) any actions taken to challenge or enforce a directive under paragraph
paragraphs (4) or (5) of section 702(h);

“(F) any compliance reviews conducted by the Attorney General or the Director of
National Intelligence of acquisitions authorized under subseetion section 702(a);

“(G) a description of any incidents of noncompliance with a directive issued by the
Attorney General and the Director of National Intelligence under subseetion section
702(h), including— :

“(1) incidents of noncompliance by an element of the intelligence community
with procedures and guidelines adopted-pursuantto submitted in accordance

{ Deteted: 5/2/2008
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with subsections (d); and (e); and (H(F)of section 702; and

“(ii) incidents of noncompliance by a specified person to whom the Attorney

General and Director of National Intelligence issued a directive under subsection
section 702(h); and

“(H) any procedures implementing section 702;
“(2) with respect to section 703—
“(A) the total number of applications made for orders under section 703(b);
“(B) the total number of such orders—
“(i) granted;
“(ii) modified; or
“(iii) denied; and
“(C) the total number of emergency acquisitions authorized by the Attorney General

under section 703(d) and the total number of subsequent orders approving or denying
such acquisitions; and -

“(3) with respect to section 704—
“(A) the total number of applications made for orders under 704(b);
“(B) the total number of such erders— orders
“(§) granted;
“(ii) modified; or
“(iii) denied; and
“(C) the total number of emergency acquisitions authorized by the Attorney General

under subseetion section 704(d) and the total number of subsequent orders approving
or denying such applications.

«GEC. 708. SAVINGS PROVISION.

“Nothing in this title shall be construed to limit the authority of the Eederal Government to
seek an order or authorization under, or otherwise engage in any activity that is authorized under,
any other title of this Act.”.

(b) Table of Contents.—The table of contents in the first section of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1801 et. seq.) is amended—

(1) by striking the item relating to title VII;
(2) by striking the item relating to section 701; and
~ (3) by adding at the end the following:

«TITLE VII—ADDITIONAL PROCEDURES REGARDING
CERTAIN PERSONS OUTSIDE THE UNITED STATES

“Sec.701.Definitions. , {Deteted: 51212008
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«Gec.702 Procedures for targeting certain persons outside the United States other than United
States persons.

“Gec.703.Certain acquisitions inside the United States of United States persons outside the
United States.

“Sec.704.Other acquisitions targeting United States persons outside the United States.
«Sec.705 Joint applications and concurrent authorizations.
“Gec.706.Use of information acquired under title VIL.
“Sec.707.Congressional oversight.
«Sec.708.Savings provision.”s
(¢) Technical and Conforming Amendments.—

(1) TITLE 18, UNITED STATES CODE.—Section 2511(2)@))(A) of title 18, United States
Code, is amended by inserting “or a court order pursuant to section 704 of the Foreign
Intelligence Surveillance Act of 1978 after “agsistance”.

(2) FOREIGN INTELLIGENCE SURVEILLANCE ACT OF 1978.—Section 601(a)(1) of the
Foreign Intelligence Surveillance Act of 1978 Gous.C. 1871(@)(1)) is amended—

(A)in subparagraph (C), by striking “and”; and
(B) by adding at the end the following new subparagraphs:
“(E) acquisitions under section 703; and

“(F) acquisitions under section 704;”.

SEC. 102. STATEMENT OF EXCLUSIVE MEANS BY
WHICH ELECTRONIC SURVEILLANCE AND |
INTERCEPTION OF CERTAIN COMMUNICATIONS MAY
BE CONDUCTED.

(a) Statement of Exclusive Means.—Title I of the Foreign Intelligence Surveillance Act of
1978 (50 U.S.C. 1801 et seq.) is amended by adding at the end the following new section:

«statement of exclusive means by which electronic surveillance and interception of certain
communications may be conducted

“Sec. 112. (a) Except as provided in subsection (b), the procedures of chapters 119, 121, and
206 of title 18, United States Code, and this Act shall be the exclusive means by which electronic
surveillance and the interception of domestic wire, oral, or electronic communications may be
conducted.

“(b) Only an express statutory authorization for electronic surveillance or the interception of
domestic wire, oral, or electronic communications, other than as an amendment to this Act or
chapters 119, 121, or 206 of title 18, United States Code, shall constitute an additional exclusive
means for the purpose of subsection (a).”.

) Offense.—Section 109(a) of the Foreign Intelligence Surveillance Act of 1978 (50 US.C.
,{ Deleted: 5/2/2008
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1809(a)) is amended by striking “authorized by statute” each place it appears in such section and
inserting «authorized by this Act, chapter 119, 121, or 206 of title 18, United States Code, or any

express statutory authorization that is an additional exclusive means for conducting electronic
surveillance under section 112.”; and

(c) Conforming Amendments.—

(1) TITLE 18, UNITED STATES CODE.—Section 2511(2)(a) of title 18, United States Code,
is amended by adding at the end the following:

“(iif) If a certification under subparagraph (ii)(B) for assistance t0 obtain
foreign intelligence information is based on statutory authority, the certification
shall identify the specific statutory provision, and shall certify that the statutory
requirements have been met.”; and

(2) TABLE OF CONTENTS.—The table of contents in the first section of the Foreign
Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) is amended by inserting after
the item relating to section 1 11, the following new item:

«Gec.112.Statement of exclusive means by which electronic surveillance and interception of
certain communications may be conducted.”.

SEC. 103. SUBMITTAL TO CONGRESS OF CERTAIN
COURT ORDERS UNDER THE FOREIGN INTELLIGENCE
SURVEILLANCE ACT OF 1978.

(a) Inclusion of Certain Orders in Semiannual Reports of Attorney General.—Subsection
(a)(5) of section 601 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1871) is
amended by striking “(not including orders)” and inserting “, orders,”.

(b) Reports by Attorney General on Certain Other Orders.—Such section 601 is further
amended by adding at the end the following:

“(c) Submissions to Congress.—The Attorney General shall submit to the committees of
Congress referred to in subsection (a)—

“(1) a copy of any decision, order, or opinion issued by the Foreign Intelligence
Surveillance Court or the Foreign Intelligence Surveillance Court of Review that includes
significant construction or interpretation of any provision of this Act, and any pleadings,
applications, or memoranda of law associated with such decision, order, ot opinion, not
later than 45 days after such decision, order, or opinion is issued; and

“(2) a copy of any such decision, order, or opinion, and any pleadings, applications, Or
memoranda of law associated with such decision, order, or opinion, that was issued during
the 5-year period ending on the date of the enactment of the FISA Amendments Act of 2008
and not previously submitted in a report under subsection (a).

“(d) Protection of National Security.—The Attorney General, in consultation with the Director
of National Intelligence, may authorize redactions of materials described in subsection (c) that
are provided to the committees of Congress referred to in subsection (), if such redactions are
necessary to protect the national security of the United States and are limited to sensitive sources
and methods information or the identities of targets.”.
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(©) Definitions.—Such section 601, as amended by subsections (a) and (b), is further amended
by adding at the end the following:

“(e) Definitions.—In this section:

“(1) FOREIGN INTELLIGENCE SURVEILLANCE COURT.—The term “Foreign Intelligence
Surveillance Court’ means the court established by section 103(a).

“(2) FOREIGN INTELLIGENCE SURVEILLANCE COURT OF REVIEW.—The term ‘Foreign
Intelligence Surveillance Court of Review’ means the court established by section 103(b).”.

SEC. 104. APPLICATIONS FOR COURT ORDERS.

Section 104 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1804) is
amended—

(1) in subsection (ay—
(A) by striking paragraphs (2) and (11);
(B) by redesignating paragraphs (3) through (10) as paragraphs (2) through (9),
respectively;
(C) in paragraph (5), as redesignated by subparagraph (B) of this paragraph, by
striking “detailed”;
(D) in paragraph (6), as redesignated by subparagraph (B) of this paragraph,
in the matter preceding subparagraph (A)—
(i) by striking «Affairs or” and inserting «Affairs,”; and
(if) by striking «Senate—" and inserting “Senate, or the Deputy Director of

the Federal Bureau of Investigation, if designated by the President as a
certifying official—";

(E) in paragraph (7), as redesignated by subparagraph (B) of this paragraph, by
striking “statement of” and inserting “summary statement of”;

E(F) in paragraph (8), as redesignated by subparagraph (B) of this paragraph, by
adding “and” at the end; and
@&(G) in paragraph (9), as redesignated by subparagraph (B) of this paragraph, by
striking *; and” and inserting a period;
(2) by striking subsection (b);

(3) by redesignating subsections (c) through (e) as subsections (b) through (d),
respectively; and

(4) in paragraph (1)(A) of subsection (d), as redesignated by paragraph (3) of this
subsection, by striking “or the Director of National Intelligence” and inserting “the Director
of National Intelligence, or the Director of the Central Intelligence Agency”.

SEC. 105. ISSUANCE OF AN ORDER.

Section 103 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1805) is
amended—

11:34 AM
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(1) in subsection (ay—
(A) by striking paragraph (1); and
(B) by redesignating paragraphs (2) through (5) as paragraphs (1) through (4),
respectively; '
(2) in subsection (b), by striking “(a)(3)” and inserting “(2)(2)”;
(3) in subsection ©)()—
(A)in subparagraph (D), by adding “and” at the end;
B)in subparagraph (E), by striking and” and inserting a period; and
(C) by striking subparagraph (F);
(4) by striking subsection (d); _
(5) by redesignating subsections (¢) through (i) as subsections (d) through (h),
respectively;
(6) by amending subsection (€), as redesignated by paragraph (5) of this section, to read-
as follows:

“ey(1) Notwithstanding any other provision of this title, the Attorney General may authorize
the emergency employment of electronic surveillance if the Attorney General—

“(A) reasonably determines that an emergency situation exists with respect to the
employment of electronic surveillance t0 obtain foreign intelligence information before an

order authorizing such surveillance can with due diligence be obtained;

“(B) reasonably determines that the factual basis. for the issuance of an order under this
title to approve such electronic surveillance exists;

“(C) informs, either personally or th'rough a designee, a judge having jurisdiction under
section 103 at the time of such authorization that the decision has been made to employ
emergency electronic surveillance; and

“(D) makes an application in accordance with this title to a judge having jurisdiction
under section 103 as soon as practicable, but not later than 7 days after the Attorney General
authorizes such surveillance.

«(2) If the Attorney General authorizes the emergency employment of electronic surveillance
under paragraph (1), the Attorney General shall require that the minimization procedures
required by this title for the issuance of a judicial order be followed.

“(3) In the absence of a judicial order approving such electronic surveillance, the surveillance
shall terminate when the information sought is obtained, when the application for the order is
denied, or after the expiration of 7 days from the time of authorization by the Attomey General,

whichever is earliest.

“(4) A denial of the application made under this subsection may be reviewed as provided in
section 103.

«(5) In the event that such application for approval is denied, or in any other case where the
electronic surveillance is terminated and no order is issued approving the surveillance, no

11:34 AM
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information obtained or evidence derived from such surveillance shall be received in evidence of
otherwise disclosed in any trial, hearing, or other proceeding in or before any court, grand jury,
department, office, agency, regulatory body, legislative committee, or other authority of the

United States, a State, or political subdivision thereof, and no information concerning any United
States person acquired from such surveillance shall subsequently be used or disclosed in any
other manner by Federal officers or employees without the consent of such person, except with
the approval of the Attorney General if the information indicates a threat of death or serious
bodily harm to any person.

“(6) The Attorney General shall assess compliance with the requirements of paragraph A)."s

and

(7) by adding at the end the following:

“(i) In any case in which the Government makes an application to 2 judge under this title to
conduct electronic surveillance involving communications and the judge grants such application,
upon the request of the applicant, the judge shall also authorize the installation and use of pen
registers and trap and trace devices, and direct the disclosure of the information set forth in
section 402(d)(2).”-

SEC. 106. USE OF INFORMATION.

Subsection (i) of section 106 of the Foreign Intelligence Surveillance Act of 1978 8 U.S.C.

1806) is amended by striking “radio communication” and inserting “communication”.

SEC. 107. AMENDMENTS FOR PHYSICAL SEARCHES.

(@ Applications.—-Section 303 of the Foreign Intelligence Surveillance Act of 1978 (50
US.C. 1823) is amended—

(1)in subsection (a)—

(A) by striking paragraph (2);
(B) by redesignating paragraphs (3) through (9) as paragraphs (2) through (8),
respectively;

(C) in paragraph (2), as redesignated by subparagraph (B) of this paragraph, by
striking “detailed”;-and

D)in paragraph (BXC), as redesignated by subparagraph (B) of this paragraph, by
inserting “or is about to be” before “owned”; and
(E) in paragraph (6), as redesignated by subparagraph (B) of this paragraph, in
the matter preceding subparagraph (A)—
(i) by striking «Affairs or”’ and inserting «Affairs,”; and

(ii) by striking «Senate—" and inserting «Senate, or the Deputy Director of
the Federal Bureau of Investigation, if designated by the President as a
certifying official—""; and

(2) in subsection (d)(1)(A), by striking “or the Director of National Intelligence” and

| 6/13/2008,
11:34 AM
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inserting “the Director of National Intelligence, or the Director of the Central Intelligence
Agency”.

(b) Orders.—Section 304 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C.
1824) is amended—

(1) in subsection (a)—
(A) by striking paragraph (1); and

(B) by redesignating paragraphs (2) through (5) as paragraphs (1) through (4),
respectively; and

(C) in paragraph (2)(B), as redesignated by subparagraph (B) of this
paragraph, by inserting “or is about to be” before “owned”; and

(2) by amending subsection (e) to read as follows:

“(e)(1) Notwithstanding any other provision of this title, the Attorney General may authorize
the emergency employment of a physical search if the Attorney General— ‘

“(A) reasonably determines that an emergency situation exists with respect to the
employment of a physical search to obtain foreign intelligence information before an order
authorizing such physical search can with due diligence be obtained;

“(B) reasonably determines that the factual basis for issuance of an order under this title
to approve such physical search exists;

“(C) informs, either personally or through a designee, a judge of the Foreign Intelligence
Surveillance Court at the time of such authorization that the decision has been made to
employ an emergency physical search; and

“(D) makes an application in accordance with this title to a judge of the Foreign
Intelligence Surveillance Court as soon as practicable, but not more than 7 days after the
Attorney General authorizes such physical search.

«“(2) If the Attorney General authorizes the emergency employment of a physical search under
paragraph (1), the Attorney General shall require that the minimization procedures required by
this title for the issuance of a judicial order be followed.

“(3) In the absence of a judicial order approving such physical search, the physical search shall
terminate when the information sought is obtained, when the application for the order is denied,
or after the expiration of 7 days from the time of authorization by the Attorney General,
whichever is earliest.

“(4) A denial of the application made under this subsection may be reviewed as provided in
section 103.

“(5)(A) In the event that such application for approval is denied, or in any other case where the
physical search is terminated and no order is issued approving the physical search, no
information obtained or evidence derived from such physical search shall be received in
evidence or otherwise disclosed in any trial, hearing, or other proceeding in or before any court,

grand jury, department, office, agency, regulatory body, legislative committee, or other authority

of the United States, a State, or political subdivision thereof, and no information concerning any { eteted: 5/2/2008
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United States person acquired from such physical search shall subsequently be used or disclosed
in any other manner by Federal officers or employees without the consent of such person, except
with the approval of the Attormey General if the information indicates a threat of death or serious
bodily harm to any person.

“(B) The Attorney General shall assess compliance with the requirements of subparagraph
(A).”.

(c) Conforming Amendments.—The Foreign Intelligence Surveillance Act of 1978 (50U.S.C.
1801 et seq.) is amended—

(1) in section 304(a)(4), as redesignated by subsection (b) of this section, by striking
«303(a)(7)(E)” and inserting “30_3(a)(6)(E)”; and

(2) in section 305(k)(2), by striking «303(a)(7)” and inserting «303(a)(6)"-

SEC. 108. AMENDMENTS FOR EMERGENCY PEN
REGISTERS AND TRAP AND TRACE DEVICES.

Section 403 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1843) is
amended—

(1) in subsection (a)(2), by striking «48 hours” and inserting “7 days”; and
(2) in subsection (©)(1)(C), by striking “48 hours” and inserting 7 days”.

SEC. 109. FOREIGN INTELLIGENCE SURVEILLANCE
COURT. |

(a) Designation of Judges.—Subsection (a) of section 103 of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1803) is amended by inserting “at least” before “seven of
the United States judicial circuits”.

(b) En Banc Authority.—

() IN GENERAL.—Subsection (a) of section 103 of the Foreign Intelligence Surveillance
Act of 1978, as amended by subsection (a) of this section, is further amended—

(A) by inserting “(1)” after “(a)"; and
(B) by adding at the end the following new paragraph:
“(2)(A) The court established under this subsection, on its own initiative, or upon the request
of the Government in any proceeding or a party under section 501(f) or paragraph (4) or (5) of

section 703 702(h), may hold a hearing or rehearing, en banc, when ordered by a majority of
the judges that constitute such court upon a determination that—

“(1) en banc consideration is necessary to secure ot maintain uniformity of the court’s
decisions; or
“(ii) the proceeding involves a question of exceptional importance.

“(B) Any authority granted by this Act to a judge of the court established under this subsection
may be exercised by the court en banc. When exercising such authority, the court en banc shall

comply with any requirements of this Act on the exercise of such authority.
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“(C) For purposes of this paragraph, the court en banc shall consist of all judges who
constitute the court established under this subsection.”.

(2) CONFORMING AMENDMENTS.—The Foreign Intelligence Surveillance Act of 1978 is
further amended—

(A) in subsection (a) of section 103, as'amended by this subsection, by inserting
“(except when sitting en banc under paragraph (2))” after “no judge designated under
this subsection™; and

(B) in section 302(c) (50 U.S.C. 1822(c)), by inserting “(except when sitting en
banc)” after “except that no judge”. :

(c) Stay or Modification During an Appeal.—Section 103 of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1803) is amended—-

(1) by redesignating subsection (f) as subsection (g); and

(2) by inserting after subsection () the following new subsection:

“(f)(1) A judge of the court established under subsection (a), the court established under
subsection (b) or a judge of that court, or the Supreme Court of the United States or 2 justice of
that court, may, in accordance with the rules of their respective courts, enter a stay of an order or
an order modifying an order of the court established under subsection (a) or the court established
under subsection (b) entered under any title of this Act, while the court established under
subsection (a) conducts a rehearing, while an appeal is pending to the court established under
subsection (b), or while a petition of certiorari is pending in the Supreme Court of the United
States, or during the pendency of any review by that court.

“(2) The authority described in paragraph (1) shall apply to an order entered under any
provision of this Act.”.

(d) Authority of Foreign Intelligence Surveillance Court.—Section 103 of the Foreign
Intelligence Surveillance Act of 1978 (50 US.C. 1803), as amended by this Act, is further
amended by adding at the end the following:

(i) Nothing in this Act shall be construed to reduce or contravenc the inherent authority of the
court established by subsection (a) to determine, or enforce, compliance with an order or a rule
of such court or with a procedure approved by such court.”.

SEC. 110. INSPECTOR-GENERAL REVIEW OF PREVIOUS
ACTIONS.

(a) Definitions.—In this section:

(1) APPROPRIATE COMMITTEES OF CONGRESS —The term “appropriate committees of
Congress” means— '

(A) the Select Committee on Intelligence and the Committee on the Judiciary of the
Senate; and

(B) the Permanent Select Committee on Intelligence and the Committee on the
Judiciary of the House of Representatives.

(2) FOREIGN INTELLIGENCE SURVEILLANCE COURT.—The term “Foreign Intelligence

35
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Surveillance Court” means the court established by section 103(a) of the Foreign
Intelligence Surveillance Act of 1978 (50 U.S.C. 1803(a)).

(3) PRESIDENT’S SURVEILLANCE PROGRAM AND PROGRAM.—The terms “President’s
Surveillance Program” and “Program” mean the intelligence activity involving
communications that was authorized by the President during the period beginning on
September 11, 2001, and ending on January 17, 2007, including the program referred to by
the President in a radio address on December 17, 2005 (commonly known as the Terrorist
Surveillance Program).

(b) Reviews.—

(1) REQUIREMENT TO conpucTt.—The Inspectors General of the Department of J ustice,
the Office of the Director of National Intelligence, the National Security Agency, and any
other element of the intelligence community that participated in the President’s Surveillance
Program, shall complete a comprehensive review of, with respect to the oversight authority
and responsibility of each such Inspector General—

(A) all of the facts necessary to describe the establishment, jmplementation, product,
and use of the product of the Program;

(B) the procedures and substance of, and access to, the legal reviews of the Program;

(C) communications with, and participation of, individuals and entities in the private
sector related to the Program; '

(D) interaction with the Foreign Intelligence Surveillance Court and transition to
court orders related to the Program; and

(E) any other matters identified by any such Inspector General that would enable
that Inspector General to complete a review of the Program, with respect to such
Department or element.

(2) COOPERATION AND COORDINATION.—

A) CoOPERATION.—Each Inspector General required to conduct a review under
paragraph (1) shall—

(i) work in conjunction, to the extent practicable, with any other Inspector
General required to conduct such a review; and

(ii) utilize; to the extent practicable, and not unnecessarily duplicate or delay,
such reviews or audits that have been completed or are being undertaken by any
such Inspector General or by any other office of the Executive Branch related to
the Program.

(B) INTEGRATION OF OTHER REVIEWS.—The Office of Professional
Responsibility of the Department of Justice shall provide the report of any
investigation conducted by such Office on matters relating to the Program to the
Inspector General of the Department of Justice, who shall integrate the factual
findings and conclusions of such investigation into its review

(C) COORDINATION —The Inspectors General shall designate one of the Inspectors
General required to conduct a review under paragraph (1) that is appointed by the

{Deteted: 51212008
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President, by and with the advice and consent of the Senate, to coordinate the conduct
of the reviews and the preparation of the feports.

{(c) Reports.—

(1) PRELIMINARY REPORTS.—Not later than 60 days after the date of the enactment of this
Act, the Inspectors General of the Department of Justice, the Office of the Director of
Nationa! Intelligence, the National Security Agency, and any other Inspector General
required to conduct a review under subsection (b)(1), shall submit to the appropriate
committees of Congress an interim report that describes the planned scope of such review.

(2) FINAL REPORT.—Not later than 1 year after the date of the enactment of this Act, the
Inspectors General of the Department of J ustice, the Office of the Director of National
Intelligence, the National Security Agency, and any other Inspector General required to
conduct a review under subsection (b)(1), shall submit to the appropriate committees of
Congress and the Commission established under section 301(a), to the extent practicable,
a comprehensive report on such reviews that includes any recommendations of any such
Inspectors General within the oversight authority and responsibility of any such Inspector
General with respect to the reviews. .

(3) FORM.—A report submitted under this subsection shall be submitted in unclassified
form, but may include a classified annex. The unclassified report shall not disclose the name
or identity of any individual or entity of the private sector that participated in the Program

or with whom there was communication about the Program, to the extent that information is
classified.

(d) Resources.—

(1) EXPEDITED SECURITY CLEARANCE.—The Director of National Intelligence shall
ensure that the process for the investigation and adjudication of an application by an
Inspector General or any appropriate staff of an Inspector General for a security clearance
necessary for the conduct of the review under subsection (b)(1) is carried out as
expeditiously as possible.

(2) ADDITIONAL PERSONNEL FOR THE INSPECTORS GENERAL.—AN Inspector General
required to conduct a review under subsection (b)(1) and submit a report under subsection
(c) is authorized to hire such additional personnel as may be necessary to carry out such .
review and prepare such report in a prompt and timely manner. Personnel authorized to be

hired under this paragraph—

(A) shall perform such duties relating to such a review as the relevant Inspector
General shall direct; and

(B) are in addition to any other personnel authorized by law.

SEC. 111. WEAPONS OF MASS DESTRUCTION.

(a) Definitions.—

(1) FOREIGN POWER.—Subsection (2) of section 101 of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1801(a)) is amended—

(A) in paragraph (3), by striking “persons; or” and inserting “persons;”;
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(B) in paragraph (6)s by striking the period and inserting *; or”; and
(C) by adding at the end the following new paragraph:

“(7) an entity not substantially composed of United States persons that is engaged in the
international proliferation of weapons of mass destruction.”.

(2) AGENT OF A FOREIGN POWER.—Subsection (o)1) of such section 101 is amended—
(A) in subparagraph (B), by striking “or” at the end; and
(B) by adding at the end the following new subparagraph:

“(D) engages in the international proliferation of weapons of mass destruction, or
activities in preparation therefor; o= or.”. )

(3) FOREIGN INTELLIGENCE INFORMATION.———Subsection e)(1)B) of such section 101 is
amended by striking “sabotage or international terrorism” and inserting “sabotage,
international terrorism, of the international proliferation of weapons of mass destruction”.

(4) WEAPON OF MASS DESTRUCTION.—Such section 101 is amended by adding at the end
the following new subsection:

“(p) “Weapon of mass destruction’ means—

“(1) any explosive, incendiary, or poison gas device that is intended or has the capability
to cause a mass casualty incident;

“(2) any weapon that is designed or intended to cause death or serious bodily injury to 2
significant number of persons through the release, dissemnination, or impact of toxic or
poisonous chemicals or their precursors;

“(3) any weapon involving a biological agent, toxin, or vector (as such terms are defined
in section 178 of title 18, United States Code) that is designed, intended, or has the
capability of causing death, illness, or serious bodily injury to 2 significant number of
persons; of '

“(4) any weapon that is designed, intended, or has the capability of releasing radiation or
radioactivity causing death, illness, or serious bodily injury to a significant number of
persons.”. :

(b) Use of Information.—

(HIN GENERAL.—Section 106(k)(1)(B) of the Foreign Intelligence Surveillance Act of
1978 (50 US.C. 1806(k)(1)(B)) is amended by striking “sabotage or international
terrorism” and inserting “sabotage, international terrorism, or the international proliferation
of weapons of mass destruction”.

(2) PHYSICAL SEARCHES.—Section 305(k)(1)(B) of such Act (50 U.S.C. 1825(k)(1)(B)) is
amended by striking “sabotage or international terrorism” and inserting “sabotage,
international terrorism, Of the international proliferation of weapons of mass destruction”.

(c) Technical and Conforming Amendment.—Section 301(1) of the Foreign Intelligence
Surveillance Act of 1978 Gous.C. 1821(1)) is amended by inserting “weapon of mass
destruction,” after “person,”.
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_SEC. 201.

PROCEDURES FOR IMPLEMENTING STATUTORY
DEFENSES UNDER THE FOREIGN INTELLIGENCE
SURVEILLANCE ACT OF 1978.

The Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) is- as amended
by section 101, is further amended by adding after title VII the following new title:

“TITLE VIII—PROTECTION OF PERSONS ASSISTING
THE GOVERNMENT

“SEC.

801. DEFINITIONS.

“In this title:

“1) ASSISTANCE.—The term ‘assistance’ means the provision of, or the provision of
access to, information (including communication contents, communications records, or
other information relating to a customer Or communication), facilities, or another form of
assistance.
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“(2) ATFORNEY GENERAL—THE-TERM ¢ ATTORNEY GENERAL"
- CONGRESSIONAL INTELLIGENCE cOMMITTEES.—The term
‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of
Representatives.

“(3) CONTENTS.—The term ‘contents’ has the meaning given that term in section 101(n).
“(4...- e ..

“¢5y ELECTRONIC COMMUNICATION SERVICE PROVIDER. —The term ‘electronic
communication service provider’ means—

“(A)a telecommunications carrier, as that term is defined in section 3 of the
Communications Act of 1934 (47 U.S.C. 153);

“B)a provider of electronic communication service, as that term ié defined in
section 2510 of title 18, United States Code;

*(C) a provider of a remote computing service, as that term is defined in section
2711 of title 18, United States Code;

(D) any other communication service provider who has access to wire or electronic
communications either as such communications are transmitted or as such
communications are stored;

“(E) a parent, subsidiary, affiliate, successor, Of assignee of an entity described in
subparagraph (A), (B), (C), or (D); or

“(F) an officer, employee, or agent of an entity described in subparagraph (A), (B).
(C), D), or (B)-

ﬁ(é)-lmenigeaee“(S) ELEMENT OF THE INTELLIGENCE COMMUNITY —The term

i ity inggi ;1 ‘element of the intelligence
community’ means an element of the intelligence community as specified or designated
under section 3(4) of the National Security Act of 1947 (50U.S.C. 401a(4)).

“(7y*(6) PERSON —The term ‘person’ means—

o

“(A) an electronic communication service provider; or

“(B) a landlord, custodian, or other person who may be authorized or required to
furnish assistance pursuant to—

“(i) an order of the court established under section 103(a) directing such
assistance;

“Gi)a certification in writing under section 251 1(2)(a)(i)(B) or 2709(b) of title
18, United States Code; or :

“(iii) a directive under section 102(a)(4), 105B(e), as

£ 2007 (Publie Law 110-55);-er-703(k)- In effect on the day
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before the date of the enactment of the FISA Amendments Act of 2008 or
703(h).

<@y« STATE.—The term ‘State’ means any State, political subdivision of a State, the
Commonwealth of Puerto Rico, the District of Columbia, and any territory or possession of
the United States, and includes any officer, public utility commission, or other body

authorized to regulate an electronic communication service provider.

«§EC. 802. PROCEDURES FOR COVERED-CPE=-
ACTIONS. IMPLEMENTING STATUTORY DEFENSES.

Siirme

25 ont-to-intervene—Whether-er RotHie© erpment-iptervene the action;*(a)
General Requirement for Certification.——Notwithstanding any other provision of law, no
civil action may lie or be maintained in a Federal or State court against any person for
providing assistance to an element of the intelligence community, and shall be promptly

dismissed, if the Attorney General

ps: certifies to

the court that—

motion-of“(1) any assistance by that person was provided ursuant to an order of the
court established under section 103(a) directing such assistance;

¢(2) any assistance by that person was provided pursnant to a certification in
writing under section 2511(2)(a)(ii)(B) or 2709(b) of title 18, United States Code;

«(3) any assistance by that person was provided pursuant to a directive under
sections 102(a)4), 105B(e), as in effect on the day before the date of the enactment of
the FISA Amendments Act of 2008, or 703(h) directing such assistance; or

«(4) the person did not provide the alleged assistance.

«(b) Additional Limitation.—Notwithstanding any other provision of law, no civil action
may lie or be maintained in a Federal or State court against an electronic communication
service provider for furnishing assistance to an element of the intelligence community, and

shall be prompfly dismissed, if the Attorney Generals
deems-necessary-to-proie assified-information—The

1S e HOT:

oF ie Cha courtmay-conduct-the-review -9 ation-and-fa
speeified by ertifies to the court that the assistance alleged to have been provided b
electronic communication service provider was—

/4 Deleted: 5/2/2008
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(1) in connection with an intelligence activity involving communications that was—

«(A) authorized by the President during the period beginning on September 11,
2001, and ending on January 17, 2007; and

“(B) designed to detect or prevent a terrorist attack, or activities in preparation
for a terrorist attack, against the United States; and

«(2) described in a written request or directive, or a series of such requests or
directives, from the Attorney General as-Recessary-to-ensure-security: OF the head of an -
element of the intelligence community (or the deputy of such person) to the electronic
communication service provider indicating that the activity was—

Ww{&d—é%eﬁ “(A) authorized by the President; and
«(B) determined to be lawful.
¢(c) Judicial Review.—

(1) REVIEW OF CERTIFICATIONS.—A certification made pursuant to subsection (a)
or (b) shall be reviewed for abuse of discretion and a determination of whether the
certification is unsupported by substantial evidence or otherwise not in accordance
with law. :

%(2) SUPPLEMENTAL MATERIALS.—In its review of the certifications in subsections
(a) and (b), the court may examine the court order, certification, or directive described
in subsection (a) or the written request or directives, or series of such requests or
directives, described in subsection (0)()(B)-

¢(d) Limitations on Disclosure.—If the Attorney General files a declaration under
section 1746 of title 28, United States Code, that disclosure of a certification made pursuant
to subsection (a) or (b) would harm the national security of the United States, the court
shall—

“(1) review such certification in camera and ex parte; and

%(2) limit any public disclosure concerning such certification, including any public
order following such an ex parte review, to a statement that the conditions of section
802 have been met and 2 description of the legal standards that govern the order,
without disclosing the subsection that is the basis for the order.

“(e) Role of the Parties.—The court may ask any party to submit arguments on relevant
issues of law, if deemed appropriate by the court.

“f) Nondelegation.—The authority and duties of the Attorney General under this section
shall be performed by the Attorney General (or Acting Attorney General) or a designee in
a position not lower than the Deputy Attorney General.

“(g) Appeal.—The courts of appeals shall have jurisdiction of a.ppeals from interlocutory

orders of the district courts of the United States granting or denying a motion to dismiss
under this section.

“(h) Removal.—A civil action against a person for providing assistance to an element of
the intelligence community that is brought in a State court shall be deemed to arise under the

Constitution and laws of the United States and shall be removable under section 1441 of title 28, @M 72008
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United States Code.

“f o . D

1umnc thaneriod-f
GUFREtHE-PerouTitas

en the-inteligence-cominy HEsHas a-Fequ
September-H ”““W
+September-H5200+H ; 5

i (i) Relationship to Other Laws.-—othing in this
section may be construed to limit any otherwise available immunity, privilege, or defense
under any other provision of law.

“H“M Applicability.—This section shall apply to a civil action pending on or filed after the
date of the-enactment-of this-Aet™ enactment of the FISA Amendments Act of 2008.

«SEC. 803. PREEMPTION. |
“(a) In General.—No State shall have authority to—

(1) conduct an investigation into an electronic communication service provider’s
alleged assistance to an element of the intelligence community;

«(2) require through regulation or any other means the disclosure of information
about an electronic communication service provider’s alleged assistance to an element
of the intelligence community;

«(3) impose any administrative sanction on an electronic communication service
provider for assistance to an element of the intelligence community; or

“(4) commence Or maintain a civil action or other proceeding to enforce a
requirement that an electronic communication service provider disclose information
concerning alleged assistance to an element of the intelligence community.

¢(b) Suits by the United States.—The United States may bring suit to enforce the
provisions of this section.

“(c) Jurisdiction.—The district courts of the United States shall have jurisdiction over
any civil action brought by the United States to enforce the provisions of this section.

“d) Application.—This section shall apply to any investigation, action, or proceeding
that is pending on or filed after the date of enactment of the FISA Amendments Act of
2008.

“SEC. 804. REPORTING.

“(a) Semiannual Report.—Not less frequently than once every 6 months, the Attorney
General shall fully inform, in a manner consistent with national security, the congressional
intelligence committees, the Committee on the Judiciary of the Senate, and the Committee
on the Judiciary of the House of Representatives, concerning the implementation of this

title.
“(b) Content.—Each report made under subparagraph (a) shall include—
(1) any certifications made under section 802;

¢(2) a description of the judicial review of the certifications made under section 802;

and /{ Deleted: 5/2/2008
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¢(3) any actions taken to enforce the provisions of section 803.”.

SEC. 202. TECHNICAL AMENDMENTS.

The table of contents in the first section of the Foreign Intelligence Surveillance Act of 1978
(50U.S.C. 1801 et seq.) is-, as amended by section 101(b), is further amended by adding at the
end the following:

“TTTLE VHI-PROTECHON VIII—PROTECTION OF
PERSONS ASSISTING THE GOVERNMENT
“Sec.801.Definitions.

“Sec.802.Procedures for eevefed-ewﬂ-aeﬁeﬂ%-’— implementing statutory defenses.
“Sec.803.Preemption.

“Sec.804.

Reporting.”.

TITLE III—COMMISSION ON WARRANTEESS-

CLECTRONIC IR VEILLANCE ACTIVAIHES
IINY p 5y wx vy s ) WU | R =y 17X L L

TSR 4N

TICCTICES A A P p B

INTELLIGENCE COLLECTION, PRIVACY
PROTECTION, AND CHANGES IN INFORMATION
TECHNOLOGY

SEC. 301. COMMISSION ON WARRANTEESS-

CLECTRONIC IR VELTLANCE A CTIVITIES-
LJ\JL\VJ.J.I_I—J.LJI.L_L‘\./LJ i X AL T

p vy mva wr) g N AW S D S g

XL Vv i

INTELLIGENCE COLLECTION, PRIVACY
PROTECTION, AND CHANGES IN INFORMATION
 TECHNOLOGY.

(a) Establishment of Commission.—There is established in the legislative branch a
commission to be known as the “Commission on i i

Intelligence Collection, Privacy Protection, and Changes in Information and
Communications Technology” (in this section referred to as the “Commission”).

(b) Duties of Commission.—

(1) IN GENERAL —The Commission shall— '

| 6/13/2008,
11:34 AM

(A) ascertain, evaluate, and report upon the facts and circumstances relating to
alectronie-surveillal 1uitias-conducted-without-a-wafrah aninte“igenceacﬁvity
involving communications authorized by the President during the period between
September 11, 2001 and January 17, 2007 and designed to detect or prevent a
terrorist attack, or activities in preparation for a terrorist attack, against the
United States;;
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conduct a comprehensive examination of the lgal framework for the collection of
intelligence information in the United States or regarding United States persons that-
ara in-affo aration - artorning 00 and o h- I rOSFaF aRd-4 11410

activities-and both inside and outside the United States in light of the threats to
the national security, recent and anticipated changes in information and
communications technology that may affect the nature of that collection, and
constitutional and privacy interests of United States persons; and

)(C) report to the President and Congress the findings and conclusions of the
Commission and any recommendations the Commission considers appropriate for
changes or improvements in laws, policies, and practices relating to the collection
of intelligence inside the United States and regarding United States persons in
order to enhance national security, protect the privacy of United States persons,
ensure compliance with the Constitution, and improve the effectiveness and
accountability of intelligence programs.

(2) PROTECTION OF NATIONAL SECURITY.—The Commission shall carry out the duties of
the Commission under this section in a manner consistent with the need to protect national
security.

(3) RELATIONSHIP TO PREVIOUS INQUIRIES.—In fulfilling its duties under subsection

. (b)(1)(A), the Commission shall build upon the reports submitted under section 110,

and avoid unnecessary duplication of the review under that section which was
conducted by the Inspectors General of the Department of J ustice, the Office of the
Director of National Intelligence, the National Security Agency, and any other
inspector general that participated in it, as well as any related findings, conclusions,
and recommendations of the Office of Professional Responsibility of the Department
of Justice :

(¢) Composition of Commission.—

M MEMBERS.—The Commission shall be composed of 3 10 members, of whom—

(A) 5-members 1 member, who shall serve as the chair of the Commission, shall
be appointed by the President;
(B) 1 member, who shall serve as the vice chair of the Commission, shall be

appointed jointly by the majority leader of the Senate and the Speaker leader of the
House of Representatives s-and who are not of the same party as the President;

@)4(C) 2 members shall be appointed jointly by the minerity leader senior
member of the Senate-and-the-minerty Jeader leadership of the House of
Representatives of the Democratic Party;

(D) 2 members shall be appointed by the senior member of the leadership of the
House of Representatives of the Republican Party;

(E) 2 members shall be appointed by the senior member of the leadership of the
Senate of the Democratic Party; and

(F) 2 members shall be appointed by the senior member of the leadership of the
45
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11:34 AM
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Senate of the Republican Party.

(2) NONGOVERNMENTAL APPOINTEES.—AR individual appointed to the Commission
may not be an officer or employee of the Federal Government.

Qg

) QUALIF[CATIONS.—-—-It is the sense of Congress that individuals appointed to the
Commission should be prominent United States citizens with significant depth of
experience in national security, intelligence, Constitutional law, and-eivit-liberties: civil
liberties and privacy, and information and telecommunications technology matters.
2 Chair;-vice-chaie
. ir(4) DEADLINE FOR APPOINTMENT.——A“ members of the
Commission shall be appointed by June 1, 2009. jot i jori

(4) Deadline-for-appeintment All-members-of the-C ission-shall-be-appeinted Rot-
at—Al-members-of-the-Comint
cor than 00-days-after the-date-of the-enaetmen !

(5) INITIAL MEETING.—The Commission shall hold its first meeting and begin operations

appeiiited: as So0N as possible but not later than August 1, 2009.
(6) SUBSEQUENT MEETINGS.—After its initial meeting, the Commission shall meet upon
the call of the Chair.

(7) QUORUM.—A majority of the members of the Commission shall constitute a quorum,
but the Commission may provide that a lesser number may hold hearings.

®) V ACANCIES.—ARY vacancy in the Commission shall not affect jts powers and shall be
filled in the same manner in which the original appointment was made.

(d) Powers of Commission.—

(1) HEARINGS AND EVIDENCE—The Commission or, on the authority of the Chair, any
subcommittee or member thereof may, for the purpose of carrying out this section, hold
such hearings and sit and act at such times and places, take such testimony, receive such
evidence, and administer such oaths as the Comumission, such designated subcommittee, or
designated member may determine advisable.

(2) SUBPOENAS.—
(A) IsSUANEE— AUTHORIZATION AND ISSUANCE.—
(i) IN GENERAL.—The Commission W}bpeeaas-reqﬂiﬂﬂg‘ﬂ*'

s authorized to subpoena witnesses to attend and testify and to produce
evidence pertaining to any matter that the Conimission is empowered to
investigate under this section. The attendance of witnesses and the production of

| 6/13/200
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evidence may be required from any place within the United States at any
designated place of hearing within the United States. The Commission may by
rule delegate to the Chair and Vice Chair, acting jointly, the authority to
authorize subpoenas under this paragraph.

(ii) ISSUANCE.—Subject to clause (i), subpoenas authorized Gi)-Signatire—

i under this paragraph may be issued under the signature of the

Chair of the Commission,

the Commissien or by any member designated by the chair, or any member

designatedby a-rrajority-of-the omnission-and-may be-serveaoy-afny-pe on
; i if; - the Chair or a

member designated to sigli the subpoena.

(B) ENFORCEMENT.—

#* 3 Gi)(i) JURISDICTION.—In the case of contumacy or failure to obey a
subpoena issued under subparagraph (A), the United States district court for the
judicial district in which the subpoenaed person resides, is served, or may be
found, or where the subpoena is returnable, may issue an order requiring such
person to appear at any designated place to testify or to produce documentary or
other evidence. Any failure to obey the order of the court may be punished by the
court as a contempt of that court.

@) IN GENERAL.—If a person refuses to obey a subpoena issued under
subparagraph (A), the Commission may-apply-, upon a majority vote, may
apply, either through the Attorney General or another attorney of its
choosing, to a United States district court for an order requiring that person to
appear before the Commission to give testimony, produce evidence, 0T both,
relating to the matter under investigation. The application may be made within the
judicial district where the hearing is conducted or where that person is found,
resides, or transacts business. Any failure to obey the order of the court may be
punished by the court as civil contempt.

hox tha-ord af tha-c

evidence—Any failure-to-obey-the-efeerertc court-may-be-punished-by the-court-
as-a-contemptof thatcouft:

(iii) ADDITIONAL ENFORCEMENT.—In the case of the failure of a witness t0
comply with any subpoena or to testify when summoned under authority of this
paragraph, the Commission, by majority vote, may certify a statement of fact
attesting to such failure to the appropriate United States attorney, who shall bring
the matter before the grand jury for its action, under the same statutory authority
and procedures as if the United States attorney had received a certification under
sections 102 through 104 of the Revised Statutes of the United States QUS.C




e
RPBhoo~wo v RwN B

12
13
14

15
16
17
18

19

20
21
22

23
24
25
26

27
28
29
30

31
32

33
34

35
36

37
38
39

41

Senate Legislative Counsel
CompareRite of Q-\BILLS\110\H3773_EAH.XML and O:A\EAS\EAS08246.XML

192 through 194).

3 CONTRACTING.—The Commission may, to such extent and in such amounts as are
provided in appropriations Acts, enter into contracts to enable the Commission to discharge
its duties under this section.

(4) INFORMATION FROM FEDERAL AGENCIES.—

(A)IN GENERAL.—The Commission is authorized to secure directly from any
executive department, bureau, agency, board, commission, office, independent
establishment, or instrumentality of the Government executive pbranch documents,
information, suggestions, estimates, and statistics for the purposes of this section. Each
such department, bureau, agency, board, commission, office, independent
establishment, or instrumentality shall furnish such documents, information,
suggestions, estimates, and statistics directly to the Commission upon request made by
the Chair,-the-chair-of any subcommittee ereatea Dy a i jort he-Compaission; OF
any member designated by a majority of the Commission.

S H g O S o

(B) RECEIPT, HANDLING, STORAGE, AND DISSEMWATION.—-—Information shall only be
received, handled, stored, and disseminated by members of the Commission and its
staff in a manner consistent with all applicable statutes, regulations, and Executive
orders.

(5) ASSISTANCE FROM FEDERAL AGENCIES.—

(A) GENERAL SERVICES ADMINISTRATION.—The Administrator of General Services
shall provide to the Commission on a reimbursable basis administrative support and
other services for the performance of the Commission’s functions.

(B) DIRECTOR OF NATIONAL INTELLIGENCE.—The Director of National
Intelligence shall provide to the Commission appropriate space and technical

facilities approved by the Commission and other services for the performance of
the Commission’s functions.

(C) OTHER DEPARTMENTS AND AGENCIES.—In addition to the assistance prescribed
in subparagraph (A), departments and agencies of the United States may provide to the
Commission such services, funds, facilities, staff, and other support services as they
may determine advisable and as may be authorized by law.

(6) GiFTs.—The Commission may accept, use, and dispose of gifts or donations of
services or property.

(7) POSTAL SERVICES.—The Commission may use the United States mails in the same
manner and under the same conditions as departments and agencies of the United States.

(e) Staff of Commission.—
(1) IN GENERAL.—

(A) APPOINTMENT AND COMPENSATION.—The Chair, in consultation with the Vice
Chair and in accordance with rules agreed upon by the Commission, may appoint and
fix the compensation of an executive director and such other personnel as may be
necessary to enable the Commission to carry out its functions, without regard to the
provisions of title 5, United States Code, governing appointments in the competitive
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service, and without regard to the provisions of chapter 51 and subchapter III of
chapter 53 of such title relating to classification and General Schedule pay rates, except
that no rate of pay fixed under this paragraph may exceed the equivalent of that
payable for a position at level ¥ IV of the Executive Schedule under section 5316 of
title 5, United States Code.

(B) PERSONNEL AS FEDERAL EMPLOYEES.—

(i) IN GENERAL.—The executive director and any personnel of the Commission
who are employees shall be employees under section 2105 of title 5, United States
Code, for purposes of chapters 63, 81, 83, 84, 85, 87, 89, 89A, 898, and 90 of that
title.

(i) MEMBERS OF COMMISSION —_Clause (i) shall not be construed to apply to
members of the Commission.

(2) DETALLEES.—A Federal Government employee may be detailed to the Commission
without reimbursement from the Commission, and such detailee shall retain the rights,
status, and privileges of his or her regular employment without interruption.

(3) CONSULTANT SERVICES —The Commission is authorized to procure the services of
experts and consultants in accordance with section 3109 of title 5, United States Code, at
rates not to exceed the daily rate paid a person occupying a position at level B¢ III of the
Executive Schedule under section 5315 of title 5, United States Code.

(f) Security Clearances for Commission Members and Staff.—

(1) EXPEDITIOUS PROVISION OF CLEARANCES.—The appropriate Federal agencies or
departments shall cooperate with the Commission in expeditiously providing to the
Commission members and staff appropriate security clearances to the extent possible
pursuant to existing procedures and requirements-exeept-that-no. No person shall be
provided with access to classified information under this section without the appropriate
security clearances.

(2) ACCESS TO CLASSIFIED INFORMATION.—AI members of the Commission, and
commission staff; as authorized by the Chair or-the-designee-of the and Vice Chair, who
have obtained appropriate security clearances; shall have access to classified information
related to the surveillanee intelligence activities within the scope of the examination of the
Commission and any other related classified information that the members of the
Commission determine relevant to carrying out the duties of the Commission under this
section. :

(g) Compensation and Travel Expenses.—

(1) COMPENSATION —_Each member of the Commission méy shall be compensated at &
the rate net equal to exceed the daily equivalent of the annual rate of basic pay in effect for
a position at level F¥ III of the Executive Schedule under section 5315 of title 5, United
States Code, for each day during which that member is engaged in the actual performance
of the duties of the Commission.

/{ Deleted: 5/2/2008
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(2) TRAVEL EXPENSES.—While away from their homes or regular places of business in
the performance of services for the Commission, members of the Commission shall be
allowed travel expenses, including per diem in lieu of subsistence, in the same manner as
persons employed intermittently in the Government service are allowed expenses under
section 5703(b) of title 5, United States Code.

(h) Nonapplicability of Federal Advisory Committee Act.—
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(1) IN GENERAL.—The Federal Advisory Committee Act (5 U.S.C. App.) shall not apply
to the Commission.

(2) PuBLIC MEETINGS.—The Commission shall hold public hearings and meetings to the
extent appropriate. :

(3) PUBLIC HEARINGS.—Any public heasings hearing of the Commission shall be
conducted in a manner consistent with the protection of information provided to or
developed for or by the Commission as required by any applicable statute, regulation, or
Executive order.

(i) Reports and Recommendations of Commission.—

(1) INTERM REPORTS.—The Commission may submit to the President and Congress
interim reports containing such findings, conclusions, and recommendations for corrective
measures as have been agreed to by a majority of Commission members.

(2) FINAL REPORT.—Not later than ene-yeaf 18 months after the date of its first meeting,
the Commission;in-€onst sion-with-appropriate representatives-ei-the inteHigenee
community; shall submit to the President and Congress a final report containing such
information, analysis, findings, conclusions, and recommendations as have been agreed to
by a majority of Commission members and such minority and additional views as a
member may wish to include. '

P O

(3) FORM.—The reports submitted under paragraphs (1) and (2) shall be submitted in
unclassified form, but may include a classified annex.

(4) RECOMMENDATIONS FOR DECLASSIFICATION.—The Commission may make
recommendations to the appropriate department or agency of the Federal Government
regarding the declassification of documents or portions of documents.

(j) Termination.—

() IN GENERAL.—The Commission, and all the authorities of this section, shall terminate
60 90 days after the date on which the final report is submitted under subsection @ (2).

(2) ADMINISTRATIVE ACTIVITIES BEFORE TERMINATION.—The Commission may use the
60 90-day period referred to in paragraph (1) for the purpose of concluding its activities,
including providing testimony to committees of Congress concerning its report and
disseminating the final report, except that nothing under this paragraph shall limit the
ability of the Chair, the Vice Chair, or any member of the Commission to provide
additional testimony to co! ittees of Congress concerning the report after that time.

k) Definitions.—In this section:

(1) INTELLIGENCE COMMUNITY —The term “intelligence community” has the meaning
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given the term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)).

(2) UNITED STATES PERSON.—The term “United States person” has the meaning given the
term in section 101(i) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C.
1801(i)). ’

(1) Funding.—

(1) IN GENERAL.—There are authorized to be appropriated such sums as may be

necessary to carry out the activities of the Commission under this section.

(2) DURATION OF AVAILABILITY _Amounts made available to the Commission under
paragraph (1) shail remain available until the termination of the Commission.

(m) Effective Date.—This section shall take effect on January 21, 2009.
TITLE IV—OTHER PROVISIONS

SEC. 401. SEVERABILITY.

If any provision of this Act, any amendment made by this Act, or the application thereof to
any person or circumstances is held invalid, the validity of the remainder of the Act, any such
amendments, and of the application of such provisions to other persons and circumstances shall
not be affected thereby.

SEC. 402. EFFECTIVE DATE.

Except as provided in section 404, the amendments made by this Act shall take effect on the
date of the enactment of this Act.

SEC. 403. REPEALS.

(a) Repeal of Protect America Act of 2007 Provisions.—

(1) AMENDMENTS TO FISA.—

(A) IN GENERAL.—Except as provided in section 404, sections 105A, 105B, and
105C of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1805a, 1805b,
and 1805c¢) are repealed.

(B) TECHNICAL AND CONFORMING AMENDMENTS.—

(i) TABLE OF CONTENTS.—The table of contents in the first section of the
Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 #¢) et seq.) is
amended by striking the items relating to sections 105A, 105B, and 105C.

(i1) CONFORMING AMENDMENTS.—Except as provided in section 404, section
103(e) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1803(e)) is
amended—

(D) in paragraph (1), by striking “105B(h) or 501(f)(1)” and inserting
«501(f)(1) or 702(h)(4)”; and

(ID) in paragraph (2), by striking “105B(h) or 501(f)(1)” and inserting
«501(f)(1) or 702(h)(4)”.

{ Deteted: 51212008
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(2) REPORTING REQUIREMENTS.—EXxcept as provided in section 404, section 4 of the
Protect America Act of 2007 (Public Law 110-55; 121 Stat. 555) is repealed.

~ (3) TRANSITION PROCEDURES.—Except as provided in section 404, subsection (b) of
section 6 of the Protect America Act of 2007 (Public Law 110-55; 121 Stat. 556) is
repealed.

(b) FISA Amendments Act of 2008.—

(1) IN GENERAL.—Except as provided in section 404, effective December 31,2009 2011,
title VII of the Foreign Intelligence Surveillance Act of 1978, as amended by section 101(a),
is repealed.

i

(2) TECHNICAL AND CONFORMING AMENDMENTS.—Effective December 31, 2009—
2011—

(A) the table of contents in the first section of such Act (50 U.S.C. 1801 ntj et seq.)
is amended by striking the items related to title VII;

(B) except as provided in section 404, section 601(a)(1) of such Act (50 U.S.C.
1871(a)(1)) is amended to read as such section read on the day before the date of the
enactment of this Act; and

(C) except as provided in section 404, section 251 1(2)(a)(ii)(A) of title 18, United
States Code, is amended by striking “or a court order pursuant to section 704 of the
Foreign Intelligence Surveillance Act of 1978”.

SEC. 404. TRANSITION PROCEDURES.

(a) Transition Procedures for Protect America Act of 2007 Provisions.—

(1) CONTINUED EFFECT OF ORDERS, AUTHORIZATIONS, PIRECTIVES.—Notwithstanding any
other provision of law, any order, authorization, or directive issued or made pursuant to
section 105B of the Foreign Intelligence Surveillance Act of 1978, as added by section 2 of
the Protect America Act of 2007 (Public Law 110-55; 121 Stat. 552), shall continue in
effect until the expiration of such order, authorization, or directive.

(2) APPLICABILITY OF PROTECT AMERICA ACT OF 2007 TO CONTINUED ORDERS,
AUTHORIZATIONS, DIRECTIVES.—Notwithstanding any other provision of this Act or-of, any
amendment made by this Act or the Foreign Tntelligence Surveillance Act of 1978 (50
U.S.C. 1801 et seq.)—

(A) subject to paragraph (3), section 105A of such Act, as added by section 2 of the
Protect America Act of 2007 (Public Law 110-55; 121 Stat. 552), shall continue to
apply to any acquisition conducted pursuant to an order, authorization, or directive
referred to in paragraph (1); and

(B) sections 105B and 105C of such-Aet(as-so-added) the Foreign Intelligence
Surveillance Act of 1978, as added by sections 2 and 3, respectively, of the Protect
America Act of 2007, shall continue to apply with respect to an order, authorization,
or directive referred to in paragraph (1) until the later of—

(i) the expiration of such order, authorization, or directive; or

{Deteted: 5122008
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(ii) the date on which final judgement is entered for any petition or other
litigation relating to such order, authorization, or directive.

(3) USE OF INFORMATION — Information acquired from an acquisition conducted pursuant
to an order, authorization, or directive referred to in paragraph (1) shall be deemed to be
information acquired from an electronic surveillance pursuant to title I of the Foreign
Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) for purposes of section 106
of such Act (50 U.S.C. 1806), except for purposes of subsection (j) of such section.

(4) PROTECTION FROM LIABILITY _Subsection (1) of section 105B of the Foreign
Intelligence Surveillance Act of 1978, as added by section 2 of the Protect America Act of
2007, shall continue to apply with respect to any directives issued pursuant to such section
105B.

(5) JURISDICTION OF FOREIGN INTELLIGENCE SURVEILLANCE COURT.—Notwithstanding
any other provision of this Act or of the Foreign Intelligence Surveillance Act of 1978 (50
U.S.C. 1801 et seq.), section 103(e) of the Foreign Intelligence Surveillance Act (50
U.S.C. 1803(e)), as amended by section 5(a) of the Protect America Act of 2007 (Public
Law 110-55; 121 Stat. 556), shall continue to apply with respect to a directive issued
pursuant to section 105B of the Foreign Intelligence Surveillance Act of 1978, as added by
section 2 of the Protect America Act of 2007, until the expiration-of all-orders:

orizations;- apa-ai Hea-o

later of—

(A) the expiration of all orders, authorizations, or directives referred to in
paragraph (1); or

(B) the date on which final judgement is entered for any petition or other
litigation relating to such order, authorization, or directive.

(6) REPORTING REQUIREMENTS.—

(A) CONTINUED APPLICABILITY.—Notwithstanding any other provision of this Act,
any amendment made by this Act, the Protect America Act of 2007 (Public Law
110-55), or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.),
section 4 of the Protect America Act of 2007 shall continue to apply until the date that
the certification described in subparagraph (B) is submitted.

(B) CERTIFICATION.-—The certification described in this subparagraph is a
certification—

(i) made by the Attorney General;

(ii) submitted as part of a semi-annual report required by section 4 of the
Protect America Act of 2007;

(iii) that states that there will be no further acquisitions carried out under
section 105B of the Foreign Intelligence Surveillance Act of 1978, as added by
section 2 of the Protect America Act of 2007, after the date of such certification;
and

(iv) that states that the information required to be included under such section 4

relating to any acquisition conducted under such section 105B has been included { Detated: 57272008
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in a semi-annual report required by such section 4.

(7) EFFECTIVE DATE.—Paragraphs (1) through ¢6)}(7) shall take effect as if enacted on
August 5, 2007.

(b) Transition Procedures for FISA Amendments Act of 2008 Provisions.—

(1) ORDERS IN EFFECT ON DECEMBER 31, 2009 —NOFWTHSTANDING 2011.—
Notwithstanding any other provision of this Act or-of, any amendment made by this Act,
or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), any order,
authorization, or directive issued or made under title VII of the Foreign Intelligence
Surveillance Act of 1978, as amended by section 101(a), shall continue in effect until the
date of the expiration of such order, authorization, or directive.

(2) APPLICABILITY OF TITLE Vil OF FISA TO CONTINUED ORDERS, AUTHORIZATIONS,
DIRECTIVES.—Notwithstanding any other provision of this Act exof, any amendment
made by this Act, or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et
seq.), with respect to any order, authorization, or directive referred to in paragraph (1), title
VII of such Act, as amended by section 101(a), shall continue to apply until the expiration-

¢ such-ord hoization.or directive:

E) B

later of—
(A) the expiration of such order, authorization, or directive; or

(B) the date on which final judgement is entered for any petition or other
litigation relating to such order, authorization, or directive.

(3) CHALLENGE OF DIRECTIVES; PROTECTION FROM LIABILITY; USE OF INFORMATION.—
Notwithstanding any other provision of this Act or of the Foreign Intelligence Surveillance
Act of 1978 (50 U.S.C. 1801 et seq.)—

(A) section 103(e) of such Act, as amended by section 113, shall continue to apply
with respect to any directive issued pursuant to section 702(h) of such Act, as added by
section 101(a);

(B) section 702(h)(3) of such Act (as so added) shall continue to apply with respect
to any directive issued pursuant to section 702(h) of such Act (as so added);

(C) section 703(e) of such Act (as so added) shall continue to apply with respect to
an order or request for emergency assistance under that section;

(D) section 706 of such Act (as so added) shall continue to apply to an acquisition
conducted under section 702 or 703 of such Act (as so added); and ‘

(E) section 251 1(2)(a)(ii)(A) of title 18, United States Code, as amended by section
101(c)(1), shall continue to apply to an order issued pursuant to section 704 of the
Foreign Intelligence Surveillance Act of 1978, as added by section 101(a).

{4) REPORTING REQUIREMENTS.—

(A) CONTINUED APPLICABILITY.—Notwithstanding any other provision of this Act or
of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), section
601(a) of such Act (50 U.S.C. 1871(a)), as amended by section 101(c)(2), and sections

702(1) and 707 of such Act, as added by section 101(a), shall continue to apply until (Deteted: sr2008
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the date that the certification described in subparagraph (B) is submitted.

(B) CERTIFICATION.—The certification described in this subparagraph is a
certification— .
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(i) made by the Attorney General;

(ii) submitted to the Select Committee on Intelligence of the Senate, the
Permanent Select Committee on Intelligence of the House of Representatives, and
the Committees on the Judiciary of the Senate and the House of Representatives;

(i) that states that there will be no further acquisitions carried out under title
VII of the Foreign Intelligence Surveillance Act of 1978, as amended by section
101(a), after the date of such certification; and

(iv) that states that the information required to be included in a review,
assessment, or report under section 601 of such Act, as amended by section
101(c), or section 702(1) or 707 of such Act, as added by section 101(a), relating
to any acquisition conducted under title VII of such Act, as amended by section
101(a), has been included in a review, assessment, or report under such section
601, 702(1), or 707.

(5) TRANSITION PROCEDURES CONCERNING THE TARGETING OF UNITED STATES PERSONS
OVERSEAS.—Any authorization in effect on the date of enactment of this Act under section
2 5 of Executive Order 12333 to intentionally target a United States person reasonably
believed to be located outside the United States shall continue in effect, and shall constitute
a sufficient basis for conducting such an acquisition targeting a United States person located
outside the United States until the earlier of—

(A) the date that such authorization expires; or
(B) the date that is 90 days after the date of the enactment of this Act.
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