
WASHINGTON, D.C. »340-

S-0157/IG 29 Kay ZÛ01 

MEMORANDUM FOR THE ASSISTANT TO THE SECRETARY OF DEFENSf 

(INTELLIGENCE OVERSIGHT) 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 31 

References: a. (U) DoD Directive 5240.1, "DoD Intelligence Activities." 
b. (U) DoD 5240.1-R, "Procedures Governing the Activities of DoI}( 

that Affect U.S. Persons." 
Components 

es That Affect c. (U) DIAR 60-4, "Procedures Governing DIA Intelligence Activity 
U.S. Persons." 

d. (U) Executive Order 12333, "United States Intelligence Aetivitiesj. 

e. (U) Executive Order 12863, "President's Foreign Intelligence Advisory Board." 

(U) As required by references above, the Quarterly Intelligence Oversight Report f 
Intelligence Agency for the period 1 January through 31 March 2001 is enclosed. 
information is required, please contact die Office of the General Counsel at 
Office of the Inspector General at 

1 Enclosure 
Quarterly Intelligence Oversight 
Report, 1 Jan - 31 Mar 01 
•vJwUT) 1 cy 

THOMAS R. WILSON 
Vice Admiral. USN 
Director 

March 2001 
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SECRET/MOFORI /̂ZXl 
(U) QUARTERLY INTELLIGENCE OVERSIGHT REPORT 

1 January through 31 March 2001 

1. (U) The Office of the Inspector General (10) conducted the following intelligent oversight 
(10) activities: 

a, (U) Defense Intelligence Agency (DIA) message 231449Z MAR 01, subject^ IGIO Brief 
2-01, (enclosure 1) was dispatched to all DIA field elements. 

b. (U) The 10 Coordinating Committee held its quarterly meeting on 12 Janua y 2001 

c. (0/f lfn IG provided briefings on its role and the application of 10 in a| 

on 19 March 2001. 
on 5 February 2001 and to the -

d. (S//XF) 

e, (U/&&GGTIG and General Counsel (GQ conducted 10 training for emplo; 
•• ; : : ; : y • • r * ^ January 2001, 

'ees of the 

I (U/rfrOUO) IG conducted an 10 inspection ofjv_. 
Both organizations were performing their operational activities a a satisfactory 

manner and were in compliance with 10 procedures. There were no findings. 

g. ( U / i W W ) IG conducted a follow-up 10 inspection at • ,•••••3 -.-, . |b ised on 
deficiencies noted in a general inspection conducted during the 1" quarter, fiscal yi :ar 2001. The 
follow up inspection found that corrective actions had been taken to train assigned ¡personnel. No 
questionable activities were found. 

h. fU/iTOUQ-) IG conducted general iaspections of theiT 

Minor IO deficiencies were identified at three locations, which w< re corrected 
through training. No questionable activities were found. 

Derived From: DH£ SCG 
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SECRET//N0F0RN//X1 
i. (S//NF) IG memorandum S-0073/IG, 12 March 2001. subject: Possible Viol 

Executive Order (E.O.) 12333 and DoD 5240.1-R, reported that a civilian assign« 
Directorate of Intelligence Operations (DO) may have violated Procedure 15 throu 
unauthorized funding of a federal law enforcement project, An 10 investigation 
(IG Project No. 01-1935-MA-056) 

ation of 
to the 

1 ii the 
been initiated. has 

j. "jfl/i'MF) IG memorandum S-0045/IG, 8 February 2000, subject: Possible Violation of 
Executive Order (E.O. 12333) and DoD 5240.1-R, reported that an[ 

may have violated DIA.procedures through t h e f c . ; ^ 7 . . 
' î M ^ r ^ S ^ S ' i A n IO investigation has beei 

Project No, 01-1934-MA-056) 

k. (U/^reiJO) IG memorandum U-0444/IG, 7 December 2000, subject: Poss: ble Violation of 

Directorate for Analysis and Production (DI) may have violated 
igation found 

March 2001; the DIA case is closed. (IG Project No. 01-1923-MA-056) 

1. '(OZ/NPHG memorandum S-0441/IG, 17 November 2000. subject: Possible Violation of 
E.O. 12333 and DoD 5240.1-R, reported that a 
• " . :v / : ; : / [nay have violated Procedure 15 through failure to identi 
U.S. person. An IO investigation has been initiated. No change from last report. 
01-1922-MA-056) 

itify 

m. ffiflff^ IG memorandum S-0429AG, 17 November 2000. subject: Possib! 
E.O. 12333 and DoD 5240.1-R, reported that the 

t le Information Systems and Services (DS), may have violated Procedure 12 through 
provision of intelligence support to a federal law enforcement agency. An IO invejsi 
been initiated. No change from last report. (IG Project No. 01-1919-MA-056) 

n. wiiui 1 

o. (0//HD-IG memorandum S-0178/IG. 26 April 2000. subject: Possible Violation of E.O. 
12333 and DoD 5240.1-R, reported that an[ 
have violated Procedure 15 by failing to forward an allegation of IO violations to 
investigation is in progress. No change since last report, (IG Project No. 00-189 
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ÖECRET//N0F0RN//X1 
U. ILWJ lll'l 

A - , , ' 

—r • • 

q. (OMIT) IG memorandum S-0102/IG. 17 March 2000. subject: Possible Vicjlation of E.O. 
may have 12333 and DoD 5240.1-R, reported that anj • 

vioiatedi 
The 

(b)(2) 
matter under investigation in concert with the Federal Bureau of Investigation and 

: a y . : 1 The subject has been returned to his paren 

has the 
M ± E B 
service and the 

investigation continues. (IG Project No. 00-1884-MA-056) 

r. (GMTF) IG memorandum C-0029/IG, 28 January 2000, subject: Possible 
12333 and DoD 5240.1-R, reported that an 
have vioiatedi 

results of our preliminary investigation have been provided to the 
The subject officer has been retained to s ervice and the 

:ase remains 
open pending response from thej. Ç . j (IG Project No. 00-5060-MA-056) 

The 

Violation of 

. . 1 The matter hais been referred to the IG investigations unit. No change sin 
(IG Project No. CKM864-MA-056) 

_—ti ikffrnnrt^ 

>h 

u.11 (0/mr> IG memorandum S-0344/IG, 13 September 1999, subject: Possibl s Violation of 
E.O. 12333 and DoD 524p. 1-R, reported thathC 

Pi may have violated Procedures 12 and 15 through the un 
-collection of law enforcement information and the possible compromise of operatii 

has opened an investigation into die security issues and is cooperating with du 
issues. No change since last report. (ÏG Project No. 99-1854-MA-056) 
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SECRET//NOFORN//X1 

w. (a//Hr)IG memorandum U-0022/IG, 26 January 1998, subject: Possible \ 
12333 and Pop 5240.1-R, reported thatlSÉ? 

• : : - • • ̂ ^ 'Imight have resulted in questionable activities. The IG initiated an 
and the Department of Justice (DoJ) has accepted die case for prosecution. No chain; 
report. (IG Project No. 98-1731-HQ-056) 

IG memorandum S-0412/IGH, 11 August 1997, subject: Possible Viola' ionofE.O. 
12333 and DoD 5240.1-R reported that a civilianj" 
violated Procedure 15 through questionable activities in connection with 
IG investiptions unit completed its investigation and refeited the case to DoJ for 
subject entered a plea of guilty and has been sentenced. The investigation remains 
receipt of final case documentation from DoJ. (IG Project No. 97-4695-01-050) 

p rosecution. 
open pending 

y."t9) An investigation into criminal misconduct by several current and formei 
continues as reported in IG memorandum U-7641-95/IGI. 3 October 1995, subject 
Allegation Against Agencies involved in the. investigation 
Criminal Investigative Service; the U.S. Customs Service under the supervision o: 
District of Virginia, DoJ; and the Program Integrity Office, DoD IG. The invest»; 
progress. No change from last report. (IG Project No. 96-4289-01-064) 

2. (U) Within GC ttomeys, a secretary; a staff assistant, and a paralegal sj ecialist review /hwm ,, 
|are reviewed for ' 
ion, or storage. 

GC files on a continuing basis as they are used in day-to-day operations. All files 
regulatory compliance when they are periodically considered for destruction, reten^i 
The following specific actions were taken: 

£ 
a. (U/J'POUQ'j Three attorneys reviewed ongoing 

oversight responsibilities. One attorney assures compliance for other DIA element 
.. ;•;'•"' •.•••••••! to assure compliaitee with 

s. 

b. (Q/mn GC lectured at the Military Officer Familiarization Course and thr 
- ••.U-.-- Jregarding legal aspects of intelligence; presented 10 tutorials at the 

visiting 
made a presentation to 

Uss-âxé- An attorney taught 10 implications at the 

DIA headquarters elements an^F; 
10 reviews and consultations were conductet 1 

personnel. 

c. (U/fl7QU(M Two attorneys addressed & 
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SECRET//N0FQRN//X1 
d. (U/jTOUO) GC reported no incidents of criminal activity to DoJ during the 

3. (U) The Directorate for Administration was involved in the following oversighl 

a. (U) 10 reviews were conducted in each of the 
material was not retained in files. During this 

prohibited 
Procedures: (b),(b)(2),(b)(& 

Additionally!. ¡students 1- - DIA andl- .Inon-DIA) received 10 instruction as part of the u s e 424 
following :\ • •*' • ̂ > . jc^ 

elements to ensure that 
personnel reviewed IO 

(b)(3): 10 USC 424 
NUMBER COURSE 

National Intelligence Course 
Collection Management for Analysts Course 
Intelligence Collection Manager Course 
Sensitive Compartmented Information Control Officer Course 
Counterintelligence Special Course 
Defense Community Counterintelligence Course 

b. (U) The Office for Procurement did not initiate any contract actions that fel 
Procedure 11, DoD 5240.1-R, during this reporting period. There were no contra}? 
required contractor performance under DIAR 60-4. 

c. (U) The Office for Human Resources briefed j^rjnew civilian and military 
Each new employee was: 1) specifically informed in writing of the existence and 
DIAR 60-4; 2) provided copies of the documents cited in paragraph 7.c.(2), DIAB 
advised to review DIAR 60-4 for information which may pertain to their specific 
and 4) informed of their responsibilities to report questionable activities to GC or 

(b)(3):l0 
USC 424 

d; (U)[-: ~|took immediate action to provide 10 training to the uniformed gu ird force based 
on deficiencies noted in an ongoing IG evaluation of the organization. 

4. (U//r0U0) The Directorate for Policy Support reviewed all files during the re jotting period 
and found no prohibited material. Specific actions follow: (b)(3): 10 USC 424 

a. (U//r0UO) Tha 
inspection, presented a 

- W -Vît; i'fir.ti-Vi conducted one •:••' 

prepared and submitted to the 
DIA programs. There was nc 

security briefing to the Director Military Intelligence 
program oversight committee an approval pad 
training bulletin for this quarter. 

(b)(2),(b)(3): 
10 USC 424 

b. (UWPQUC) A total ofp^jersonnel assigned to 
received 10 refresher training. :

( b ) ( 2 ) ( b ) ( 3 ) : 1 0 u s c 4 2 4 

5. (U) PI reported thaf-~|personnel assigned to its command element and the 
lreceived refresher training. All DI organizations reviewed file 

quarter and no prohibited material was found. 
(b)(3): 10 
USC 424 
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fiECRET//NQrORJir/m 
6. (U) The Directorate for Intelligence, Joint Staff, reported thatj; vjpersonnel received 10 
training during this quarter. 

7. (U) The Joint Military Intelligence College provided 10 instruction to • 
courses this quarter and,:r/-• ; faculty members reviewed 10 directives. 

per« nnel in its 

NUMBER COURSE 

The National Foreign Intelligence Community 
Espionage, Intelligence and International Politics 
National Security Structure and Policy 
Information Technologies in the Cyber Era 
Ethics of Intelligence 
Leadership, Management, and Coordination in the Intelligence Commi Liimty 

8. (3//MP^D0 reported that[H" ¡personnel received 10 training andf • jwere involved in files 
review for this quarter. Two prohibited documents were identified and corrective Action was 
taken. In March, DO established an 10 web page on the!, : ' \ r ~Fr 

which is accessible by headquarters personnel^, - I and othei 
Hn February, the DO 10 officer participated with GC in training} 

of the 

The 
assigned personnel m accordance with DIAR 60-4. 

(b)(1),1.' 

provided newcomer briefings i o newly ' (b)0),(b)(3): 

9. (U) The :eported that 
contractors received 10 training during the quarter a n d p e r s o n s were involved qi 
for 10 compliance. 

10. (U/ffWW) DS reported that} ̂ ¿:|personnel reviewed 10 procedures this quar 
materials reviewed included E.O. 12333, DoD 5240.1-R, and DIAR 60-4. Additi* 

v'. Issued its quarterly review of U.S. persons info: 
IIRs. 

11. (U) The Diversity Management and Equal Opportunity Office did not conduct 
training this quarter. 

12. (U) The Office of the Comptroller reported that[clpersons participated in IO 
quarter. 

13. (U) The reponed thatf~{personnel ree 
this quarter. Additionally, a file review was conducted, and no prohibited materia. 

14. (U) DM reported thatp 'jpersonnel participated in 10 files review during this 
Additionally, DM conducted a review of hardcopy and softcopy files to ensure co; 
regulations. 

15. (U) T h q - r r v y ^ y ^ ^ ^ ^ ^ ^ ^ ^ ^ i r e v i i e w e d holdings for compiianc ¡. No violations 
were noted. Copies of 10 regulations were disseminated to all subordinate offices 
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(b)(2),(b)(3):1 
0 u s e 424 

16,-fe^DlA management continued to emphasize the importance of personnel beihg familiar with 
" " ' in DIAR 60-4 

y through 
10 regulations. A total ol ;; : personnel were reported to have received training 
and DoD 5240.1-R and/or reviewed files for 10 content during the period 1 Januai 
31 March 2001 

1 Enclosure 
DIA msg 231449Z MAR 01, 
subject: IG Intelligence 
Oversight Brief 2-01, (U), 1 cy 
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(b)(3): 10 
USC 424 

E;FF 108 



UNCLASSIFIED 

W G : 231449Z MAR 0 1 

D r a f t e r ' s Name : 
O f f i c e / P h o n e i 

R e l e a s e r ' s I n f o : 

A c t i o n P r e c r ROUTINE 
I n f o P r e c : ROUTINE 

S p e c a t t 

Fronw DIA WASHINGTON D C / / D I A - I G / / 
Tos 

USCINCEUR VAIHINGEN GE 
ÜSCINCPAC HONOLULU H I / 
USCINCCBNT MACDILL AFB FL, 
USCINCTRANS SCOTT AFB XL/, 
ÜSCINCSOC MACDILL AFB F L / , , 
USCINCSPAÇg FBTER50H A F B , ¿ 0 7 

USSTRATCOM OFFtîTT AFB NB^ 
JISC.INCSO MIAMI FI , !^ : 

(b)(2),(b 

I n f o s 
CINCÜSJFCOM NORFOLK V A / ß W 
SAFE WASH DC 

TEXT FOLLOWS 

UNCLASSIFIED 

SUBJ s IG INTELLIGENCE OVERSIGHT BRIEF 2 

1 . ADDRESSEES ARE REQUESTED TO ENSURE THAT ALL UNIT PERSONNEL ARE 
INFORMED OF THE CONTENTS OF THIS MESSAGE, 

2 . INTERNET POLICY CLARIFICATION: THE ¡DEPARTMENT OF DEFENSE 
COUNSEL (DOD GC) ISSUED A MEMORANDUM,- „6 ..FEB „01. .THAT CLARIFI 
PRINCIPLES GOVERNING vyy -V:.; 

01 

THIS MEMORANO 
CLARIFIES CERTAIN POINTS REGÀfcDWtó THE AlPPLICATIÒN OF INTELL 
OVERSIGHT (IO) PROCEDUES TO THE INTERNET 
MEMORANDUM DOES NOT PROVIDE A SUBSTITUTE 
CASE ANALYSIS OF SPECIFIC ACTIONS. THE 

A. I P ADDRESSES. AN I P ADDRESS IS 
IDENTIFIES A HARDWARE CONNECTION ON A NE 
INFORMATION ABOUT THE OWNER, OPERATOR, 0 

HOWEVER, GUIDANCE 
FOR CONDUCTING A CA$ 

KEY PRINCIPLES ARE« 

UNCLASS 

¡V NUMERIC STRING THA' 
rwORK. THIS STRING CfcONTAINS 
R. USER OF THE HARDWARE 

IFIED 

PAGE 01 of 
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•0TG; 2314492 MAR 0 1 
PAGE 02 

•0TG; 2314492 MAR 0 1 
PAGE 02 

(b)(2) 

V ft. ̂ ••»Viv ̂ ^^¿^¿'^^^l^jiii^J 
AS I S THE CASE WITH ALL 10 CONSIDERATIONS THE FIRST + 
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UNCLASSIFIED 

DTGs 231449Z MAR 0 1 

MISSION AUTHORITY TO PERFORM THE COLLECTION FUNCTION. I F AN 
INTELLIGENCE COMPONENT PERFORMS A COLLECTION FUNCTION WITHOUT 
AUTHORITY THEN THAT, IN ITSELF, MAY CONSTITUTE A VIOLATION OF 
PROCEDURES. 

3 . NON-DIA INSPECTIONSi DIA COMPONENTS ARE COMMONLY VISITED 
INSPECTION TEAMS FROM SUCH ORGANIZATIONS AS DOD IG, UNIFIED C 
IG, GENERAL ACCOUNTING OFFICE, DEPARTMENT OF STATE IG, OR 
ASSISTANT TO THE SECRETARY OF DEFENSE {INTELLIGENCE OVERSIGHT 
4 0 - 5 , INSPECTOR GENERAL, ASSIGNS TO THE IG RESPONSIBILITY FOR 
REPRESENTING THE AGENCY AND COORDINATING IG ACTIVITIES WITH TfrE 
NON-DIA IG COMMUNITY. 

MISSION 
10 

BY 

>MMAND 

DIAR 

A. FOR KEY COMPONENTS : 
THE AGENCY THROUGH THE 
APPROPRIATE STAFF ORGANIZATIONS. 

NON-DIA INSPECTION ORGANIZATIONS 
''"'̂ T y•.••'••.'~•' j.WHICH, WILL 

B. FOR 
PROCEDURES FOR COORDINATING NON-DIA INSPECTIONS OF 
CONTAINED IN DIAM 1 0 0 - 1 FOR TOE DEFENSE ATTACHE SYSTEM AND IN 

SPECIFIC 

1 0 0 - 2 FOR NON-EMBASSY BASED ELEMENTS. NON DIA INSPECTORS 
THE AGENCY AT THE OFFICE OF THE IG, WHICH WILL, IN TURN, INITlI 
NECESSARY TASKING FOR DIA SUPPORT.' REQUESTS FOR DIA DOCUMENT5 
REPORTS SHOULD BE MADE BY THE NON-DIA INSPECTORS TO THE IG, W: 
RESPONSIBLE FOR PROVIDING. THE REQUESTED DOCUMENTS, PROVISION 
DOCUMENTS BY A [ 
AUTHORIZED. 

ELEMENT DIRECTLY TO A NON-DIA INSPECTOR I S 
ADDITIONALLY, ri V ¡ELEMENTS ARE INSTRUCTED TO FOR 

AFTER-ACTION REPORTS OF NON-DIA INSPECTIONS THROUGH THE IG TO | 
MANAGEMENT. THESE AFTER ACTION REPORTS ARE TO BE SUBMITTED NQT LATER 
THAN 72 HOURS AFTER THE CONCLUSION OF THE INSPECTION. 

4 . OTHER IG ISSUE : THE 
,VACftN.Cy._ìN THE••! . / • • c y t 

IG CURRENTLY HAS AN! 
V I F ANY I 

ROTATING IN THE NEAR FUTURE ARE INTERESTED IN AN 
OPPORTUNITY TO SERVE IN THE IG. PLEASE CONTACT.. . ̂  V 
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S-0188/IG 

To: 

3 E C R E T / / N O r O R N / / X l 

DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, U.C. 20340-

3 June 2002 

Assistant to the Secretary of Defense for 
Intelligence Oversight 

7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 3|1 March 2002 

References: a. (U) DoD Directive 5240.1, "DoD Intelligence Activities" 

b. (U) DoD 5240.1 -R, "Procedures Governing the Activities of DofD Components 
that Affect U.S. Persons" 

c. (U) DIAR 60-4, "Procedures Governing D1A Intelligence Activ ties that Affect 
U.S. Persons" 

d. (U) Executive Order 12333, "United States Intelligence Activiti 

e. (U) Executive Order 12863, "President's Foreign Intelligence Aldvisory Board' 

(U) As required by references above, the Quarterly Intelligence Oversight Report 
Intelligence Agency for the period 1 January through 31 March 2002 is enclosed. 
information is required, please contact die Office of the General Counsel at 
the Office of the Inspector General at 

for the Defense 
If further 

or 

(b)(2),(b)(3): 
10 USC 424 

1 enclosure 
Quarterly Intelligence Oversight 
Report, 1 Jan through 31 Mar 02 

""^Sh^ff^s* 1 cy 

Thomas R Wilson " 
Vice Admiral, U.S. Navy 
Director 
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OECIŒT/mOFORN//Xl 
(U) QUARTERLY INTELLIGENCE OVERSIGHT REPOR r 

1 January through 31 March 2002 

1. (U) The Office of the Inspector General (IG) conducted the following intelligence oversight 
(10) activities: 

b. (U) Defense Intelligence Agency (DIA) message 121600Z MAR 02, subject: IG 10 Brief 
2-02, (enclosure 1) was dispatched to all DIA field elements. 

(b)(3):10 
use 424 

(b)(1),1.4(c) 

(b)(1),(b)(3):10 
USC 424,1.4 (c) 

c. fU//P»We»The IG conducted an inspection ofl • : 

found. 
U ; : - . • ^ „ •• y./'?., y-r ;̂• questionable 

e. (fii^tT) IG memorandum S-0112/IG, 13 March 2002. subject: Possible ^ 'iolation of E.O. 
12333 and DoD 5240,1-R. reported that a l ^ ^ V -

conducted questionable activities by engaging in 
A crimes report was filed with the Department of Justice (DoJ) and 

investigations unit has opened a case on the issue. (IG Project No. 02-19 

f. ( m i m IG memorandum S-0069/IG. IS February 2002. subject: Possible 
E.O. 12333 and DoD 5240.1-R, reported that thel" 

mav have violatedV^ 
¡e 121 ùJvé if \ Aiifi* 

An IO investigation has been inmated. (IG Project No. 02-1977-MA-00 

g. (O)fflff) IG memorandum S-0276/IG, 27 July 2001, subject: Possible Vi( 
12333 and DoD 5240.1-R, reported that the! 
may have violated 

An IO investigation was initiated and field work commenced 
2001, The project is ongoing. No change from last report. (IG Project > 
056) 

Derived From: D 
Declassify On: X: 
Date of Source: C 
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h. (3/Jl1P5rlG memorandum S-0073/IG, 12 March 2001, subject: Possible \ 

12333 and DoD 5240.I-R, reported that a civilian assigned to DO may h. 
Procedure 15 through the unauthorized funding of a federal law enforcenL 
10 investigation has been initiated. No change from last report. (IG Proj 
MA-056) 

iolation of E.O. 
violated 

ent project. An 
bet No. 01-1935-

i. (SZ/lIP) IG memorandum S-0429/IG, 17 November 2000? subject: Possi >le Violation of 
E.O. 12333 and DoD 5240.1-R, reported that ^yK 
Directorate for Information Systems and Services (DS), may have violatejd 
through the unauthorized provision of intelligence support to a federal la 
agency. An 10 investigation has been initiated. No change from last rep 
No. 01-Î919-MA-056) 

(b)(3):'0| 
Procedure 12 USC 4; >4 

v enforcement 
irt. (IG Project 

K m t H l l 

• ̂  /j'̂ -it: I' '«.• ^ ï i " . ». ' - ~ " 

(b)(2) 
(b)(3):10 
USC 424 

1. (QffHF) IG memorandum S-0102/IG, 17 March 2000, subject: Possible' 
12333 and DoD 5240 1-R, reported that anf 
may have violatedr ' ' 

[• . ' ¿ ¿ ^ . ¿ ¿ w ^ Thd'i* * ' 'e' 
Fe I has the matter under investigation in concert with the 

uivesuganon and t h e - l.-' Thesubjec 
returned to his parent service and the investigation continues. No change 
report. (IG Project No. 00-1884-MA-056) 

m.-^Q/ftfP) IG memorandum S-0421/IG, 4 November 1999. subject: Possib 
E.O. 12333 and DoD 5240.1-R. reported thatl • 

(b)(1), 1.4 (c) * may hâve violated 

(b)(1),1.4 (c) " 

i;:1. • in connectio ti with 
The matter has been refected to the IG investigations 

since last report. (IG Project No. 00-1864-MA-056) 
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SECMT//N0F0RN//X1 
n. « M 

(b)(1),1.4(c) 

0. -flä/flitp) IG memorandum U-0022/IG, 26 January 1998, subject: Possible 
, E.O. 12333 and DoD 5240.1-R, reported that a 

might have resulted in questionable a< 
initiated an investigation and DoJ has accepted the case for prosecution, 
last report, (IG Project No. 98-1731-HQ-056) 

ctivities. The IG 
vlo change from 

p. -{8) An investigation into criminal misconduct by several current and fom i 
personnel continues as reported in IG memorandum U-7641-95/IGI. 3 * 
subject: Referral of Allegation Againsfr£%:' 

er DIA 
ober 1995, 

DoJ bas declined to 
Oct 

prosecute. The DIA case is closed. (IG Project No. 96-4289-01-064) 

:ary 2. (U) Within the Office of the General Counsel (GC)]/ / 'y ¡attorneys, a secret 
assistant, and a paralegal specialist review GC files on a continuing basis as 
day-to-day operations. All files are reviewed for regulatory compliance whei i 
periodically considered for destruction, retention, or storage. The following 
were taken: 

, a staff (b)(2) (b)(3) 
tfiey are used in 0 u s c 424 

they are 
pecific actions 

(b)(2).(b)(3):1 
0 USC 424 

(b)(3):10 USC 424 

a. Hatto review ongoing V.CÔ&'ci&ï:.: 

assure compliance with oversight responsibilities. One attorney assures c 
corporate DIA activities not involving DHS. One attorney made presents 

: -.. ; the Air Force Office of Special Investigati 
Southern Command^ 
attorney briefed IO issues with DIA personnel across several directorates 
addressed oversight issues w i t h ) ' • • • y - y J . ^ f T r . . j e l e g 
agency and provided advice on An attorney participated in a 

at the Military Officer Familiarization Course. 

b. (U/yPOUO) GC reported one incident of criminal activity to DoJ during t 

GECRET//N0F0RN//X1 

(bXD,(b)(S): 
use 
424,(b)(3) 
USC 403, 

;50 
4(c) 

Violation of 
(b)(1),1 ' 

(b)(2),(b)(6 

•• "(b)(2) 

ompliance for 
tions to the 
>ns; the U.S. 
Another (b)(3):10 
One attorney usc 424 

ents of the (b) 2) 

le quarter. 
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SECRET//NOFORN//X1 

(b)(2),(b)(3):i 
0 use 424 

3. (U) The Directorate for Administration was involved in the following oversi; ;ht activities: 

a. (U) 10 reviews were conducted in each of the major elements to ensure t iat prohibited 
personnel revi ¡wed 10 material was not retained in files. During this quarterfpy 

procedures. Additionally,[£^studentsl : : ;: t>IA an<j£_V_ 
instruction as part of the following^. • •:: 

non-DIA) rece ived 10 

NUMBER COURSE 

National Intelligence Course 
Collection Management for Analysts Course 
Intelligence Collection Manager Course 
Sensitive Compartmented Information Control Officer Co 
Mobile Collection Managers Course 
Mobile SCI Security Officers Course 
Counterintelligence Support Course 

Lirse 

b. (U) The Office for Procurement did not initiate any contract action: 
Procedure 11, DoD 5240.1-R, during this reporting period. There were 
required contractor performance under DIAR 60-4. 

new civilian and milita y employees. c. (U) The Office for Human Resources briefed 
Each new employee was: 

Informed in writing of the existence and importance of DIAR 60-4 

Provided copies of the documents cited in paragraph 7.c.(2), DIAR 6( 

Advised to review DIAR 60-4 for information which may pertain to t 
duty assignments 

• Informed of their responsibilities to report questionable activities to CjC or IG 

4. (U'/POUO) The Directorate for Policy Support reviewed all files during the t|eporting period 
and found no prohibited material. Specific actions follow: 

(b)(3):10 
USC 424 

(b)(2),(b)(3): 1 
0 USC 424 

(b)<2) 
(b)(2), <b)(3):1 -
0 USC 424 

a. (ÜflFÖUO) The 
oversight inspections at ; different sites and uiclui 

2 c o n d u c t e d j ; . ; 

courses: 
<b)(3):i0 
USC 424 

that fell under 
no contracts that 

(b)(2), (b)(3):1 
0 USC 424 

-4 

ie i r s p e c i f i c 

contractors. 
the final annual report for all DLA[ the Office of the Secretary of defense. There 
was nc ;';' training bulletin this quarter, (b)(2) 

b. (UATOUO^A total of £]personnel assigned toVy • 
were confirmed to be in receipt of 10 regulations and guidance. 

3ECRET//NOFORN//X1 

submitted 
(b)(2),(b)(: 
0 USC 42' 

(b)(3):10 
USC 424 

(b)(3):10 
USC 424 
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(b)(3):10 
USC 424 

(b)(2) 

(b)(1).(b)(3):i0 
USC 424.1.4(c) 

(b)(3): 10 
USC 424 

SECRET//NOFORN//X1 
5. (U) The Directorate for Analysis and Production (DB reported that :••; person neL assigned to 

~ *""" *" ' ; 'O*':-. . ^ completed the DI Command Element and the 
quarter. 

6. (U) The Directorate for Intelligence, Joint Staff, reported that|\ , y personnel 
training during this quarter. The training emphasized who may or may not : 

; and the restrictions contained in DoD 5240.1 -R. 

7. (U) The Joint Military Intelligence Col lege provided 10 instruction to person 
courses noted below. Additionally, " i faculty members reviewed 10 directiv e: 

M M E S S 

iel in the 
s . 

COURSE 

National Security Structure and Policy 
Information Technologies in the Cyber Era 
Leadership, Management and Coordination in the Intelligi ncc Community 
The National Foreign Intelligence Community 
The Law and Intelligence 
Congress and U.S. Intelligence 
Intelligence Relations and Allied Nations 

8. tO'WíT) DO reported thatl; • • Personnel received 10 training, including 
processed by the 
review during the quarter. 

luc id i Additionally,! ;. personnel pejfc 

reported tha ersons 

e ¡ved IO training 
ud DIAR 60-4. 

9. ( U ) • . < ; • •; ' p .. • r. 
participated in a files review this quarter. 

10. (U//TOUO) DS reported that},.;; : . [personnel reviewed 10 procedures and rec 
this quarter. The materials reviewed included E.O. 12333, DoD 5240.1-R, a 

11. (U) This Diversity Management and Equal Opportunity Office did not condui t IO related 
training this quarter. 

12. (U) The Office of the Comptroller did not conduct 10 training this quarter. 

13. (U) The Plans, Programs, and Operations Staff (PO) reported thai aersonr 
training this quarter and conducted a review of PO files. No prohibited mate 

14. (U) The Directorate for Military Intelligence (DM) reported that it has issued 
package to all assigned personnel via e-mail with read receipts to verify train 

(b)(3):10 
USC 424 

15. (U)The P reviewed holdings for compiianc 
were noted. Copies of 10 regulations were disseminated to all subordinate o 

3ECRET//NOFORN//X1 

IO training this 3)h 
¡41 

eceived ÍO -(b)(2),(b)(3): i 
0 use 424 

(b)(2) 

ne\f personnel 
brmed files 

•(b)(2),(b¡ 
OUSC 

>)[31:1 
4:>4| 

(b)(2),(b)( 3] 
ousc 4: 

el received 10 
•ial was found. 

a n I O t r a in ing 
m g c o m p l e t i o n . 

s. No violations 
ïïces. 
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SECRET//N0F0RN//X1 
16- t^DIA roanageraent continued to emphasize the importance of personnel b îing familiar 

with IO regulations. Training was provided tc personnel that addresse 1 DIAR 60-4 
andDoD 5240.1-R and/or reviewed files for IO content during the period 1 jjanuary through 
31 March 2002. 

(b)(2),(b)(3):1 
0 USC 424 

1 Enclosure 
DIA msg 121600Z MAR 02, 
Subj: IG Intelligence Oversight 
Brief 2-02, (90HT), 1 cy 

b)(3):10 
)SC 424 

6 
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min iüjbu'J ainn 

IIBWIBP 
>AGE:0001 

INQUIR£=DOC63D 
ITEM N0= .00044809 
ENVELOPE 
RAACZYUW RUEKDIA0641 0721819-CCCC--RUEALGX. 
ZNY OOOOQ 
HEADER 
R 1 2 1 6 0 0 Z MAR 0 2 
FH DIA WASHINGTON DC//IG// 

[ 
•(b)(2),(b)(3):1 OL SC 424 

(b)(1), j.4(C) 

RDFGCIN/USCINCEUR VAIHINGEN GS 
rhhmoha/uscikcpac Honolulu h i / . 
RÜCJACC/USCINCCENT MACDILL ÄFB 
RUCBACM/C2NCUSACQM NORFOLK VA," 
RHCUAAA/USCINCTRAKS SCOTT AFB 
RUCJBBA/USCINCSOCOM MACDILL AFB FL? 
RUPEUNA/USCINCSPACE PETERSON AFB CO-} 
RUCUSTR/HO USSTRATCOM OPFOTT AFB NE.. 

£ 
(b)(2) 

(b)(3):10 
USC 424 

RU3AXGX/SAFE WASHINGTON DC 
BT 
CONTROLS 
i 8 I t P I B C I ! T ! >1 L i ropp im 
SECTION 1 OF 2 

T H I S I S A COMBINED MESSAGE <•** 
BODY 
SUBJ: IG INTELLIGENCE OVERSIGHT BRIEF 2 - 0 2 
i 8 ii n g t i n 1 m li ii 9 f n n 

(TJ) 
1 8 B 1111 I * Ii II 8 

1 . (U) ADDRESSEES AHE REQUESTED TO ENSURE THAT ALL UNIT PERSONNEL 
ARE INFORMED OF THE CONTENTS OF THIS MESSAGE, 
2 , (U) IG FEEDBACK. COMMENCING WITH THIS NUMBER OF THE IG 
INTELLIGENCE OVERSIGHT BRIEF WE HAVE ADDED A PARAGRAPH TITLED " I p 
FEEDBACK." T H I S I S A FORUM TO COMMUNICATE IG ISSUES OF INTERES1 
WHICH EXTEND BEYOND THE S P E C I F I C PROVISIONS OF INTELLIGENCE 
OVERSIGHT AND MAY BE OF VALUE TO M A EMPLOYEES WORLDWIDE. THIS 
SECTION WILL ALSO BE PUBLISHED I N OTHER COMMUNICATION CHANNELS fl(ND 
WILL BE POSTED ON THE DIA IG WEBSITE. 
3 : i e> r / ug ) • h i - - ; - - . - - v — - ? : : • • • ; - , y | m THE POST 9 / 1 1 ENVIRONMENT. 
SINCE THE ATTACK ON THE WORLD TRADE CENTER AND PENTAGON ÄND THE 
ENSUING COMBAT OPERATIONS ; . : : > y . , j W E HAVE RECEIVED SEVERS|L 
QUERIES ON THE APPLICABILITY OF EXECUTIVE ORDER 1 2 3 3 3 AND THE 
DERIVATIVE DOD 5 2 4 0 . 1 - R . THE SHORT ANSWER I S THAT THERE I S NO 

' OOHPIDOHTIMJ 

umwim 
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?AGE : 0002 
CHANGE. DOD 5 2 4 D . 1 - R CONTAINS SUFFICIENTLY BROAD AUTHORITIES F0 t 

- ' IwXTBOPT FURTHER MODIFICATION. I P THERE EXISTS REASONABL 
BELIEF (A TERM DEFINED I N DOD 5 2 4 0 . 1 - R ) THAT A U . S . PERSON MEETS 
THE CRITERIA CONTAINED IK PROCEDURE 2 THEN M •'•." • • : ~ ~ 1 m A Y BE 
ACCOMPLISHED I H ACCORDANCE WITH THE REGULATION. 

(U/l'TOMlM JtljTELLIGENCE OVERSIGHT (IO) OFp~S JCtjTB: 
IH EARLIER MESSAGES IN THIS SERIES HB CLARIFIE i 

THAT DIA ELEMENTS ARE NOT REQUIRED TO PROVIDE 1 0 TRAINING FOR 
PERSONNEL EXCEPT I N THOSE FEW CASES WHERE THEY HAVE A DEFINED 

FUNCTION. HOWEVER, THIS PROVISION DOES NOT 
NEGATE THE REQUIREMENT TO REVIEW THE FILES OP ['';;•> PERSONNEL 
PERIODICALLY TO ENSURE THAT ANY INFORMATION ON TJ.S. PERSONS I S 
APPROPRIATELY MAINTAINED. 

[ •'• 1 UTILIZE 
FOR EXAMPLE 

AJPTON F)N U . S . 

• TO MAINTAIN GUEST 
LISTS FOR REPRESENTATIONAL FUNCTIONS OR TO REFERENCE U . S . 
CORPORATIONS WHO HAVE MILITARY RELATED COMMERCIAL CONTACTS WITH 

\ .• .. | TO FACILITATE THE ADMINISTRATION OF SECURITY 
ASSISTANCE R E S P O N S I B I L I T I E S . SUCH INFORMATION MEETS THE CRITERI 
OF DOD 5 2 4 0 . 1 - R , PROCEDURE 2 , CATEGORY 1 3 , "ADMINISTRATIVE 
PURPOSES • " SIMILARLY, r . : I EMPLOYEES MAY BE [ ' '.'•"•• - • ' ' "" V ' ' • 

ras 

WHCH CONTAIN INFORMATION ON U . S . PERSONS. THCS 

\S 
FUNCTION FALLS WITHIN THE AUTH0RITIB3 OV PROCEDURE 2 , CATEGORY 2 
"PUBLICLY AVAILABLE INFORMATION.» K' :• ;fe|FILSS SHOULD BE REVIEWED 
PART OF THE' OFFICE ANNUAL FILES REVIEW TO ENSURE THAT THERE I S Nt> 
PROHIBITED MATERIAL. 
5 . W / m i m INTELLIGENCE INFORMATION REPORT ( H R ) REVIEW. YOUfe 
ATTENTION I S DIRECTED TO A MESSAGE FROM DIA WASHINGTON DCf XYTY1 M I *>JLTR> PPO FT«* ».1R«Y/RTÏ KMMMT/NWT IMI*M mm If.- •Sr'-• V1- • ••• • •• • DTG 07X342Z FEB 02. WHICH ANNOUNCED THAT THE p 

HAS BEEN RENAMED AS THE 
1 THIS OFFICE I S RESPONSIBLE FOR REVIEWING INC0 4ING 

iMS 

11RS TO ENSURE THAT THE REPORTS CORRECTLY CITE THE APPROPRIATE 
CATEGORY FOR U . S . PERSONS 
S . (U) IG FEEDBACK: THE IG WORKFORCE ASSISTANCE PROGRAM. MANY 
DIA EMPLOYEES ARE AWARE THAT ONE OF THE PRIMARY RESPONSIBILITIES 
OF AN IG I S TO PROVIDE BMPLOYEE OR WORKFORCE ASSISTANCE - WHICH 
INCLUDES EVERYTHING FROM PROVIDING GUIDANCE/ADVICE, TO ASSESSING 
GRIEVANCES, TO RESPONDING TO ALLEGATIONS OF MISCONDUCT. FROM 
OVER TH8 WORLD WE RECEIVE A STEADY FLOW OF LETTERS, E-MAILS, PHI 
CALLS, AND IN-PERSON V I S I T S FROM AGENCY EMPLOYEES (MILITARY AND 
CIVILIAN) . SOMETIMES THE COMMUNICATIONS ARE ANONYMOUS, SOME CO] 
WITH A REQUEST FOR CONFIDENTIALITY, AND STILL OTHERS ARE EXPRESS 
OPENLY, OCCASIONALLY WITH THE SUPPORT OF MANAGEMENT. REGARDLESS 
THE CIRCUMSTANCES, UNLESS THE REQUEST, COMPLAINT, OR ALLEGATION 
LUDICROUS AS TO BE IMPLAUSIBLE ON I T S FACE, WE ARE OBLIGED TO LO 
INTO THE MATTER. EMPLOYEE COMMUNICATIONS TO THE IG INCLUDE JUST 
ABOUT EVERY TOPIC IMAGINABLE! QUESTIONS RESULTING FROM IG AUDI 
INSPECTIONS, REQUESTS FOR CLARIFICATION OF REGULATIONS, REQUESTS 
HELP IN RESOLVING A SITUATION. WITH PAY OR TRAVEL, FORMAL COMPLAI 
OF ALLEGATIONS OF ADMINISTRATIVE MISCONDUCT BY AN INDIVIDUAL OR 
ELEMENT, AND ALLEGATIONS OF SERIOUS FELONY CRIMINAL ACTIVITY. 

(b)(2) 

"(b)(3):10 USC 424 
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PAGEt0003 

MANY TIMES EMPLOYEES COME TO THE IG BECAUSE THEY HAVE A SENSE OP 
DUTY TO REPORT, AND OTHER TIMES BECAUSE THEY FEEL THEY HAVE NO 
WHERE ELSE TO GO. WE ALWAYS ENCOURAGE EMPLOYEES F I R S T TO FULLY 
U T I L I Z E THEIR FORMAL AND INFORMAL MANAGEMENT/AGENCY COMMUNICATION OR 
GRIEVANCE PROCESS - - UNLESS I T INVOLVES A VIOLATION OF LAW, SERIPUS 
ADMINISTRATIVE MISCONDUCT, OR WHEN WE FORESEE POTENTIAL ADVERSE 
CONSEQUENCES. MANY ISSUES PRESENTED TO THE IG ARB RESOLVED 
THROUGH INFORMAL DISCUSSION WITH IG AUDITORS, INSPECTORS, AND/OR 
INVESTIGATORS. OTHERS ARE CONCLUDED BY PROVIDING INFORMATION OR 
BY PUTTING EMPLOYEES I N CONTACT WITH APPROPRIATE EXPERTS I N THE 
AGENCY OR ELSEWHERE. HOWEVER, THE DECISION WHETHER TO 
EMPLOY OTHER CHANNELS OF COMMUNICATION/RESOLUTION F I R S T L I E S STRICTLY 
WITH THE EMPLOYEE, EXCEPT I N ONE AREA. THE IG I S GENERALLY NOT 
APPROPRIATE VENUE FOR MOST PERSONNEL ISSUES. BOTH MILITARY AND 
CIVILIAN EMPLOYEES WITH PERSONNEL GRIEVANCES ARE REQUIRED TO ENGKGE 
THEIR SUPERVISORY CHAIN .OR THEIR SERVICING PERSONNEL OFFICE F I R S T . 
OF COURSE, I F OTHER ALLEGATIONS ARE ASSOCIATED WITH SUCH A GRIEVANCE, 
T H I S OBLIGATION MAY NOT BE APPLICABLE. IN ADDITION, WE GENERALLY DO 
NOT BECOME INVOLVED I N SECURITY RELATED ISSUES. UNLESS THERE I S *N 
ASSOCIATED CRIMINAL ASPECT AS WELL. IN ALL CASES OF COMPLAINTS (THE 
IG STAFF REVIEWS CAREFULLY THE INFORMATION PROVIDED FOR FACTUAL 
CONTENT, AND FOR APPLICABILITY TO LAW, DIRECTIVE, POLICY, ETC. SOME 
ISSUES ARE EASILY RESOLVED THROUGH EDUCATION OR MINIMUM RESEARCH. 
OTHERS ARE MORE COMPLEX, RESOURCE-INTENSIVE, AND VERY TIME CONSUMING. 
OFTEN WE CAN CONCLUDE THAT AN ISSUE I S PRIMARILY WITHIN THE PURVCBW 
OF MANAGEMENT. EXCEPT FOR VERY UNUSUAL CIRCUMSTANCES, WE WILL T iEN 
REFER THE CASE TO THE APPROPRIATE KEY COMPONENT [KC) TO CONDUCT 
FORMAL INQUIRY IAW DIAM G O - 1 . THE KC I S REQUIRED TO PROVIDE THE 
INQUIRY RESULTS TO THE I G FOR REVIEW. WHEN ALLEGATIONS INCLUDE pOTH 
SERIOUS VIOLATIONS OF LAW AND ADMINISTRATIVE MISCONDUCT, AN I G 
INVESTIGATOR AND THE INQUIRY OFFICER MAY CONDUCT COLLABORATIVE, 
PARALLEL ASSESSMENTS. I P THE ALLEGATIONS ARE OF A SERIOUS NATOR 
THE IG WILL UNDERTAKE AN INDEPENDENT INVESTIGATION. ON OCCASION THE 
IG WILL WORK SOME CASES JOINTLY WITH AN APPROPRIATE OUTS I D E CRIMINAL 
INVESTIGATIVE AGENCY SUCH AS THE DEFENSE CRIMINAL INVESTIGATIVE 
SERVICE, ONE OF THE MILITARY CRIMINAL INVESTIGATIVE ORGANIZATION^, 
THE FEDERAL BUREAU OF INVESTIGATION, ETC. A RELATIVELY SMALL 
PERCENTAGE OF IG COMPLAINTS ARE UNFOUNDED OR WITHOUT SUBSTANCE 
WHEN THIS OCCURS, HOWEVER, WE FIND MOST OFTEN THE COMPLAINANT SIMPLY 
MISUNDERSTOOD THE CIRCUMSTANCES. WHERE ALLEGATIONS ARE 
SUBSTANTIATED, THE I G WILL ISSUE AN EVIDENCE-BASED REPORT. FURjTHBR, 
IN CASES OF SUBSTANTIATED CRIMINAL CONDUCT, IG CRIMINAL INVESTIGATORS 
WILL PRESENT CASES TO FEDERAL AND MILITARY PROSECUTORS. THEY WIUC, 
CONTINUE TO A S S I S T THE PROSECUTORS AS MAY BE REQUESTED, TO INCLCpE 
TESTIFYING BEFORE FEDERAL GRAND ¿JURIES AND IN OTHER COURT 
PROCEEDINGS. I N ALL CASES WHERE ALLEGATIONS ARE SUBSTANTIATED, (THE 
INVESTIGATION REPORT I S SENT TO THE KC CONCERNED FOR APPROPRIATE 
ADMINISTRATIVE ACTION, CONSISTENT WITH ANY ACTION WHICH MIGHT BE 

/ • * * * * * BEGINNING OF SECTION 0 0 2 * * * * * * / 
• O ' C ii p i p n h T 8 J» .a 
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TO? 

FINAL SECTION OF 2 
TAKEN BY THE SERVICE COMMAND AUTHORITY OR THE DEPARTMENT OF JUST: 
I T I S IMPORTANT TO EMPHASIZE THAT THE GREAT MAJORITY OF DIA 
EMPLOYEES PERFORM THEIR DUTIES WITH INTEGRITY, STRIVING ALWAYS T b 
DO WHAT I S RIGHT AND FAIR, SADLY, THERE ARE A FEW WHO DO NOT. ÜUT 
WE ALL CAN COUNT ON ONE ASPECT OF HUMAN NATURE i HONEST PEOPLE W ;LL 
PUT UP WITH IMPROPER BEHAVIOR BY OTHERS ONLY SO LONG. THEN, SOOl IER 
OR LATER THEY GET FED UP AND REPORT I T TO THEIR MANAGEMENT AND/OR 
THE I G . WE ALWAYS ENCOURAGE "SOONER. » (WRITTEN BY | '.',...-• 

:'AGE: 0004 

CE. 

DERIVED FROM: 
ADMIN 
DECLASSIFY ON: 
DATE OF SOURCE: 
BT 
# 0 6 4 2 

DHS SCG 

OCTOBER 1 9 9 7 

" (b)(3):10USC424 
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S-06-0089/IG 

0 E C I Œ T O ( O F O R N / V 2 0 3 1 0 2 2 0 

DEFENSE INTELLIGENCE AGENCY 

WASHINGTON. M 1UHO-ÎIOII 

24 March 2006 

To; Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject; (V) Quarterly Intelligence Oversight Report for 1 October to 31 Dc cember 2005 

References: a. (U) Executive Order 12333, "United States Intelligence Activities," 4 December 
1981 

b. (U) Executive Order 12863, "President's Foreign Intelligence Ajdvisory Board," 
13 September 1993 

c. (U) DoD Directive 5240.1, "DoD Intelligence Activities," 25 Ajpril 1988 

d. (U) DoD 5240.1 -R, "Procedures Governing the Activities ofDtjiD Components 
that Affect U.S. Persons," December 1982 

e. (U) DIAR 60-4, "Procedures Governing DIA Intelligence Activities That Affect 
U.S. Persons," 3 December 1997 

(U) As required by above references, the Defense Intelligence Agency Quarterlj 
Oversight Report for the period 1 October through 31 December 2005 is enclosi 
information, please contact the Office of the General Counsel al 
the Inspector General at 

(b)(2),(b)(3): 
10 USC 424 

Enclosure 
Quarterly Intelligence Oversight 
Report, 1 Oct through 31 Dec 05 
(CiWO, 1 cy 

cc: 
DR 
DD 

REGRADEO UNCLASSIFIED WHEN 
SEPARATED FROM CLASSIFIED ENCLOSURE 

fiECIlET//NOrOnN//203102Ì0 

Intelligence 
d. For further 
)r the Office of 

(b)(2),(b)(3):10 
USC 424 

(b)(3): 10 
USC 424 

[IFF 123 



OECR£T//NOrORN//2()310220 
<U) QUARTERLY INTELLIGENCE OVERSIGHT REPORT 

1 October through 31 December 2005 

1. (U) The Office of the Inspector General (OIG) reported the following intellig 
(10) activities: ( b ) ( 2 ) 

:nce oversight 
b)(3):10 USC 424 

a. (IWTOUOTj OIG conducted a general inspection of 
and found no questionable activities. 

b. (UWrOUO) OIG provided extensive support to investigations and inquire s by the 
Department of Defense fDoDl OIG pertaining to detainee/prisoner abuse il legations, 

(b)(2) National Congress, and ¿¡These are ongoing projec ts 

c. (UiTQUQ) OIG provided 10 consultations for outbound defense attachés 

d. (WTQUO) OIG provided 10 training to the Today's Intelligence Profess 3i 
the Staff Operations Course-Operating Base; and DIA 101; totaling! i lp« 

e. (U) OIG disseminated the (0 quarterly brief to all DIA field activities (en 

(b)(1),(b)(3): 10' 
USC 424 

(b)(1), 1.4(c) 

f. "(S/MD OIG memorandum S-0235/IG, subject: "Possible Violation of E. 
DoD 5240.1 -R," 13 May 2005, reported that the office of the 

• 'p-: ' • jOflice of Operations (OP), might havi' 
questionable activities consisting of an[_ 

The investigation is ongoing. (Project 05-2555-MA-0 

g. y W f O O l G memorandum S-0172/IG,subject 
DoD 5240.1-R," 7 April 2005, reported thatafc^,--
Directorate for Human Intelligence (DH), 

itionofE. 
;^[ass jgnedi 3 

' • '• allegedly committed two incidents of prisoner abusé. The O [G 
substantiated the allegations and the subject resigned from DIA employrri nt. (Project 
Û5-2566-MA-056). (b)(i),l.4 (c) 

2. (U) Within the Office of the General Counsel (GC)| "^attorneys, a paralegal, 
administrative officer, and an executive officer, review active files on a contii 

a secretary, an 
uing basis as 
a regular item 
iancewith f>:10 

oversight guidance, in contemplation of the office's move to Boiling Air Force fcase. ^ 

referenced in day-to-day work. Compliance with oversight requirements was 
of consideration. All GC files were reviewed and brought into comp 

(b)(2),(b)(3) 
:10 USC 
424 

Derived from: DIA 
Declassify on; 2031 
Date of source: 1 0 : 

j j i ECRET//?(QFQIH>i//20310220 

0 

(b)(3): 10 
USC 42 

nais Course; 
rsons. 

losure 1). 

t>, 12333 and 

(b)(2),(b)(3) 
USC 424 

10 

engaged in 
3 

6). 

' (b)(1),(b)(3 
10 USC 424 

(b)(1),1.4 (<:) 

3.12333 and 
the (b)(3): 10 US 

(b)(1), 1.4(c) 

HUMINT SCCi 
3228 
tober 2004 
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a. (U) An attorney continued to monitor activities and conduct oversight ins truction 
required off- ;."•3; J.;';.;•; •: . r " :,i:::jland participated in 
several oversight classes. An attorney reviewed contractual matters advi: ing on 
correction, amendments, and modifications. [¡^¿.¿(attorneys reviewed anc 
regard to: 

(U) human intelligence (HUMINT) operational matters 

(b)(2) 

(b)(2),(b)(3):10 USC 424 

• (U) security issues 

• (U) coumertemmst 

m (b)(2) 
(U) joint operations 

(U) assistance to law enforcement, to assure compliance with oversig 
responsibilities. 

b. fUWgye) One attorney reviewed several|;;^y>>; 
oversight and security due process activities and instructed .. | ¡ontractor 

personnel 

c. (UrtTOW) An attorney lectured on oversight syibiects to DH contractors 
cover support elements, thq , , , ,, - t . ajidthe Milita y Officer 
Familiarization Course. He continues to work with the Under Secretary iff Defense 
(Intelligence) revising collection procedures. 

d. (UHMHiG) One attorney has counseled DH personnel regarding Procedi 
and resolved a potentially difficult situation. 

(b)(2),(b)(3): 1 
0 U S C 4 2 4 

e. (U/iVOUOj GC reported no incidents of criminal activity to the Department of Justice 
during the quarter. 

3. (U) Directorate for Administration (DA) was involved in the following overs ight activities: 

a. (UffWSO) Ofp^-vi] personnel assigned, employees participated in qi arterly reviews, 
and were made aware of 10 responsibilities through distributed copies of 
sections of DoD regulations placed in their in-processing packets. 

(b)(3):' 
counseled with USC 41 »41 

it 

(b)(3):10 US 

other: agency 

(b)(3): 10l 
USC 4 2 4 

re 10 matters 

appropriate (b)(2),(b; 
10 USC 

b. (IWPOUO1) A 100 percent verification of entries in DA's automated databases was 
conducted to ensure no individual names or corporations/organizations u 
inadvertently entered into the database, except as provided for m DoD 52 

ere 
40.1-R. 

c. (UHP9W} The administrative supervisors presented a reminder briefing 
handling personnel, regarding prescribed and authorized materials and pi ocedures. 

2 

ÖE CREIWNOrQRJ J//Ì03102Î8 

to assigned data 
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4. (U) During this period 
Capita! reo 

NUMBER 

personnel trained by the Directorate fo r 
Capita! received 10 instruction in the courses noted below: (b)(2 

COURSÇ U S C 

Intelligence Collection Managers Course (ICMC) 
Intelligence Collection Course 

(b)(2),(b)(3): 
10 USC 4 2 4 

Human 
,(b)(3):10 
4 2 4 

Tomorrows Intelligence Professionals 
National Intelligence Course (NIC) 
Intelligence Oversight Course 
Attaché Training Program 
Attaché Staff Operations Course 
Total (185 DIA employees; 155 students) 

5. (U) The Joint Military Intelligence College (MC) provided 10 instruction to jjersonnel in the 
courses noted below: 

N' 

(b)(2),(b)(3): 
10 USC 4 2 4 

IMBER CQWSE 
Intelligence Collection: Evidence for Analysis 
HUMINT 
United States Intelligence Organizations 
Intelligence in ITS History Military History 
National Security Structure and Policy 
Leadership, Mgnit, and Coordination in the Intelligence Community 
Total 

(U) MC also provided refresher training forQcivilian, military, and contrae 

6. (U) The Directorate for Analysis (DI) reported that of the'. [personnel as; 
participated in training this quarter. In addition, DI reported that files reviewed during this 
reporting period revealed no prohibited material. 

(U) The Directorate for Intelligence (J2) reported thai ' l personnel participât 
review. J2 disseminated information concerning 10 responsibilities and inte; 
discs to all subordinate elements during this quarter, and procured additional 
elements to watch. Additionally, J2 conducted a review of 10 officers to ens-
active employees of DIA and fulfilling their duties as 10 officers. Numerous 
continue periodic file reviews to ensure compliance with all 10 issuances. J2 
with its 10 program. 

, (OMfftDH reported thai*' ¡personnel received 10 training. Additionally;: 
performed file reviews during the quarter. In addition, newcomers received 
training at DIA 101 and thep" 
videos were provided to the forward support offices and liaison offices that 

" stressed 10 responsibilities during in processing, 

BE CRET;'/NOrORH//2Q310338 

, e m p ! o y e e s (b)(2),(b)(3): 
10 USC 4 2 4 igned, 

:d in the file 
:r ictive training 

O videos for 
ifte all were still 
J2 elements 
also assisted DI 

personnel 
Miai IO 

newcomer's tri lining. Training 
: a e external to 

EFF 126 



3ECIUjlT//NOrQRN//20310220 
9. (U) The Directorate for Measurement and Signature Intelligence and Techni :al Collection 

1 in review and oversight training.... 

10. (U) TbeJDirectorate for Information Management and Chief Information Off icer reported 10 U S C ' \%A 
thai personnel reviewed 10 procedures and received 10 training this qua ier. 

11. (U) The Office of Equal Opportunity and Equal Employment Opportunity di i not report any 
10 training for this quarter. They did not report any incidents. 

12. (U) The Chief Financial Executive <FE) reported that no employees particips ted in 10 
training this quarter. The office developed a cover sheet explaining lO appli ration to the FE 
community, which will be incorporated into training during the next quarter. There were no 
reports of activities believed to be illegal, contrary to executive order or appl icable DoD 
policy. 

13. (U) The Chief of Staff (CS) reported;- ' -V '.personnel participated in a file 5 review and 
n was found no 10 relevant information. Additionally, 10 responsibility informatk 

disseminated to all CS personnel. 

14. (U) OP reported no assigned personnel trained on 10 during this quarter. 

13. (U)The Office of International Engagement reported 100 percent of assigne« I 
1.1, /¡received 10 training, 

16. (U) The Chief Acquisition Executive (AE) reported tha|l?jpersonnel partici sated in files 

(b)(2),(b) 

review during this quarter. Further, the AE staff has increased personnel assigned to various 
locations in support oil .¿•• 'Z'v;: -^¡activities in the < !entral 
Command area of operations. In addition, AE stated that the staff follows D A Manual 
(DfAM) 44-2 to ensure compliance with paragraph 7,d., DIA Regulation (DJ AR) 60-4. 

17. (U) Thí : reportedlipersonne participated in 
10 training. Procedures 1, 2,3,4,12, and I S, were covered witiTspecial emj >hasis placed on 
procedures 2 ,3 , and 4, concerning the collection of information of U.S. pers >n(s). 

18. <U) H» Office of Congressional and Public Affairs reported 100 percent of: issigned 
personnel received 10 training. 

19. (U) DIA management continued to emphasize the importance of personnel b ring familiar 
with 10 regulations. Training was provided tq^ rsonnel addressing E 
DoD 5240.1-R during the period 1 October through 31 December 2005. 

1 Enclosure 
OIG mesage 091500Z Dec .05, 
subj: IG 10 Brief F Y 06-01 (U) 
1 copy 

9ECRET//W QFORN//20310220 

I AR 60-4 and 

3): 
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R 091500Z DEC OS 
m m m s H i N G T O N DC//IG// 
• ' "(b)(2) 

RHMFISS/CDR USEUCOM VAIHINGEN GEWECK* m RHMRSS/CDR USTRANSCOM SCOTT AFB iU/TCld I 
RHHMUNA/CDR USPACOM HONOLULU HltfJQ04fl6g^f'- -H 
RHMFISS/CDR USPACOM HONOLULU HI//J004/IGT 
RHMRSS/CDR USCENTCOM MACDILL AF8 FL//Clfi . 
RHMFISS/CDR USSOCOM MACD1LL AFB FLZ/gCIG 
RHMFISS/CDR USSOUTHCOM MIAMI FL//IGÜ 
RUCBACM/CDR USJFCOM NORFOLK VA//IG 
RHMFISS/CDR UgJpgOM NORFOLK, VA/ZIGl 

RHMFISS/CDR USNORTHCOM//1G/DIA REP/J2-JA// 
RUCUSTR/CDR USSTRATCOM OFFUTT AFB NE//CC05/I(^ 
RHMFISS/CDR USSTRATCOM OFFUTT AFB N£//CC05/IG(i 
BT 

OONHOCHTIr tL 

SUBJECT: IG INTELLIGENCE OVERSIGHT BRIEF FY 06-01 (UJ 

1. (U) ADDRESSEES ARE REQUESTED TO ENSURE THAT ALL UNIT PERSON 
ARE INFORMED OF THE CONTENTS OF THIS MESSAGE. 

3 

)i(b)(3):10 USC 424 

(b)(2) 

NEL 

2. (UJ USCENTCOM POLICY. YOUR ATTENTION IS DIRECTED TO U.S CENTF AL 
COMMAND (USCENTCOM) POLICY MEMORANDUM. SUBJECT: USCENTCOM 'OLICY 
PROHIBITING PHOTOGRAPHING OR FILMING DETAINEES OF HUMAN CASU/ LTIES 
OR POSSESSING, DISTRIBUTING, OR POSTING VISUAL IMAGES DEPICTING 
HUMAN CASUALTIES. 21 OCTOBER 2005. THE POLICY AFFIRMS THE NEED "0 
ENSURE DETAINEES AND HUMAN CASUALTIES ARE TREATED IN ACCORDA MCE 
WITH ALL APPLICABLE LAWS AND REGULATIONS, AND UNDERSCORES TH£ 
IMPORTANCE OF RESPECTING THE DIGNITY OF HUMAN LIFE. THE POLICY 
PERTAINS NOT ONLY TO FOREIGN DETAINEES AND CASUALTIES. BUT ALS(|) TO 
UNITED STATES (U.S.) PERSONNEL. THIS IS A PUNITIVE POLICY. ALL DIA 
SUPERVISORS RESPONSIBLE FOR OPERATIONAL ACTIVITIES IN THE USCENTCOM 
AREA OF RESPONSIBILITY SHOULD ENSURE THAT ASSIGNED PERSONNNE. ARE 
FAMILIAR WITH ITS CONTENT. A COPY OF THE POLICY MEMORANDUM HA!$ BEEN 
POSTED ON THE IG WEBSITE ON BOTH JWlCS AND SIPRNET SYSTEMS 

3. (U)DOO INTELLIGENCE POLICY ON INTELLIGENCE SHARING FOR HOMELAND 
DEFENSE. THE UNDERSECRETARY OF DEFENSE (INTELLIGENCE) ISSUED V 
POLICY MEMORANDUM, 18 OCTOBER 2005, SUBJECT: DEPARTMENT OF 
DEFENSE'S STRATEGY FOR HOMELAND DEFENSE AND CIVIL SUPPORT ANp 
DEFENSE INTELLIGENCE AND COUNTERINTELLIGENCE THE POLICY MEM 
EMPHASIZES THAT, QUOTE, DEFENSE INTELLIGENCE AND COUNTERINTEL 
HAVE A RESPONSIBILITY TO ENSURE THAT THE INTELLIGENCE COMPONEJ 
THE DEPARTMENT OF HOMELAND SECURITY (DHS), DEPARTMENT OF JUSTIl 
OUR OTHER PARTNERS IN HOMELAND DEFENSE HAVE ACCESS TO APPR 
INTELLIGENCE AND INTELLIGENCE PRODUCTS OF THE DEPARTMENT THAT 
RELEVANT TO THE HOMELAND DEFENSE EFFORT. END QUOTE. THE MEM 
FURTHER STATES, THAT, QUOTE. WE MUST ENSURE THAT OUR ACTIONS 
UNDERMINE THE CIVIL RIGHTS OF U.S. PERSONS. END QUOTE. THE 

0RANOUM 
.IGENCE 

ÜTSOF 
ICE, AND 
RIATE 
ARE 
3RANDUM 

HO NOT 
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(b)(3): 10 
USC 424 

INTELLIGENCE OVERSIGHT POLICIES AN0 GUIDANCE CONTAINED IN EXEC 
ORDER 12333. OOD DIRECTIVE 5240.1, AND OOD 5240.1 -R REMAIN IN 
EFFECT. 

JTIVE 

4, (W PIG ADDRESS TO THE ASSOCIATION OF INSPECTORS GENERAL. 
v. I; JIG. PRESENTED COMMENTS TO THE ANNUAL 

COHERENCE OF THE ASSOCtATtON OF INSPECTORS GENERAL HELD IN 
ALEXANDRIA, VIRGINIA 3 NOV 05. THE CONFERENCE THEME WAS THE ROIÌE OF 
THE INSPECTOR GENERAL IN HOMELAND D E F E N S E , ' • • - ' • • .'•~'-iR£RS6 STATION 
IS PROVIDED FOR YOUR INFORMATION AND GUIDANCE. QUOTE, 

A. (U) THANK YOU FOR THE INVITATION TO PARTICIPATE IN THE 
INTELLIGENCE OVERSIGHT PANEL FOR THIS CONFERENCE- THIS IS A SUBJECT 
OF GREAT SIGNIFICANCE FOR ALL OF US HERE AND THE ORGANIZATIONS 
WHICH WE SERVE. 

B. (U) IN OCTOBER OF 20041 AND MY COLLEAGUES FROM THE 
INTELLIGENCE COMMUNITY INSPECTORS GENERAL HAD THE OPPORTUNIlY TO 
PARTICIPATE IN AN INTERNATIONAL FORUM CONSISTING OF GOVERNMEN FAL 
OVERSIGHT COMMITTEES AND INTELUGENCE INSPECTORS GENERAL CEf TERED ON 
THE THEME BALANCING NATIONAL SECURITY AND CONSTITUTIONAL PR1N< ¡IPLES 
WITHIN A DEMOCRACY. AMONG THE DELEGATES WERE REPRESENTATIVE S OF 
THE OVERSIGHT BODIES OF|'. ':. J - NA" IONS 
WHICH HAD EXPERIENCED THE USE OF INTELLIGENCE ORGANIZATIONS f< > 
SUPPRESS THE DEMOCRATIC ASPIRATIONS OF ITS POPULACE. THE ISSUE 
DISCUSSED DURING THAT CONFERENCE HAVE MANY PARALLELS WITH TK E 
CHALIANGES WHICH W6 AS INSPECTORS GENERAL ADDRESS ON A DAILY BASIS 
AS WE ARE ENGAGED IN THE DEFENSE OF OUR HOMELAND. THAT IS. HOV t DO 
WE EXECUTE OUR RESPONSIBILITIES TO ADVANCE THE MISSION IMPERATIVES 
OF NATIONAL LEVEL INTELUGENCE ACTIVITIES THROUGH PROCESS 
IMPROVEMENT AND IMPROVED OPERATIONAL EFFECTIVENESS WHILE, ATfTHE 
SAME TIME, ENSURING THAT THOSE ACTIVITIES OO NOT ERODE THE 
CONSTITUTIONAL AND LEGAL GUARANTEES OF OUR CITIZENS. 

C. (Uj SUCH CONSIDERATIONS ARE CRITICAL TO THE MISSION PERFORMANCE 
OF THE DEFENSE INTELLIGENCE AGENCY AND THE INTELUGENCE 
V - —• - R~~ ~ ~ * "TT'I'IIII .1 IN II IL F NI "HE A RR. • • » .» 
us . o m & k ^ y j m m m i m ^ ^ ^ m ^ 

JBELQMATICAILY _ ,.„„,, " • vj AROUND THE WORLD. CONTINUALLY INI Ì ERACT '(b)(2),(b)(3):10 
WITH COOPERATIVE FOREIGN INTELLIGENCE SERVICES AGAINST THE COE1MON USC 424 
ENEMY./ 

•-'j-M BOTH OF THESE HIGHLY COMPLEX 
SYSTEMS ARE INTEGRATED INTO OUR PROCESSES FOR THE VALIDATION 
TASKING OF DEFENSE WIDPl -• ̂ ï k ï : ^ a ^ . ^ C l A N D OUR HIGHLY 

[S^'MSUPPORTED BY AD\ 
.LAV/ 

SOPHISTICATED CADRE OFggSaB 
INFORMATION TECHNOLOGY WITH SEAMLESS UNKS TO THE FEDERAL 
ENFORCEMENT COMMUNITY. ALL THESE TASKS ARE ACCOMPLISHED WITH! 
STRUCTURE AND MISSION IMPERATIVES WHICH DRIVE THE INTELLIGENCE 
COMMUNITY AND WHICH ARE THE SUBJECT Of WEIL DEFINED OVERSIGH r 
PROCESSES. 

O. (UJ OVERSIGHT OF THESE ACTIVITIES IS CLOSELY INTEGRATED WITH TH 
DEFENSE INTELUGENCE AGENCY'S STRATEGIC PLAN WHICH IS, IN TURN, 

(b)(3):10 
USC 424 

(b)(2) 

(b)(3):10 USC 424 

(b)i2) 

\ND 

ANCED 

IN THE 

I:FF 129 



CLOSELY LINKED TO AND FULLY SUPPORTIVE OF THE NATIONAL INTELLIGENCE 
STRATEGY PUBLISHED LAST MONTH BY THE DIRECTOR OF NATIONAL 
INTELLIGENCE. A FUNDAMENTAL PRINCIPLE STATED IN THE STRATEGY IS 
THE CHARGE TO; PERFORM OUR DUTIES UNDER LAW IN A MANNER THAT INSPECTS 
THE CIVIL LIBERTIES AND PRIVACY OF ALL AMERICANS. 

E. {U)THIS CHARGE REITERATES THE OBJECTIVES AND PRINCIPLES STATfeO 
IN THE FORMATION OF THE UNITED STATES INTELLIGENCE COMMUNITY. 1 HE 
COMMUNITY DERIVES ITS MISSION AUTHORITIES FROM EXECUTIVE ORDEI: 
12333, SIGNED BY PRESIDENT REAGAN IN 1982. THIS EXECUTIVE ORDER HI 
AN ENABLING INSTRUMENT WHICH CLEARLY DEFINES THE STRUCTURE Al< D 
AUTORITIES OF THE SEVERAL NATIONAL LEVEL INTELLIGENCE COMPONENTS 
WITHIN THE CONTEXT OF ITS PURPOSE STATEMENT WHICH IS: 

(U) TIMELY AND ACCURATE INFORMATION ABOUT THE ACTIVITIES. 
CAPABILITIES, PLANS. AND INTENTIONS OF FOREIGN POWERS. 
ORGANIZATIONS. AND PERSONS. AND THEIR AGENTS, IS ESSENTIAL TO THE 
NATIONAL SECURITY OF THE UNITED STATES. ALL REASONABLE AND LAW FUL 
MEANS MUST BE USED TO ENSURE THAT THE UNITED STATES WILL RECEIVE 
THE BEST INTELLIGENCE AVAILABLE. 

F. (U) WITHIN THE DEPARTMENT OF DEFENSE THE EXECUTIVE ORDER IS 
AMPUFIED BY REGULATfON WHICH CONTAINS SPECIFIC CRITERIA BY WHI$ 
WE MAY COLLECT, RETAIN, AND DISSEMINATE INTELLIGENCE PERTAINING 
U S. PERSONS AND MAKES PROVISION TO COOPERATE WITH LAW ENFOR<J 
AUTHORITIES FOR THE PURPOSE OF INVESTIGATING OR PREVENTING 
INTERNATIONAL TERRORIST ACTIVITIES AND PREVENTING, DETECTING OF 
INVESTIGATING OTHER VIOLATIONS OF LAW. IN ACCORDANCE WITH THESfe 
REGULATORY AUTHORITIES THE DEFENSE INTELLIGENCE AGENCY HAS A 
HISTORY OF'COOPERATING WITH U.S. LAW ENFORCEMENT AUTHORITIES 
THE NATIONAL SECURITY AND THE LIVES OF OUR CITIZENS HAVE BEEN AT 
RISK. 

G. {U} OVERSIGHT OF THESE ACTIVITIES REQUIRES CONTINUING ENGAGEMENT 
AND VIGILANCE TO ADVANCE THE QUALITY OF INTELLIGENCE AND PREVEI IT 
FRAUD. WASTE, ANO ABUSE AS WELL AS MAINTAIN THE CIVIL AND POLITIC M. 
RIGHTS OF OUR POPULACE. FOR EXAMPLE, WHILE THERE IS BROAD 
AUTHORITY TO COLLECT, RETAIN, AND DISSEMINATE INTELLIGENCE 
PERTAINING TO THE ACTIVITIES OF U.S. PERSONS. THIS AUTHORITY IS 
LIMITED TO THOSE PERSONS WHO ARE REASONABLY BELIEVgO TO BE 
ASSOCIATED WITH A FOREIGN BASED THREAT AGAINST THE UNITED STATES 
AND ITS PEOPLE. REASONABLE BELIEF MUST BE BASED ON FACTS AND 
CIRCUMSTANCES; WE DO NOT COLLECT ON CLASSES OF PEOPLE BASED $N 
THEIR RELIGION, ETHNIC ORGIN. OR EXERCISE OF FREEDOM OF SPEECH 
WE HAVE PERFORMED THIS RESPONSIBILITY EFFECTIVELY FOR MORE TH^N 20 
YEARS. 

H. (U) PERHAPS THE GREATEST CHALLENGE NOW FACING THE U.S. 
INTELLIGENCE COMMUNITY IS TO DEVELOP THE TECHNOLOGY AND PRO.Cfc 3EN 
F Q R T K E I ^ . ; . ^ : . : V ^ p • • ' jWITH FEDERAI 

(b) (2) STATE, AND LOCAL LAW ENFORCEMENT AUTHORITIES WHICH REQUIRE AI 
TO ALL AVAILABLE INFORMATION FOR ACTIONS TO DETECT. DETER. AND 
NULLIFY THREATS FROM A HOSTILE FORCE. AS INSPECTORS GENERAL Oi 
INTELLIGENCE COMMUNITY WE HAVE BOTH AN OBLIGATION AND A CHAR' 
OUR RESPECTIVE DEPARTMENT HEADS AND DIRECTORS TO ENSURE THA r 
OCCURS IN THE MOST EFFECTIVE AND EFFICIENT MANNER. AT THE SAME 
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MUST ENSURE THAT S U C H f c ^ a i ^ ^ I): 
INTEGRITY OF O U R ^ ^ W n m m ^ ^ ^ ^ ^ f M i ' ' - - AND TH :l 
UES A CHALLENGE. 

I. (U)THE INTELLIGENCE COMMUNITY AND THE LAW ENFORCEMENT COMM 
ARE DISTINGUISHED NOT ONLY BY DIFFERENT NEEDS AND PROCESSES, 
DIFFERENT CULTURES. INTELLIGENCE PROVIDED TO NATIONAL LEVEL 
DECISION-MAKERS AND OUR COMBATANT COMMANDERS ARE FREQUENllL' 
COMPELLED TO ACT ON INFORMATION WHICH MEETS THE EIGHTY PERCE 
SOLUTION STANDARD. INTELLIGENCE MAY BE IN THE FORM OF INFORME 3 
JUDGEMENT BASED ON A SERIES OF INDICATORS DERIVED FROM MULTtF U 
INTELLIGENCE SOURCES AND SYSTEMS. IT IS RARELY THE SMOKING GUI i 
SUCH INFORMATION MAY NOT MEET THE EVIDENTIARY STANDARD REQUI Rl 
THE LAW ENFORCEMENT COMMUNITY FOR CRIMINAL PROSECUTION. IT C 
HOWEVER, PROVIDE THE BASIS FOR FURTHER INVESTIGATIVE ACTIONS 
CAN DELIVER SUCH EVIDENCE. 

UNITY 
PUT BY 

Y 
NT 

ED8Y 
AN, 

WHICH 

J. (U) EQUALLY IMPORTANT IS THE NEED TO PRESERVE THE INTEGRITY C 
THE CLASSIFICATION OF INTELLIGENCE FOR THE PROTECTION OF 

I • iTHE COMPROMISE OF TECHNICAL 
TYPICALLY AI I QWS AN AnvPRRARY TO EXPLOIT SUCH REVELATIONS FOR 

OPERATIONS WITH POTENTIAL, LONG TERM IMP; 
WITH 
THE FURTHER EMPLOYMENT OF THATÎ 
ASSOCIATED WITH THEr 

THE EXPOSURE OF À i ^ I f e l C A N NOT ONLY Ni 
RUT MAY FNDANfiFR OTI 

c 
ÎANDDffËtr 

CTS. 
GATE 
EBS 

FOR THIS 
REASON THE CLASSIFIED INFORMATION PROCEDURES ACT OF 1980 PRO> 'IDES 
THE STRUCTURE BY WHICH CLASSIFIED INFORMATION CAN BE EMPLOYEp IN 
PROSECUTORIAL ACTIONS WITH MINIMAL RISK TO THE NATION'S 
INTELLIGENCE CAPABILITIES. INTELLIGENCE COMMUNITY INSPECTORS 
GENERAL, IN PARTNERSHIP WITH OUR SECURITY ORGANIZATIONS MAINTAIN 
VIGILANCE OVER THE APPLICATION OF THIS PROCESS. 

K. (U) TODAY. IN RESPONSE TO THE DYNAMIC AND INTERLOCKING 
INTELLIGENCE PROCESSES DEVELOPED TO COUNTER THE INTERNATIONAL 
TERRORIST MANIFEST SO DRAMATICALLY MANIFEST IN THE ATTACKS OF 
11 SPETEMBER 2001. THE INTELLIGENCE COMMUNITY INSPECTORS GENERAL 
MUST CONTINUALLY WEIGH APPARENTLY POTENTIALLY CONFLICTING 
OBJECTIVES. 

L. (U) WE MUST FURTHER THE EFFICIENCY AND EFFECTIVENESS OF 
INTEUIGENCE SHARING WITH FEDERAL, STATE. MID LOCAL LAW ENFORC !l 
ENTITIES WHILE MAINTAINING THE SECURITY OF O U R K v i i^ 

M. (U) WE MUST PROVIDE OUR PROFESSIONAL GUIDANCE AND 
RECOMMENDATIONS FOR IMPROVEMENTS IN THE COLLECTION, ANALYSIS, AND 
DISSEMINATION OF INTELLIGENCE ON THOSE PERSONS AND ORGANiZATI DNS 
WHO HAVE DECLARED THEIR INTENT TO STRIKE DEEPLY INTO OUR HOMELAND 
WHILE ENSURING THE HIGHEST DEGREE OF PROTECTION FOR THE CIVIL 
RIGHTS OF OUR CITIZENRY AS EXPRESSED IN THE CONSTITUTION AND THlE 
BODY OF LAWS WHICH WE HAVE EVOLVED OVER THE PAST TWO CENTUF^ES. 

N. (U)OUR ASSEMBLED PRESENCE HERE, TODAY, TESTIFIES TO OUR 
COMMITMENT TO ACHIEVE THOSE GOALS. AGAIN. THANK YOU FOR THE 
OPPORTUNITY TO PARTICIPATE IN THIS CONFERENCE AND I LOOK FORWARD TO 
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THE MUTUAL ENGAGEMENT WHICH WE WILL EXPERIENCE OVER THE NEXt THREE 
DAYS. ENDGUOTE. 

5. (U) RECENT JO ISSUES FROM DIA ELEMENTS. 

(b)(1), 1.4(c) I. . v ; "< • -' •.. -
WHICH IS EQUALLY APPLICABLE TO THE 

.SUBMITTED WHICH CQNTAÎNËS 
1WAÎ 

I THE REPORT WAS CAVEATEC 
ACCORDANCE WITH DIAM 58-12; ENCLOSURE 7-8 TO REFLECT U.S. PERSO^ 
INFORMATION AND THE EXEMPTION CATEGORY WAS THE DESIGNATOR fl 
INTERNATIONAL TERRORIST ACTIVITY. INCLUOED IN THE OATA WERE 
REFERENCES TO THREE U.S. PERSONS. 

N 
S 

'OR 

(1) (U) TWO OF THE INDIVIDUALS WERE IDENTIFIED AS HAVING 
DUAL U.S. AND FOREIGN CITIZENSHIP AND WERE OFFICIALS IN A FOREIGN 
POLITICAL PARTY. REPORTING ON THESE U.S PERSONS WAS FULLY IN 
ACCORDANCE WITH INTELLIGENCE OVERSIGHT PROCEDURES CONTAINER IN OOD 
5240,1-R AND AS REPEATED IN DIAM 58-12. 

(2) (U) THE THIRD U.S PERSON IDENTIFIED IN THE IIR BY 
NAME WAS STATED TO BE A RELATIVE OF A FOREIGN NATIONAL AND 
GAVE THE U.S. CITY OF HIS RESIDENCE. A SUBSEQUENT REVIEW OF THE 
INDIVIDUAL CONFIRMED THAT HE HAD U.S. CITIZENSHIP. IN THIS CASE 
COLLECTION AGAINST THE U.S. PERSON WAS NOT AUTHORIZED AS THERlfc WAS 
NO STATEMENT OF REASONABLE BELIEF THAT HE MET ANY OF THE CRITERIA. 

(b)(1)t1.4{c) 

DERIVED FROM: DIA HUMINT SCG, OCT 04 
DECLASSIFY ON: 20301210 
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S-0392/IG 

To: 

3 E C I U S T / / N O F O I W / Ì 0 3 0 Q 9 1 3 

DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, D.C 2(040-5100 

3 October 2005 

Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 3 D June 2005 

References: a. (U) Executive Order 12333, "United States Intelligence Activities," 4 December 
1981 

b. (U) Executive Order 12863, "President's Foreign Intelligence Advisory Board," 
13 September 1993 

c. (U) DoD Directive 5240.1, "DoD Intelligence Activities," 25 A|jril 1988 

d. (U) DoD 5240.1-R, "Procedures Governing the Activities of Dop Components 
that Affect U.S. Persons," December 1982 

e. (U) DIAR 60-4, "Procedures Governing DIA Intelligence Activities That Affect 
U.S. Persons," 3 December 1997 

(U) As required by references above, the Defense Intelligence Agency Quarterly Intelligence 
Oversight Report for the period 1 April through 30 June 2005 » enclosed. If fiat ter information 
L* MAIUM<I MIAMAA F*!. A ^ U . ^ L ^AHM^^I R'V.'I'5->''•••,'V '^1 • . — AASM TIL« is required, please contact the Office of the General Counsel at[ 
Inspector General atF 

or he Office of the 

(b)(2), (b)(3):10 
USC 424 

Enclosure 
Quarterly Intelligence Oversight 
Report, 1 Apr through 30 J un 05 

^ Ì l ìWJf 1 cy 

cc: 
DR 
DD 

(b)(2),(b)(3):10 
USC 424 

(b)(3): 10 
USC 424 

REGRADED UNCLASSIFIED WHEN 
SEPARATED FROM CLASSIFIED ENCLOSURE 

3ECIU3T//NOFORN//20300923 
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( U ) Q U A R T E R L Y I N T E L L I G E N C E O V E R S I G H T R E P 0 R T 

1 April through 30 June 2005 

(U) The Office of the Inspector General (OIG) reported the following intelligence oversight 
(10) activities: 

a. (U/flDUU?The OIG conducted general inspections oih 

inirn b. (U//TOUO) The OIG provided extensive support to investigations and inqi 
Department of Defense (DoD) OIG pertaining to detainee/prisoner abuse a$i 
This is an ongoing project. 

c. iVinitiii/ The OIG provided 10 consultations for the outbound F 

d. (IMIITJ'OIG memorandum S-0110/IG, subject: Possible Violation of E.O. 
DoD 5240.1-R, 1 March 2004, reported that af 
might have violated}. 

assigned to 

jwithom complying wit|;::: •' 
J The investigation is complete and the report is being prepared. 

Number 04-2310-MA-056) 

e. -tSrtWTOIG memorandum S-0172/IG, subject: Possible Violation of E.O. 
• assigned to DoD 5240.1-R, 7 April 2005, reported that 

for Human Intelligence (DH), 
allegedly committed two incidents of prisoner abuse. The OlG has conduc ed several 
interviews and the investigation is ongoing. (Project Number 05-2566-MA -056 

f. (O)'Jlff1) OIG memorandum S-0174/IG, subject: Possible Violation of E.O. 
DoD 5240.1-R, 13 May 2005, reported that a DIA civilian employee assjer 
Directorate for Analysis (DI) ought have engaged in an unauthorized! 

i [with the use of a contractor. The OIG has conducted interviews and 
the investigation is ongoing. (Project Number 05-2560-MA-056) 

(b)(1),1.4(c) 

Derivtd from; DIA 
Declassify on: 20300 
Date of source: lOc 

9ECIUBT//NOFORN//20300923 

(b)(3): 10 
USC 424 

ies by the 
egations. 

12333 and 

(b)(3): 10 
USC 424 

(b)(1) 1.4 

^Project 

(P) 

12333 and 
he Directorate (b)(3):10 U$Ci 424 

'(b)(1), 1-4 ( 

12333 and 
ed tp the 

(b)(1), 1.4(c) 

IIUMINTSCC 
123 
ober2004 

EFF 134 



(b)(1), (b)(3): 10 
USC 424,1.4 (c) 
(b)(1), 1.4(c) 

9ECRET//NOFQRN//20300923 
g.' (Oi'ftfT) OIG memorandum S-0235/IG, subject' Possible Violation of E.O. 

DoD SfflM-R. iMay^Oltt^ reported ihat the office of the! 

questionable activities consisting of an[ 
Office of Operations (OP), might have ( ngaged in 

? The investigation is ongoing. (Project Number 05-2555 

h. (QtfHP) OIG memorandum S-0242/IG, subject: Possible Violation of E.0.12333 and 
DoD S240.1-R, 19 May 2005, reported that individuals assigned to DH may have 
engaged in questionable activities consisting of E 

Jpnö" 

2. 

coordination by the Department of State as required by DoD Directive 553( 
investigation is ongoing. (Project Number 05-2577-MA-056) 

(U) Within the General Counsel (GC),| -'attorneys, a paralegal, a secretary, an 
administrative officer, and an executiveomcer reviewed active files oh a conti luing basis as 
they are referenced in day-to-day work. Compliance with oversight rcquiremei its was a 
regular item of consideration. 

a. (Orti IT) An attorney continued to monitor activities and conducted 10 instn a 
~~~ ] An attorney reviewed 

(b)(3): 10 
USC 424 

(b)(2),(b)(3):10 
USC 424 

ction at the 
contractual 

matters advising on correction, amendments, and modifications. attorneys reviewed 
and counseled with regard td ^ " 

and assistance to law enforcement to assure compliance with oversight resp wisibilities. 

(b)(3): 10 
USC 424 

(b)(2),(b)(3):10 
USC 424 

b. ( u / f f 0 ¥ 0 ^ ^ ; j a t t o m e y s conducted weekly presentations to deploying D" 
assure compliance with interrogation and debriefing standards. An attorney 
several|~~~ ' •; - : : Hoversight and se< 
process activities and instructei ̂ ¿ i ] . . ontractor personnel 

c. (UJ'JTOUO) An attorney taught IO classes at both 
and Military Operations Familiarization Course (MOFC). Another attome 
oversight subject? to DH contnictois, National Security Agency (NSAj 

and MOFC. An attorney is working with the Undersecretary of 
sltigence) on a revision of collection procedures. 

d. (UrtTOUQ} GC reported no incidents of criminal activity to Department of ¡Justice during 
the quarter. 

(U) The Directorate for Administration (DA) was involved in the following oversight 
activities: 

(b)(2),(b)(3): 
10 USC 424 

a. (U/iTOUO) Approximately],;! military and 
made aware of IO responsibilities by receiving copies of the appropriate sei 
DoD regulations in their in-processing packets during the period indicated. 

fiECnET//NOrOnN//20300923 

2333 and 

(b)(1),(b)(3):10 

1 . 
USC 424,1.4 (C) 

•MA-056) (b)(1), 1.4(c) 

to receipt of 
3. The 

(b)(1), 14 (c 

(b)(2),(b)(3) 
10 USC 424I 

(b)(2),(b)(:S): 
io use 4;:4| 

-(b)(1), 1.4 

I personnel to 
reviewed 

cirity due 

lectured on 
(b)(3): 10 
USC 424 

(b)(2) 

civilian newly assigned pei sonnel were 
ftioiuofthe (b)(2),(b)(3):1 

USC 424 
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b.' (U//POUO) A 100 percent verification of entries in the DA's automated da1 abases during 

this timeframe was conducted to ensure no individual names, corporations, ar 
organizations were inadvertently entered, except as provided for in DoD 52|4G.l-R. 

c. (U/VFOUO) Assigned personnel involved in data handling were given a quarterly 
reminder briefing by the administrative supervisor concerned, regarding prescribed and 
authorized materials and procedures. 

(b)(3):10 
USC 424 

4. (U)Tbe provided 10 instruction to personnel in the courses 

NUMBER 

(b)(2),(b)(3):10 
USC 424 

<b){2),(b)(3): 
10 USC 424 

Total 

C9URS1 
Asymmetric Warfare Intelligence Analysis Course - MTT 
SCI Security Officials Course - Mobile Training Team 
National Intelligence Course 
Intelligence Analyst Course 
Combined Strategic Intelligence Training Program 
Counterintelligence Analytic Methods (CAM) 
Intelligence Collection Managers Course (ICMC) 
Intelligence Collection Course 
SCI Security Officials Course 
National Intelligence Course 

students) 

5. (U) DI reported thalf ; : ̂  .; ¡assigned personnel conducted refresher training this 
addition, DI reported that files reviewed during this reporting period revealed 
material. Number of personnel conducting file review was f 

6. 

(b)(3):10 
USC 424 

(U) The Directorate for Intelligence (J2) reported thatf > personnel participate d 
review. J2 disseminated information concerning 10 responsibilities and interaqti' 
discs to all personnel during this quarter and procured additional 10 videos for 
watch. Additionally, J2 conducted a review of 10 officers to ensure all were si 
employees of DIA and fulfilling their duties as 10 officers. 

continues to review U.S. person's Issues as necessary, to etnsurc 
4ms. 12, in 

ig system for 
compliance with 10 requirements and to develop additional policy for IO conc 
coordination with other 32 elements, is working on developing an online tracki^ij 
10 training to ensure higher fidelity of training members. 

7. 

(b)(3): 10 USC 
424 

(U) DH reported thai: personnel received 10 training. Additionally^ 
performed file reviews during the quarter. Also, newcomers were provided 
at DIA 101 and the newcomers training. Tnii 
were provided to the forward support offices and liaison offices that are extern J 

ioiii 

responsibilities were also stressed by the security officer during in proce; sing. 

9ECRET//NQFORN//20300923 

noted below: 

ti s 
quarter. In 

prohibited 

in file 
ivc training 

îlements to 
active t i l 

USC 424 

ial 10 training 
ning videos 

(b)(2),(b)(3): 
10 USC 424 

tc 10 
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8. (ü) The Joint Military Intelligence College provided 10 instruction to personnel, in the 

courses noted below: 

NUMBER CQ.VRSE 

(b)(2), (b)(3):1 
0 use 424 

Total 

Survey of Intelligence Collection 
Basic Intelligence Collection 
HUMINT 
IMINT 
SIQÏNT 
Congressional Oversight of Intelligence 
Ethics in Intelligence 
Industry and Intelligence 
History of U.S. Intelligence 
IT Management for Intelligence Professionals 
Future of U.S. Foreign Intelligence Community 
Congress and U.S. Intelligence 
Financial Management of Intelligence 
Leadership, Management and Coordination in the Intelligence Community 
Intelligence Relations with Allied Nations 

Additionally|^facotty members reviewed 10 directives. 

9. (U) The Directorate for Measurement and Signature Intelligence and Technic! I 
reported thatf~~jmilitary and civilian personnel participated in file reviews. N 
material was round during the review. 

10. (U) The Directorate for Infoimation Management reported thatf , -- : ¡personnel 
procedures and received 10 training this quarter. 

11. (U) The Office of Diversity Management (MD) trained {"^personnel this qtiar sr. 

12. (U) The Chief Financial Executive (FE) reported that[ ¡employees partici] 
training this quarter. FE was implementing procedures to achieve and maini 
participation in the reviews during the next two quarters of the fiscal year, 
reports of activities that are believed to be illegal, contrary to executive order, 
DoD policy. 

13. (U) The Chief of Staff (CS) reported that! ^personnel participated in a iles review and 
found no 10 relevant information. Additionally, information about 10 resport ¡ibilities was 
disseminated to all CS personnel 

14. (U) OP reported t W personnel reviewed files to ensure that prohibited m it 
retained, and[ Inewly assigned personnel were trained on 10 and their respi 

GECIUi:T//NOFORN//20300923 

Collection 
a prohibited 

reviewed IQ 

¡pe ted a in 10 
100 percent 

were no 
or applicable 

itan 
There 

iterisi was not 
dnsibilities. 
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15. (U) The Directorate for External Relations reported thatQpersonnel received j o training 
via electronic mail this quarter and 98 conducted a review of files. No prohibited material 
was found. 

16. 
during this quarter. AJs did not initiate any contract actions that fell under 
DoD 5240.1-R, during this reporting period. No contracts required contractor 
under DIAR 60-4. 

¿a files review 
Proc ïdure 11 ,b., 

I erformance 

17. (U//TOUO) DIA management continued to emphasize the importance of perso 3t nel being 
familiar with 10 regulations. Training was provided toj ,- /: [personnel addres! ing DIAR 
60-4 and DoD 5240.1-R during the period 1 April through 30 June 2005 

GECIUi:T//NOFORN//20300923 

(b)(2),(b)(3): 
10 USC 424 
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O E c m s i w f f o r Q R M / / 2 0 3 0 i i i 8 
DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, D.C. 20340-

S-0459/1G 

To: 

Subject: 

Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

(U) Quarterly Intelligence Oversight Report for the Period Ending 30 
2005 

References: a. (U) Executive Order 12333, "United States Intelligence Activities 
1981 

September 

" 4 December 

b. (U) Executive Order 12863, "President's Foreign Intelligence Ad\jisory Board," 
13 September 1993 

c. (U) DoD Directive 5240.1, "DoD Intelligence Activities," 25 Apr 

d. (U) DoD 5240.1-R, "Procedures Governing the Activities of DoD 
that Affect U.S. Persons," December 1982 

e. (U) D1AR 60-4, "Procedures Governing DIA Intelligence Activities That Affect 
U.S. Persons," 3 December 1997 

(U) As required by references above, the Defense Intelligence Agency Quarterly Intelligence 
Oversight Report for the period I July through 30 September 2005 is enclosed. If farther 
information is required, please contact the Office of die General Counsel a( " 
Office of the Inspector General atfv " 

Enclosure 
Quarterly Intelligence Oversight 
Report, 1 Jul through 30 Sep 05 

1 cy 

cc: 
DR 
DD 

REGRADED UNCLASSIFIED WHEN 
SEPARATED FROM CLASSIFIED ENCLOSURE 

OECRET//NOFORI Ï//10301118 

11988 

Components 

3>rthe 

(b)(2),(b)(3): 
u s e 424 

(b)(2),(b)(3): 
10 u s e 424 
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(U) QUARTERLY INTELLIGENCE OVERSIGHT REPOR 

1 July through 30 September 2005 

1. (U) The Office of the Inspector Genera] (OIG) reported the following intelligence oversight 
(10) activities: 

a. OJOTOUQfr OIG conducted general inspections oil 

activities were found. 
N 3 questionable 

b. (U/iTOUO) OIG provided extensive support to investigations and inquiri es by the 
Department of Defense (DoD) OIG pertaining to detainee/prisoner abuse allegations. 
This is an ongoing project. 

c. (UffOUOVOIG provided IO consultations for outbound 

(b)(2), (b)(3):10 
USC 424 

d. (U//TOUO) OIG provided IO training to Directorate for Intelligence, 
Today's Intelligence Professionals Course; and the Staff Operations Coi 

Joi i1 

Base; totaling 

it Staff (J2); the 
ujrse-Operating 

persons. 

e. (U) OIG disseminated the IO quarterly brief to all DIA field activities (ei iclosure 1). 

f. (QrtHPj OIG memorandum S-0242/IG, subject: "Possible Violation of £ .0.12333 and 
DoD 5240.1-R," 19 May 2005, reported that individuals assigned to DH ¡might have 
engaged in questionable activities by(~ 

, prior to rece: 
coordination by the Department of State, as required by DoD Directive 
investigation is pending administrative closure, but will be reviewed in c 
an inspection ofi^-jf.: 
(Project 05-2577-MA-056). 

g.-^ffliTyOIG memorandum S-0235/IG, subject: "Possible Violation of ¿0 .12333 and 

(b)(1),(b)(3):10 
USC 424,1.4 (c) 

(b)(1).14 (c) 

DoP 5240.1-R," 13 May 2005, reported that the office of the[ 
' ^/jOfiice of Operations (OP), might ha's e 
questionable activities consisting of an 

The investigation is ongoing (Project 05-2555-MA-i 

HI : Derived from! DIA 
DedMttyM: 203011 
Dite of tource I Ocio )i 

0ECRET//NOFORN//2030111Q 

(b)(3): 
USC4È4 

ÖF 
.3. This 

jnjunction with 

(b)(1L1 
i)t 
5530 

(b)(1),(b)(3) 
engaged in USC 424,1. 

(b)(1),1.4(c) 

1» 
MINTSCG 
cr 2(104 
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(b)(1),1-4 (c) 

h. (OrtUT) OIG memorandum S-0172/IG, subjecl^E 
DoD 5240,1-R," 7 April 2005, reported that 
Directorate for Human Intelligence (DH), 

ation of E 
^assigned 

E Z 

0.12333 and 
to the 

(b)(3):10 U 

allegedly committed two incidents of prisoner abuse. OIG; tas completed 
all investigative work and the report is being prepared (Project QS-2566-J1A-056). 

0.12333 and 

J (b)(1),1.4 

i. ^MHT) OIG memorandum S-0110/IG, subject: "Possible Violation of E 
DoD 5240.1-R," 1 March 2004, reported that al ; y •••vv ^fyv--

'••'.'|might have violated^ ¿y;• >. ̂ • : ':: 1 • • ' "r • 
i without complying witty' 

y? jAn IP investigation substantiated the allegation and has beei i closed (Project 
04-2310-MA-056). 

2. (U) Within the Office of the General Counsel (GC| ; jattomeys, a paralegal a secretary, an 
administrative officer, and an executive officer, reviewed active files on a co itinuing basis as 
referenced in day-to-day work. Compliance with oversight requirements was 
of consideration. 

(b)(3): 10 
USC 424 

(b)(1), 1.4(c) 

(b)|2) 

a. -ffllW IT) !t\n attorney continued to monitor activities and conducted oversij ht instruction 
i ^ u i r ^ o ^ f vi ' - )andp:rticipatedin 
several oversight classes. An attorney reviewed contractual matters advis: 
correction, amendments, and modifications-
regard to 

attorneys reviewed and 
ngon 
counseled with 

and assistance to 
law enforcement, to assure compliance with oversight responsibilities. 

b. (U/tfewe) One attorney conducted weekly presentations for deploying I >H personnel to 
assure compliance with • • ;•'• .•; ' . , " 'j An attorxeyreviewed 
several oversight and security due process activities and instructed contra stor personnel 
assigned to md security duties. 

(b)(2),(b)(3):10 
USC 424 

c. (U//TOUO) An attorney lectured on oversight subjects to DH contractors 
^ ]and the Militar f Officer 

f Defense Familiarization Course. He continues to work with the Under Secretary ( 
(Intelligence) revising collection procedures. 

d. (U/TOUO) GC reported no incidents of criminal activity to the Department of Justice 
during the quarter. 

3. (U) Directorate for Administration (DA) was involved in the following oversight activities; 

(b)(2),(b)(3): 
10 USC 424 

a. {U//TOUO) Of] personnel assigned)- jemployees participated in qu 
and were made aware of IO responsibilities by receiving copies of approj: 
DoD regulations in their in-processing packets. 

OECRET//NQFORN//20301110 

assigned to (b)(1),1.4 

5Ç424 

c) 

c) 

a regular item 
(b)(2), (b 
10 USC 

(3): 
424 

(b)(2) 
10 USO 

W ) : 

other agency 

uterly reviews, 
riate sections of 
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b. (IWOUO) A 100 percent verification of entries in DA's automated databases was 
conducted to ensure no individual names or corporations/organizations w are 
inadvertently entered into the database, except as provided for in DoD 52&0.1 -R. 

c. (IWT0U9) Assigned personnel involved in data handling were given a q larterly 
reminder briefing by the administrative supervisor concerned regarding p -escribed and 
authorized materials and procedures. 

4. (U) The Office of the Chief Training Executive (TE) provided IO instruction 
àie courses noted below: 

NUMBER COURSE 

to personnel in 

(b)(2), (b)(3) 
:10 USC 
424 

(b)(2),(b)(3): 
10 USC 424 

Total 

Intelligence Collection Course - MTT 
Combined Strategic Intelligence Training Program (CSTIIf) 
Intelligence Collection Managers Course (ICMC) 
Intelligence Collection Course 
National Senior Intelligence Course 
Tomorrows Intelligence Professionals 
National Intelligence Course (NIC) 

jDIA Employees; 

5. (U) The Joint Military Intelligence College (MC) provided IO instruction to personnel in the 
courses noted below: 

NUMBER CpUfiSE 

(b)(2),(b)(3): 
10 USC 424 

Total 

MASINT 
Ethics in Intelligence 
The Law and Intelligence 
Leadership, Management and Coordination in the Intelligence Community 

(U) MC's entire faculty and staff, including approximately!" ¡civilian, mili 
contract employees, received the DIAIG IO briefing during the week of 4 Ani 

6. (U) DI reported that of thej- personnel assigned,P participated in 
quarter. In addition, DI reported that files reviewed during this reporting per 
prohibited material. 

7. (U) J2 reported thatf [personnel participated in files review. J2 disseminai 
concerning IO responsibilities and interactive training discs to all subordinati: 
during this quarter, and procured additional IO videos for elements to watch. 
J2 conducted a review of IO officers to ensure all were still active employees 

3 

0 E C R E T J W Q F O I I N / / 2 0 3 0 1 1 1 0 

rçary, and 
gust 2005. 

brining this 
od revealed no 

.led information 
elements 
Additionally, 
of DIA and 
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(b)(3): 10 
USC 424 

fulfilling their duties as IO officers. Numerous J2 elements continue periodic 
ensure compliance with all IO issuance. On 2S August 2005, J2 received a 
from the General Counsel titled, "Collection of Intelligence Affecting U.S. Pi 
answered questions which had arisen in that area. As of 1 July 2005, J2's p© 
significantly decreased due to a functional realignment to DI. Additionally, t 

• - v •••• ••-•-l •••.;•/•• •.;•'|are in the midst of t 

tn;mc 
file reviews to 

orandum 
ërsons" that 
:r ionnel numbers 

uT }v 

DI. 

8. (U) DH reported that personnel received IO training. Additionally, personnel <b)(2),(b)(3):1 
performed file reviews during the quarter. Also, newcomers were provided ii itial IO training 0 USC 4j24 

raining videos 
I toi I IO 

at DIA 101 andth^T newcomers training. T 
were provided to the forward support offices and liaison offices that are extei 
responsibilities were also stressed by t h e ^ 3 security officer during in-pn 

Tial 
OCÎSS: 

9. (U) The Directorate for Measurement and Signature Intelligence (MASINT) And Technical 
Collection (DT) reported thatp personnel participated in review and oversi jht training. 

10. (U) The Directorate for Information Management and Chief Information Offi 
reported thatf personnel reviewed IO procedures and received IO training 

11. (U) The Office of Diversity Management and Equal Opportunity (MD) provii led training for 
[^personnel this quarter, which required review of DI AR 60-4, DoD Directi1 <t 5240.1, and 
DoD 5240.1-R. Additionally, all personnel were required to conduct file revi sws to ensure 
compliance with the cited directives. 

12. (U) The Chief Financial Executive (FE) reported thatf ¿¡employees particip ited in IO 
training this quarter. They are implementing procedures to achieve and main ain 100 percent 
participation in the reviews during the next two quarters of the fiscal year. T lere were no 
reports of activities that were believed to be illegal, contrary to executive ord< sr or applicable 
DoD policy. 

13. (U) The Chief of Staff reported t h a t H ^ Ipersonnel participated in a files ¡review and 
found no IO relevant informatioa Additionally, information about IO responsibilities was 
disseminated to all CS personnel. -

14. (U) OP reported that£~~jpersonneI reviewed files to ensure that prohibited ms I 
retained, and that assigned personnel were trained on IO and their responsibi 

15. (U) The Office of International Engagement (IE) reported 100 percent of assi 
received IO training. 

16. (U) The Chief Acquisition Executive (AE) reported tha{ | personnel partici] i, 
review during this quarter. Further, the AE staff has increased with personne I 
various locations in support oft? ^n^-WV^-n- • n M- Activities 
Command area of operations. In addition, AE stated that DIA Manual 
followed to ensure compliance with paragraph 7.d., DIA Regulation (DIAR) 

4 

0ECRET/mOFQRy//20301110 

transition to 
(b)(3):10 
USC424I 

:er (DS) 
this quarter. 

terial was not 
ities. 

gned personnel 

ated in files 
assigned to 

in the Central 
(DIAÜÍ) 44-2 is 

50-4. 
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USC 424 

17. (U)THe|_ 

SECIŒT//NOPORM/A103011 Xê 

reported [3] personnel 
IO training. Procedures 1,2,3,4,12, and 15, were covered with special emi 
procedures 2,3, and 4, concerning the collection of information of U.S. perse 

participated in 
j hasis placed on 

n(s). 

18. (U) DIA management continued to emphasize,! 
with IO regulations. Training was provided to 

: importance of personnel b 
{personnel addressing D 

4ing familiar 
AR 60-4 and 

DoD 5240.1-R during the period 1 July through 30 September 2005. 

QECRET//NOFORN//203Q1118 

(b)(2),(b] 
io use 

,(3): 
424 

(b)(2), (b)(3):10 
USC 424 

EFF 144 



3ECRET//NQFQRN//20310311 

DEFENSE INTELLIGENCE AGENCY 

WASlHNCrOX, SC JKMO-SIW 

S-Ö6-0I99/IG 

V 
To: Assistant to the Secretary of Defense (Intelligence Oversight) 

7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Procedure 15 • Possible Violation of E.0.12333 and DoD 
Project 06-2812-MA-056 

Reference: (U) DoD 5240.1-R, "Procedures Governing the Activities of EfoD Intelligence 
Components that Affect United States Persons" 

1. (LMTOOC1) This memorandum constitutes notification, in accordance v ith reference 
above, of a possible violation of Procedure 15 by a civilian employee o^thc Defense 
Intelligence Agency. 

1 May 2006 

5240.1-R, 

2. (DiVTlT) 

3. (UÌ The point of contact for this action is 

cc: 
DR 
DD 
GC 
DI 
IE 

(p)(3):10 
'SC 424 

Otrìvtd ff Mi! 
O t c l u r i f j on: 
D i k o t i w r e « ; 

SECRET//NOrOKN//20310§ll 

D U K & - » 
28310SU 

* April 1999 

EFF 

(b)(1),1 
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''(b)(2),(b) 
0 USC 4; !• 
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DEFENSE INTELLIGENCE AGENCY 

WASHINCTÛN. PC 20M&5100 

30 May 2006 

To: Assistant to the Secretary of Defense {Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 31 V 

References: tu (U) Executive Order 12333, "United States Intelligence Activities," 
1981 

arch 2006 

i December 

b. (U) Executive Order 12863, "President's Foreign Intelligence Advisory Board," 
13 September 1993 

c, (U) DoD Directive 5240.1, "DoD Intelligence Activities," 25 April 

d. (U) DoD 5240.1-R, "Procedures Governing the Activities of DoD Cpi 
that Affect U.S. Persons," December 1982 

e. (U) DIAD 5100.200, "Office of the Inspector General Policies and 
Responsibilities," 17 February 2006 

(U) As required by references above, the Defense Intelligence Agency Quarterly Inte Hi 
Oversight Report for the period 1 January through 31 March 2006 is enclosed. If iùr ] 
information is required, please contact the Office of the General Counsel at 
Office of thé Inspector 'General .at „ ^ s v - ù ^ r ^ 

(b)(2),(b)(3):10 
USC 424 

1 Enclosure 
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(U) Q U A R T E R L Y I N T E L L I G E N C E O V E R S I G H T R E P O R T 

1 January through 31 March 2006 

(U) The Office of the Inspector General (OIG) reported the following intelligenc: oversight 
(10) activities: 

a. (0/0 <r) The Deputy Secretary of Defense tasked the OIG, 23 January 2006, ijo monitor 
agency wide IO training and report compliance to the Under Secretary of De: ense 
(Intelligence). Specifically, of - '¡employees " were trained. DIA oi ganizations 

• « . « „ . • , ; . l'I « _ . . ' . were instructed to complete the required training as soon as absent personnel return. 

b. (U//VQUO) OIG provided continued support to investigations and inquiries t y the 
Department of Defense (Pop) OIG pcrtainjng to detainee/prisoner abuse all« gallons, 
Iraqi National Congress, and These are ongoing projects. 

c. (IMTOUO) OIG provided 10 training to four iterations of the Tomorrow's Ir telligence 
Professionals Course; one class of PI A 101; and one class of the Staff Opera ions 
Course-Operating Base; totalingj^f [persons. 

d. (U) OIG disseminated the 10 quarterly brief to all DIA field activities (eneloi 

e. ' (S/jHOOIG memorandum S-0235/IG, "Possible Violation of E.Ò. 12333 an I DoD 
3240.1-R." 13 May 2005. reported that the office ofthe|: y. 

•• WlOffi(% of Operations (OP). might have engaged In 
questionable activities consisting of an[ 

Report is being written. (Project 05-2SS5-MA-056). 

f. (fli'iMPj OIG memorandum U-06-0067/IG, "Possible Violation of E.0.1233: 
5420.1-R," 3 February 2006, reported that a member ofthd -

f • I may have encaged in Questionable activities consisting of [ 

ZOiï. •.•y.. : 7 '.-A The Department of State, in collabon tion with 
the Army Criminal Investigation Command is investigating this matter and h is 
coordinated with an assistant U.S. attorney who has accepted prosecutorial re ¡ponsibility. 
The OIG will not initiate a separate investigation. (Project 06-2739-MA-056 i. 

(b)(2),(b)(3): 
10 USC 424 

ure 1). 

sedi 

.andDoD 

(b)(1),(b)(3): 10 
USC 424,1.4 (c|) 

(b)(1),1.4 (c) 

(b)(1),1.4 (d) 

g. (U/ifOUCyrhe OIG provided IO briefings to defense attachés en route/ 
I " ' •'•• • " •• ' ' : • • " / 

h. (U) The OIG responded to five requests for assistance from headquarters stafjf and field 
units on matters of IO guidance and interpretation. 

Derived from: DU 1- UM1NT SCC 
DtcUiiify on: Î031WZ4 
Date of unrest 1 Oct iber 2004 
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i. "(OiWirHThe OIG conducted an IQ staff assistance visit to the[p 
]and at the invitation 

provided • ~ guidance during participation in a planning session t r 

(b)(3):10 
USC 424 

(U/ffWffl OIQ conducted general inspections olp 

questionable activities. 
and foi nd no 

2. (U/ffOUO) The General Counsel (GC> reported that its staff reviews active files on a 
continuing basis as they are referenced in day-to-day work. Compliance with ov srsight 
requirements is a regular item of consideration. 

(b)(3): 10 
USC 424 

a. (U^rotWyAttomeys supervised the legal activities of] 
| . .:'' "•' ' ' j reviewed contractual matters advising on correction, amendments, 
potential oversight matters and modifications. 

b. (UWQ\J3) Additionally attorneys lectured weekly to deploying Directorate or Human 
Intelligence (DH) personnel concerning oversight-reporting requirements. A tomeys also 
reviewed and counseled wife regard to 

(b)(1), J-4 :oj 

(b)(3):10 
USC 424 

(b)(3) 
USC 

with oversight responsibilities. 
to law enforcement to assure « mpliance 

c. (UZfTWO) Attorneys reviewed 
oversight and security due process activities and instructed s;;-., : contractor j ersonnel. 

(b)(2) 
d. (U/lfPOtfPI A GC member lectured on oversight subjects to DH contractors. 

Security Agencyi : : •••• ; V, •.- ' : 

work with the Under 5 

(b)(2) 

10 
24 

(b)(3):1QUSi:|424 3):1| US 

îMonal 

continued to work with the Under Secretary oFDefen se 
(intelligence) revising collection procédures (b)(2) 

e. (UATOUQfr GC has reported no incidents of criminal activity to the Department of 
Justice during the quarter. 

3. (U) Directorate for Administration (DA) was involved id the following oversight activities: 

a. (U/iTOUO) A 100 percent verification of entries in DA's automated databases was 
conducted to ensure no individual names or corporations/organizations were 
inadvertently entered into the database, except as provided for in DoD 5240. ll-R. 

b. (U/fl*WO)"Assigned personnel involved in data handling were given a quart srly 
reminder briefing by the administrative supervisor concerned regarding presc ibed and 
authorized materials and procedures. 

S E C R E T / J w o r o m w r a o j m i 4 
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c. There were no special access program bulletins issued during this reporting [ eriod 

d. Newly assigned members were briefed on applicable provisions of E.Q. 123! >3, and 
Procedure 15, DoD S240.1-R. 

4. (U) Directorate for Human Capital (HC) reported] ' ^ r personnel assigned 
in document review. HC stated division security officers periodically queried rejq 
personnel to review files to ensure compliance with DoD 5241M-R and DIAR 6 
inappropriate files were not found. 

{articipated 
ipective (b)(2),(b)(3): 

¡<M; and 10USC424 

(U) In addition, 
training as a part of tfceii 

new employees (military and civilian) received IO responsibility 
ir in-processing indoctrination in DIA 101 and DIA 201 

b. (U) HC provided 10 instruction inj-V> 
University. 

Joint Intelligenc : Virtual 

5. (U) The Joint Military Intelligence College (MC) provided 10 instruction to|T students; 
of the trainees were DIA personnel, which include fbll-time students. Addit onally| | 

fies 

MC staff and faculty participated in annual IO refresher instruction, 

6. (U) Directorate for Intelligence (J2) reported tha^ : ¡personnel participated in 
12 disseminated information concerning 10 responsibilities and interactive traimjij 
all subordinate directorates during quarter, and they procured additional 10 vid< 
elements to watch. Additionally, J2 conducted a review of 10 officers to ensure 
active employees of DIA and fulfilling their duties as IQ officers. Numerous J2 
continue periodic file reviews to ensure compliance with ali 10 issuances. 

leos 

review, 
ig discs to 

for 
ill were still 
:lements 

7. (U) DH reported thatr lift reviews during the Quarter. I Lflddition, 
initial 10 training was provided at DIA 101 and 
newcomer's training. Training videos were provided to the forward support offi ;es and 
liaison offices that are-external tc|- "—¡The.* -syr- r;' •• • . . [also stressed |I0 
responsibilities during in processing. 

8. (U) The Directorate for Measurement and Signature Intelligence and Technical (¡ollection 
reportedp personnel participated in review. 

9. (U) The Office of Equal Opportunity and Equal Employment Opportunity (EO): equired all 
personnel to conduct file reviews to ensure compliance with the appropriate dire gives. EO 
has gone through extensive records review and closing of office files/regulations in order to 
comply with applicable 10 directives. 

10. (U) The Chief Financial Executive (FE) stated that there were no reports of activ ¡ties that 
employees believe to be illegal or contrary to executive order, presidential direct ve, or 
applicable DoD policy. 

3ECRET//HOrORN//20310324 
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11. (U) The Chief of Staff reported personnel participated in a files review and foi 
relevant information. Additionally, 10 responsibility information was disseminatjed 
command element personnel. 

» a l f <bX2Mb)(3) :10 
10 m use 424 

12. (U) OP reported 
retained. 

13. 

rsonnel reviewed files to ensure that prohibited materi; il was not 

in files 
le 10 review this quarter and all AC personnel are aware and familiar with the applicabel 

directives, 

a. (U) In addition, AE stated that contracting officer's representative guidance litters are 
updated to incorporate guidance to ensure contractors maintain records, and r sflect 10 
training which may be periodically reviewed by the IG or directorate 10 offic: 

b. (U) AE stated that they had not initiated any contract actions during subject pjsriod that 
fall under the procedures of 1 l.b., DoD 5240.1 -R, and there were no contract^ requiring 
contractor performance under the criteria of DIAR 60-4, Paragraph 7.d. 

14. (U) OIA management continued to emphasize the importance of personnel being 
with 10 regulations during the period 1 January through 31 March 2006. 

1 Enel 
Intelligence Oversight Brief FY 06-02, 
150942Z Mar 06, (S//NF) 2 pages 

familiar 

4 
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150942Z Mar06 

Subject: IG Intelligence Oversight Biief FY 06-02 (U) 

1. (U) Addressees are requested to ensure that all unit personnel are informed of t te contents 
of this message. 

2. (U) U.S. Persons. Recently there has been significant media attention regardin; 
intelligence collection against U.S. persons, for clarification, DIA is authorized tc collect 
against a U.S. person if the subject individual meets the criteria contained in DoD 5240.1-R, 
procedure 2. Generally, this authorizes collection necessary to accomplish the ag< ncy*s 
foreign intelligence and counterintelligence mission areas. The relevant points an: 

a. (U) U.S. Persons. U.S. person information may be collected if there is reas< nable 
belief the subject meets at least one of the criteria contained in procedure 2. 

b. (U) Reasonable Belief. A reasonable beliefarises when the facts and circui »stances 
are such that a person would hold the belief. Reasonable belief is based on experi tnce, 
training, or knowledge of foreign intelligence or counterintelligence work, appliet to facts 
and circumstances at hand. A trained and experienced intelligence professional n ight hold a 
reasonable belief to satisfy this standard. Conversely, a person unfamiliar with in lelligence 
or counterintelligence methodologies might not be able to meet this standard. 

c. (U) Retention of U.S. Person Information. DoD 5240.1-R, procedure 3 go* ems the 
retention of identifying U.S. person information, by all DoD intelligence compoiK nts. If 
information was properly collected in accordance with procedure 2, the U.S. pers >n 
information may be retained indefinitely. If a reasonable belief cannot be establii hed that the 
information meets the criteria of procedure 2, the information may not be retainet I beyond 90 
days. 

d. (U) Example 1; A U.S. corporation executes an agreement to provide sopl isticated 
information technology to the ministry of defense of a foreign country. This cleajriy meets 
the criteria of procedure 2. 

e. (U) Example 2: A person submits a letter for publication in a U.S. newspa >er that is 
critical of U.S. policy in the Middle East. This falls within the constitutional gua :antee of 
freedom of speech and does not provide, by itself, the basis for collection activiti :s against 
the individual. 

f. (U) Example 3: A U.S. person of middle east ethnicity regularly attends re IS; 
services at a mosque and proclaims a doctrine of literal interpretation of the Koran, 
situation does not meet the test of reasonable belief of foreign intelligence or 
counterintelligence interest. 

3. (U) intelligence Oversight 00) Training Distant Learning. The IOCD-ROMl developed 
by the Assistant to the Secretary of Defense (Intelligence Oversight) has been configured for 

gious 
. This 

EFF 



(b)(3): 10 
use 424 

posting with the 
encouraged to make use of the 

Unit 10 officers an: 
posting for continuing education of the wort fc 

4. (U) Recent 10 Issues from DIA Elements. 

a." 

5. (U) If you have any 10 issues which you would like addressed in future 10 bri 
forward them to the Office of the Inspector General, ATTN: Assistant Inspector 
Intelligence Oversight. We are also accessible via the DIA IG Hotline, commenji 

1 •: ••••'• You may also submit IG hotline 

Derived from: DIA HUMINT SCG, Ort 04 
Declassify on: 203103IS 

orce. 
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SECRET//NOFORN//Z03 10& 14 
DEFENSE INTELUGENCE AGENCY 

WASHINGTON. IX: 20340-5100 

S-06-029MG 

To: Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 30 Juie 2006 

References: a. (U) Executive Order 12333, "United States Intelligence Activities," >• December 
1981 

b. (U) Executive Order 12863, "President's Foreign Intelligence Advisojy Board," 
13 September 1993 

c. (U) DoD Directive 5240.1, "DoD Intelligence Activities, " 25 April 1988 

d. (U) DoD 5240.1-R, "Procedures Governing the Activities of DoD Intelligence 
Components that Affect U.S. Persons," December 1982 

(U) As required by references above, the Defense Intelligence Agency Quarterly Intel igence 
Oversight Report for the period 1 April through 30 June 2006 is enclosed. If farther i ¡formation 
is required, please contact the Office of the General Counsel at|: ,•'•'•••'.•• the (pffice of 
the Inspector General a t ^ 

(b)(2),(b)(3);10 USC 424 

Enclosure 
Quarterly Intelligence Oversight 
Report, 1 April through 30 June 2006 
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(U) Q U A R T E R L Y I N T E L L I G E N C E O V E R S I G H T REPORÎT 

1 Aprfl through 30 June 2QQ6 

1. (U) The Office of the Inspector General (OIG) reported the following intelligence 
(10) activities: 

oversight 

a. (U/JfUUUj OIG provided continued support to investigations and inquiries bj the 
Department of Defense (DoD) IG pertaining to detainee/prisoner abuse allegat ions, Iraqi 

(b)(2)" 
NationaJ Congress, anc 4 These are ongoing projects. 

b. (U//TOUO) OIG provided IO training to four iterations of the Tomorrow's In; 
Professionals Course; one class of Defense Intelligence Agency (DIA) 101; 
of the Staff Operations Course-Operating Base, totaling v persons. 

t diligence 
an i one class 

c. (U#FQUQ) OIG provided focused IO training to the outboumT 

d. OIG provided IO briefings t o f ^ ^ a n d f ^ 
at the ' ' 'i Jconference held 12 through 16 June 2006. 

e, (U) OIG disseminated the 10 quarterly brief to all DIA field activities (enclosi 

f. •fl/iUP) OIG memorandum S-0235/IG, "Possible Violation of E.0.12333 and 

(b)(t),(b)(3):10 USC 
424,1.4(c) 

(b)(1).1.4(c) 

5240.1-R." 13 May 2005. reported that the office of the DI A[ 

questionable activities consisting of an 
Office of Operations (OP), might have eng tged in 

. . I . ^ ¡ ¡ ¡ « B - J J J . , ; . A written report was completed. (Project 2005-002555-Mj 0 

g. (U) The OIG responded to five requests for assistance from headquarters staff 
units on matters of 10 guidance and interpretation. 

(b)(3):10 USC 424 
h. (UATOUO) OIG conducted inspections o f t f f i i i y i f e ^ i H ^ ^ * » - ! 

x ^ ^ l ^ & f e ^ ^ a n d found no questionable activity 

2. (U) The General Counsel (GC) reported that GC attorneys conducted weekly train ng 
sessions on Tuesdays for personnel deploying abroad to ensure that all DIA persot nel, 

(b)(3): 10 USC especially * •'••••-• '.* • land- j" '•••T',"',- "• • Iare folly aware of the most recent DoD 
424 ^ " " •' policy on conducting intelligence interrogations and treatment of detainees in U.S 

Hti: Derived from: DIA 
Declassify on: 2031081 
Date of source: lQcto 
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custody. Between andí^blA personnel attended each of these sessions. Ac ditionally. 
the following groups received IO instruction: 

<b)(3):10 
USC 424 

(b)(2),(b)(5) 

(b)(3):10 
USC 424 

-a: • On 16 Mavì- " ^ p ^ X l n m s e n t e r i instmctirm on 
concerning . - > ¡and other 10 issues to the 

: •• - • : ictass! (b)(3): 10 USC 424 

b. On 8 June, 

(b)(3):10 " 
USC 424 

andp&." ¿ i i M ^ & ^ S OKJ, jointly made a two-hour 
presentation to the Directorate for Human Intelligence ( P H j f v ^ ^ y v W 
who are the designated unit liaisons for IO. 

taught a one-hour block on 

0 

c. On 16 Jtifte, ; 
the agency's 5 . • . ^ 

ispartof 

3. (U) The Joint Military Intelligence College (MC) provided 10 instruction to personnel in the 
courses noted below: 

NUMBER COURSE 

(b)(2),(b)(3): 
10 USC 424 

Survey of Intelligence Collection 
Basic Intelligence Collection 
Human Intelligence 
Imagery Intelligence 
Signal Intelligence 
Intelligence, Surveillance, and Reconnaissance 
Congressional Oversight of Intelligence 
Industry and Intelligence 
National Security Structure and Policy 
History of U.S. Intelligence 
Information Technology for Intelligence Professionals 
Future of U.S. Foreign Intelligence Community 
The Law of Intelligence 
Congress and U.S. Intelligence 
Leadership, Management and Coordination in the Intelligence Community 
Intelligence Relations with Allied Nations 
Intelligence and Homeland Security 

(b)(2),(b)(3):10- - In summary^ ' "jtudents received oversight instractíon;p3were DIA personnel 

(b)(2),(b)(3):1 
USC 424 

0: 

(b)(2) 

' (b)(3):10 
USC 424 

(b)(2) 

(b)(2) 
(b)(2) 

¿¿personnel assigned p articipated 4. (U) The Directorate for Intelligence reported that| : >, 
in files review, and all are current in 10 training. Personnel not trained were eithejr ori 
temporary duty (TDY) or on leave. 

5. (U) The Directorate for Administration (DA) reported personnel assigi ed 
applicable participated in 10 review. Additionally, newly assigned members were briefed or 

provisions of Executive Order 12333, "United States Intelligence Activities," Pro« edure 2, 
2 
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(b)(3): 10 
use 424 

Conduct of Intelligence Activities; and DoD Regulation 5240.1-R, "Procedures G< iverning 
the Activities of DoD Intelligence Components that Affect United States Persons' Procedure 
IS, Identifying, Investigating, and Reporting Questionable Activities. DA was nc t aware of 
any activities reasonably believed to be illegal or contrary to executive order or pi csidential 
directive, or applicable DoD policy. DA also reported conducting 100 percent ve ideation of 
entries in the office's automated databases during this timeframe to ensure no indi «dual 
names or corporations/organizations were Inadvertently entered into the database, except as 
provided for in DoD Regulation 5240.1-R (Procedures 2 and 3). Assigned person tel 
involved in data handling received a quarterly reminder briefing from the adminis native 
supervisor concerned, regarding prescribed and authorized materials and procedui es. There 
were no special access program bulletins issued during this reporting period. 

6. (U) The Directorate for Analysis 
participated in quarterly training, 

ported that of thet-^%:yjpersonnel assigne 
received training previously, and}, y .¡¡did 

participate due to leave, rotation, and TDY. In addition, DI conducted an inspecti 
files and work areas of the DI offices. The inspection found that DI had no discre pi 
pertaining to information/material that would violate the provisions of the DoD 5! 
D1AR60-4. 

lot 
in of the 
lancies 
40.1-R and 

7. (U) DH reported^ ¡personnel assigned, to include military personnel, civilian 
contractors, and foreign nationals. Additionally, DH reported traimngjr~wjpers< i 
personnel conducted file reviews, and no prohibited materials were identified. Dip 
reported:; provided 10 training top . new DH. 

personnel. 
>nnel,[_j 
"also 

(U) The Directorate for Measurement and Signature Intelligence and Technical G 
reported)- ' personnel assigned, and thatpjfpersonnel participated in IO training 
quarter, all others were previously trained. Additionally, the review of files founc 
discrepancies pertaining to information or material that would violate the provisio 
5240.1-R and DIAR 60-4. 

:< Election 
g this 

no 
is of DoD 

(U) The Directorate for Information Management and Chief Information Officer reported 
included "^personnel assigned participated in IO training this quarter. Training 

review of DoD 5240.1-R, DCID 6/4, DoD 5105.21-M-l, and Overseas Travel 
Antitcrrorism/Force Protection briefing. 

10. (U) The Office of Equal Opportunity and Equal Employment Opportunity reportejl 
activities this quarter, 

11. in thî 
procedures review of DoD 5240.1-R and DIAR 60-4. FE also stated that there wi 
reports of activities that employees believe to be illegal or contrary tp executive oi 
presidential directive, or applicable DoD policy. 
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12. (U) The Chief of Staff (CS) repprted||S|i§5§]personnel assigned to the command element 
received IO training. During the training process, files were reviewed to deteimii e whether 
holdings were in accordance with DoD S240.1-R and DIAR 60-4. No files or brii fings were 
discovered containing IO-relevant information. Additionally, individuals not trailed were 
either on leave or on TDY. 

13. (U) The Office of Operations (OP) reported that-';,'v ' i personnel reviewed fill s to ensure 
that prohibited material was not retained, and that assigned personnel were traine< on IO and 
their responsibilities. 

14. (U) Office for Congressional and Public Affairs reported 100 percent of assigned (personnel 
received IO training. 

15. (U) The Office of International Engagement reported 100 percent gf assigned pen onnel 
received IO training. 

16. (U) The Acquisition Executive (AE) reported thatF 
re-certifying their IO training via thejr; 

1 personnel assigned pai ti< 

compliant. AE stated that all personnel are aware and familiar with the applkabh 
directives. In addition, AE stated the update of the contracting officer's represeni 
guidance letters incorporated guidance to ensure that contractors maintain records 
reflect 10 training. AE also stated that it would initiate action to ensure that acqu: 
vehicles include requirements to maice contract employees aware of the provision 
5240.1-R and DIAR 60-4. AE indicated that they had not initiated any contract ai 
during subject period that fall under the procedures of 11 .b., DoD Regulation 524p, 
there were no contracts requiring contractor performance under the criteria contaii 
DIAR 60-4, Paragraph 7.d. 

icipated in 
all are now 
IO 

tfctive 
which 

fcition 
of DoD 

4tions 
.1-R, and 

i ted in 

!7.(U)Thcj: - - J ^ T ^ r t m Z ' :/|reported| y^-y~personne 1-
participated in 10 training. Personnel not participating were TDY or on leave. 

I K U V T h e R 
reported that currendy has) igovcmtneni 

As a new organization, it is currently developing IO procedures to include file rev ii 
quarterly training sessions with all personnel. As part of developing those proced 
working with DIA IO officers regarding specific topics to address, and available 
IO is a primary concern it will ensure activities are in full compliance with federal 
executive order, and DoD directives. 

19. (U) The Directorate for Human Capital (HC) reported!^' -^gd'personnel sssigA 
participated in document review, HC stated division security officers periodical!) . 
respective personnel to review appropriate files to ensure compliance with DoD 51 
and DIAR 60-4; no inappropriate files were found. In addition^^new employe t 
and civilian) were made aware of the IO responsibilities as a part of their indoctrinat 

(b)(3):10 
USC 424 

cusu vi, in an j wwt U U H K awdic ui uic i \ j reojjuiuiuiuua as a paiL ui uicii muumtiiai w u 
in processing, included in DIA 101 and DIA 201. Further, HC stated thej ¡ - ^ ifr 

. . . ¿ j . .-A-;,•;.».>. provided IO training via 11 courses, to] (stud 
4 

0 E C I U I T / / N O F O R N / / 2 0 3 1 0 Q 1 4 

personnel, 
lew and 
ires, it is 

resources, 
law. 

ed 
queried 

640.1-R 
s (military 
on during 

(b)(2),(b)(3) 
10 USC 424 

(b)(3): 10 
USC 424 

(b)(2),(b)(3): 
10 USC 424 

•(b)(2),(b)(3) 
0 USC 424 

(b)(2),(b) 
10 USI IUS^4 

(b)(3):10 USC 4 
students. 

(b)(2),(b)(3):1 
0 USC 424 

;FF 157 

t 

3): 
24 

24 



GBCItET)WOrOKN//20310011 

2Q. (U) DIA management continued to emphasize the importance of personnel being familiar 
with 10 regulations. 

1 Enclosure 
OIG message 071200Z JUN 06, 
subj: IC Intelligence Oversight 
Brief FY06-03, (U) 1 copy 

QECMT//MOrOUN//20310814 
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RUEKJCS/JCS NMCC WASHINGTON DC//IG// (b)(2) 

(b)(2),(b)(3):10 
INFO RHEFLGX/SAFE WASHINGTON DC U S ¿ 4 2 4 

BT 

CONTROLS 

UNCLAS 

BODY 

SUBJ: IG INTELLIGENCE OVERSIGHT BRIEF FY06-03(U) 
1. (U) ADDRESSEES ARE REQUESTED TO ENSURE THAT ALL UNIT PERS 
ARE INFORMED OF THE CONTENTS OF THIS MESSAGE. 
2. (U) NON-DIA INSPECTIONS. 
A. (U) THE OFFICE OF THE INSPECTOR GENERAL (OIG), IN ACCORDANC 
DIAl 5100.200. OFFICE OF THE INSPECTOR GENERAL POLICIES AND 
RESPONSIBILITIES, IS RESPONSIBLE FOR REPRESENTING THE DJRECTC 
ACTIVITIES REQUIRING COLLABORATION OR COORDINATION WITH THE 
GENERAL (IG) COMMUNITY. PERIODICALLY, DIA ORGANIZATIONS MAY B 

:10 USC 424 

3NNEL 

•WITH 

>f 3 

R ON ALL 
NSPECTOR 
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essage Text (b)(2)' 

(b)(2)' 

(b)(2) 

INCLUDED WITHIN THE SCOPE OF NON-OIA INSPECTION ORGANIZATiOl* S. THE 
MOST FREQUENTLY ENCOUNTERED ORGANIZATIONS ARE THE DEPARTMENT OF 
DEFENSE (DOD) IG, THE DEPARTMENT OF STATE 1G, THE ASSISTANT TC > THE 
SECRETARY OF DEFENSE (INTELLIGENCE OVERSIGHT), AND THE GOVE 
ACCOUNTABILITY OFFICE. FOR THE PAST THREE YEARS THE OIG HAS WORKED 
CLOSELY WITH THE DOD IG ON INVESTIGATIVE ISSUES ARISING FROM 
ALLEGATIONS OF PRISONER ABUSE AND ISSUES SPECIFICALLY REQUEjS 
THE CONGRESS. THE AGENCY IS COMMITTED TO FULL AND OPEN DISC 
ALL INFORMATION REQUESTED BY SUCH INVESTIGATIONS AND ALL EM 
ARE OBLIGATED TO PROVIDE FULL COOPERATION 

R N M E N T 

¡TED BY 
LOSURE OF 

j'LOYEES 

(2) (U) ALL NON-DIA INSPECTOR REQUESTS FOR DOCUMENTS MUST BE 
THROUGH THE OIG. THE OIG IS THE CONDUIT FOR PROVIDING COPIES 
DOCUMENTS TO NON-DIA INSPECTORS. 
(3) (U) AFTER ACTION REPORTS CONCERNING NON-DIA INSPECTIONS Mill 
FORWARDED TO THE OIG AND THE APPROPRIATE CHAIN OF COMMAND 
HOURS OF THE VISIT COMPLETION 
(4) (U) ANY QUESTIONS MAY BE ADDRESSED TO THE OIG VIA THE IG HOTLINE 
OR, IF URGENT, VIA TELEPHONE. 
3. (U) RECENT 10 ISSUES FROM DIA ELEMENTS. 

MADE 
OF 

ILL BE 
WITHIN 72 

A. (U//FOUO) DUAL CITIZENSHIP.IWt tfe «fr*t ? 'r. 

K-,-3. t V ,J 

B. (U//FOUO) PERMISSION TO COLLECT ON U.S. PERSONS. I 
3 l S THE PERCEPTION HELD BY SOME AGENCY EMPLOYEE^ THAT 

COLLECTION AGAINST U.S. PERSONS IS NOT AUTHORIZED. THIS IS NOT THE 
CASE. DOD 5240.1-R, PROCEDURE 2, PROVIDES SEVERAL APPROVED 
CATEGORIES BY WHICH COLLECTION MAY OCCUR AGAINST U.S. CITIZEN 
PERSONS HOLDING U.S. PERMANENT RESIDENT ALIEN STATUS, OR U.S 
CORPORATIONS OR ORGANIZATIONS. GENERALLY THESE CRITERIA R1 
TO A FOREIGN INTELLIGENCE CONNIFCTION 
(U//FOUO 

of 3 

IS, 

I LATE 

8/12/2006 1:55 PM 
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(b)(2), 
(b)(5) 

( I M P O L I U ) 

4. (U) UNIT INTELLIGENCE OVERSIGHT OFFICERS. DIAR 60-4 IS THE DIA 
IMPLEMENTING REGULATION FORDOp5^40.1-R. PARAGRAPH 7.F. REQL 

APPOINTA 
INTELLIGENCE OVERSIGHT OFFICER (IOO) AND PROVIDE A COPY OF TH VT 

(b)(2) 

LETTER TO THE OIG. THE REGULATION ESTABLISHES MINIMUM GRADE 
EORJHE.IOO, BUT DUE TO THE SMALL SIZE OF SOME 

THE OIG RECOMMENDS THAT AN ALTERNATE IOO ALSO BE AP MINTED 
WITHOUT GRADE RESTRICTION. ANY QUESTIONS ON THIS MATTER MÂ  ' BE 

1RES 
"(b)(2),(b)(3) 
USC 424 

SBITERIA 
(b)(2) 

RAL FOR 

HIS 
NBE 

ADDRESSED VIA THE IG HOTLINE TO THE ASSISTANT INSPECTOR GENE 
10. 
5. (U) USEFUL INFORMATION. THE OIG IS FREQUENTLY ASKED BY DIA FfELD 
ELEMENTS FOR COPIES OF DOD DIRECTIVES. THE BEST SOURCE FOR " 
INFORMATION IS THE WASHINGTON HEADQUARTERS SERVICES AND CAl 
ACCESSED VIA THE INTERNET AT: WWW.DTIC.MfL/WHS/DIRECTIVES. Ttf E SITE 
ALSO HAS LINKS TO PUBLICATIONS OF THE MILITARY SERVICES, 

ADMIN 

BT 
#2085 
6 A 1 A 

NNNN 

UNCLASSIFIED 
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IUTE: 18 July 2006 

REPLY TO 
ATTN Or: IG 

SUBJECT; (U) FMA Investigatola Project O5-0Q2555-MA 

UNITED STATES GO WERNMENT 

memoranldum 
S-06-0230/IG 

it* OP 
DA 

DI 
DH 

REFERENCES: a. (U) DIAI5100.200, "Office of the inspector Oeneral-Pdicics and Respoiuibil 
17 Pebroazy 2006 

b. (U) DoD 5240.1-R, "Procedures Governing the Activities ofDoD Intelligence 
Components that Affect United States PCISOJIB,* 11 December 1982 

c. (U) DIAM 5S-4, "Foreign Materiel Program (FMP)," 22 Fcbruaiy 2002 

d. (U) DIAM 58-11, "DoD HUMINT Policies and Procedures," 3 August 1998 

e. (ftVMT 

I. (U) BACKGROUND 

b^QiATQ 

Derived from: Multipli $amt* 
QflcUsit(y<ai; 2(131073 ft 
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3. (U) RECOMMENDATIONS: 

a. (UiffOVO) RccomnendMioB li OP and DH should evaluate iheir cuirehi training 
processes and take appropriate action to properly oducate all assigned pecs jwiel fully 
on their personal responsibilities to coordinate acquisition activities in accordance 
with reference b. 

'(b)(1),1.4 
(o),1.4(d) 

4. (U) IMPACT 

' '(b)(1),1.4 
(o),1.4{d) 

5. (10 RELATE© ACTIONS 

(U//POUO) The SAIG is continuing its investigation to determine if changes to Army 
FMP procedures and regulatory guidance are required. 

6. (U) TASKING GUIDANCE 

a. (U) OP, D1 and DA reply to the OIO with record of actions taken by 18 August 2006. 

b- (U) Send responses Jo 
submitting a hard copy, also send an electronic copy. If sending an electtii 

CCD only, it must be routed through the di lectoroie head or deputy and must 
an electronic signature or an electronic concurrence. Responses that have 
properly coordinated and approved cannot be accepted. Requests to close 
completed action will not be approved without supporting documentation 

3 

fiECRET//FGI//WOFORl^j2CI31U AIA 

rr 
mie copy 
¡tain either 

not been 

{b>(3):10 
use 424 
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c. (U) The directorate'» reply will be evaluated for responsiveness to the into u of the 
required «ctionfc), «chlcvability. and timeliness of completion dates. Ongc ing actions 
will be tasked through Proceaslu 

7. <U) REPORT HANDLING 

(U> This report contains the results of an investigation conducted by the O O. It is a 
privileged document, not to be shared outside of DIA without command aj proval. 

(b)(3): 10 
u s e 424 

cc: 
DR 
DO 
GC 
DAC 
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DEFENSE INTELLIGENCE AGENCY 

WASHINGTON. DC 20340-3100 

S-06-0392/IG 

To: Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 
30 September 2006 

References: a. (\J) Executive Order 12333, "United States intelligence Activities," 
4 December 1981 

b. (U) Executive Order 12863, "President's Foreign Intelligence Advist 
13 September 1993 

ry Board," 

c. (U) DoD Directive 5240.1, "DoD Intelligence Activities," 25 April 1988 

d. (U) DoD 5240.1 -R, "Procedures Governing the Activities of DoD In :elligence • 
Components that Affect U.S. Persons," December 1982 

(U) As required by references above, the Defense Intelligence Agency Quarterly Inte ligence 
Oversight Report for the period 1 July through 30 September 2006 is enclosed. If far her 
information is required, please contact the Office of the General Counsel at 
Office of the Inspector General 

iontact the Office 

'(b)(2),(b)(3):1 
0 use 424 

Enclosure 
Quarterly Intelligence Oversight Report 
1 July through 30 September 2006 
(S//NF), I cy 

cc: 
DR 
DD 

REGRADED UNCLASSIFIED WHEN 
SEPARATED FROM CLASSIFIED ENCLOSURE 

itorj.' 
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QECIU3T//NOrORN//'20311026 
(Ü) Q U A R T E R L Y I N T E L L I G E N C E O V E R S I G H T R E P O R 

1 July through 30 September 2006 

I. (U) The Office of the Inspector General (OIG) reported the following intelligence 
(10) activities: 

oversight 

a. (U/yl'UUUJ OIG provided continued support to investigations and inquiries bj 
Department of Defense (DoD) IG pertaining to detainee/prisoner abuse allegat 
National Congress and the DoD Office of Special PI 
DoD IG issued reports on detune&pnsbher abuse and a Phase I report on the 

the 
ions, Iraqi 

I ins. The 
] NC. 

b. (U/iTOUO) OIG provided 10 training to one iteration of the Tomorrow's Intelligence 
Professionals Course with|p| attendees.- (b)(2),(b)(3):10 USC 424 

c. (U/ffOUO) OIG provided focused 10 training to the outbound] 

I 
d. (SJW1"J OIG provided tailored 10 training tofs^f'gffiHF^assiened to 

an 2 August 2006. •(b)(1)i(b)(2)i (b)(3): 10 USC 424 

e. (OtfHr)OlG memorandum F-0234/1G, subject: "Possible Violation of E.O, I 
DoD 5240.1 -R," 12 June 2006, reported that an individual assigned to the Dirfr 
Intelligence (J2~) may have engaged in questionable/;.::.- -•:. 

conducted an investigation and determined that the allegations were substantii 
OIG recommended management action against the individual. The project is 
(Project 2005-002721-MA). 

f. (U/iTOUWJ The OIG conducted an IO assessment of DIA deployed forces in 
during the period 20 through 30 August 2006. The OIG team found no 10 pre 
violations. The appropriate agency directorates received a briefing on managt 
issues now pending their action (Project 2006-002756-MA). 

g. (U) OIG disseminated the IO quarterly brief to all D1A field activities (enclosi ire 1). 

and field h. (U) The OIG responded to four requests for assistance from headquarters staff 
units on matters of 10 guidance and interpretation. 

Derived from: DIA 
Declassify on: 20311 
Date of source: 1 Octo 

ECruST/fflOrORN//20311026 
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2. (U) The General Counsel (GC) reported receiving no reports of questionable Intel igence 
activities during July to September 2006. The following groups received 10 instr iction: 

(b)(2),(b)(3)v 
10 use 424 

a. (U) On IS August and 19 September 2006, GC personnel taught legal aspects of 

b. (U) On 5 September 2006. one attorney taught the 
class to neW- /^¡attending the 

c. (U1 On 13 September 2006. pne attorney taught p class qn 10 Policies andF 

3. (U) Joint Military Intelligence College (MC) reported 10 instruction was includec in courses 
during the summer quarter (June through August 2006). "The courses with their enrollments 
are listed below: 

NUMBER COURSE 

History of U.S. Intelligence 
The Law and Intelligence 
Management of Intelligence 
Leadership, Management and Coordination in the Intelligence 
Intelligence and Homeland Security (Formerly numbered NFlí|9¡ 

(U) In summary,: ¡students received 10 instruction;^ were PIA personnel. 

4. (U) The Directorate for Intelligence (J2) reported 
in files review/training this quarter. J2 also reported thatj^'jpersonnel were unavt 
to temporary duty (TDY) and/or leave. Additionally, J2 reported all personnel as: 
current in IO training. 

lonnel assigned participated 
•< liable due 
iigned are 

5. 
pro' 

,ConJ 

(U) The Directorate for Administration (DA) reported^IngC&ffi1? ¡personnel assigju 
participated in 10 review. Newly assigned members were briefed on applicable 
Executive Order 12333, "United States Intelligence Activities," Procedure 2, 
Intelligence Activities; and DoD 5240.I-R, "Procedures Governing the Activities 
Intelligence Components that Affect United States Persons" Procedure 15, Identi 
Investigating, and Reporting Questionable Activities. DA was not aware of any 
reasonably believed to be illegal or contrary to executive order or presidential din 
applicable DoD policy. DA also reported conducting 100 percent verification of 
the office's automated databases during this timeframe to ensure no individual 
corporations/organizations were inadvertendy entered into the database, except a: 
for in DoD 5240.1-R (Procedures 2 and 3). Assigned personnel involved in data I 
received a quarterly reminder briefing from the administrative supervisor, regardi i, 

2 
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prescribed and authorized materials and procedures. There were no special acces ; 
bulletins issued during this reporting period. 

6. (U) The Directorate for Analysis (PI) reported k£ 
participated in quarterly review, 

personnel assign« d 
[not ¡received training previously, andQdid 

participate due to leave, rotation, and TDY. In addition, DI conducted an inspection of the 
files and work areas of the DI offices. The inspection found DI had no discrepant}! 
pertaining to information/material that would violate the provisions of the DoD 5 
DIAR 60-4. All employees were instructed to review DoD 5240.1 -R, DIAR 60-4 
related virtual training and websites. 

7. (U) DH reported\ V;-.; '¡personnel assigned, to include military personnel, civilian personnel. 
contractors, and foreign nationals. DH reportedH^I personnel received training. andi 
personnel conducted file reviews. Furthermore, DH reported^ 

provided 10 training to[Hnew DH members, and training videos were provided to 
the forward support offices and liaison offices that are external to. 

8. (U) The Directorate for Measurement and Signature Intelligence and Technical C 
reported 600 personnel assigned, and 30 personnel participated in 10 training this qi 
others were trained previously. 

9. (U) The Directorate for Information Management and Chief Information Officer ijeported 
: ; ^personnel assigned participated in IO training this quarter. 

personnel participated in IO revi« ws this 10. (U) The Equal Opportunity Office reported 
quarter. 

11. (U) The Chief Financial Executive (FE) reported [^employees participated in tl 
procedures review of DoD 5240.1-R and DIAR 60-4. FE stated that there were 
activities that employees believe to be illegal or contrary to executive order, presi 
directive, or applicable DoD policy. 

program 

(b)(2), (b)(3); 
10 USC 424 

es 
40.1-Rand 
and IO 

Election 
uarter, all 

e periodic 
reports of 

litiential 
n> 

ent 12. (U) The Chief of Staff reported^¿¿vg personnel assigned to the command elen t 
received IO training. During the training process, files were reviewed to determii e whether 
holdings were in accordance with DoD 5240.1-R and DIAR 60-4. No files or bri< fings 
containing IO-relevant information discovered. Individuals not trained were eithi r 
or TDY. 

r on leave 

13. (U) The Defense Joint Intelligence Operations Center (DJ) reported thatf 
assigned completed IO training and reviewed files to ensure no retention ofprohipii 
material. Assigned personnel were trained on IO and their responsibilities. DJ al 
that personnel were informed to access to DIA 60-4 on INTELINK and Joint Intel 
Virtual University (JIVU) Course "Intelligence Oversight" to meet the "2006 4th 

personnel 
ited 
«reported 
ligence 

training requirement. Additionally, DJ reported that all of the[] 
completed IO training. 
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14. (U) Office for Congressional and Public Affairs reported allf7 ?ipersoanei assign« d 
10 training. 

IS. K 

received 

ceived TO 
training. 

16. (U) The Acquisition Executive (AE) reported that ' > ;.]newty reported persorau 
personnel assigned participated in 10 training via JIVU. AE stated that all persoi 
aware and familiar with the applicable 10 directives. In addition, AE stated that 
be initiated to ensure that acquisition vehicles include requirements that contract 
are aware of the provisions of DoD 5240.1R and OIAR 60-4. AE indicated that 
initiated any contract actions during subject period that fall under the procedures 
DoD 5240.1 -R, and there were no contracts requiring contractor performance un< 
criteria contained in DIAR 60-4, Paragraph 7.d. 

i nel are 
; iction will 
snployees 

had not 
afl i .b. , 

LÌ er the 

17. (U) The- •: reported} . • " personnel part 
10 training, Personnel deployed did not participate. 

18. (U) DIA management continued to emphasize the importance of personnel being 
with 10 regulations. 

1 Enclosure 
01G message 261400Z SEP 06, 
subj: IG Intelligence Oversight 
Brief FY06-04, (U) 1 copy 

cipated in 

familiar 
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R 28032SZ SEP 06 
FM plA WASHINGTON DO/IG// 
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RHMFISS/COR USTRANSCOM SCOTT AFB lUH^C 
RHMFISS/CDR USSOCOM MACDILL AFB FL//SCI 
RHMFISS/COR USSOUTHCOM MIAMI FLM 
RUCBACWCDR USJFCQM NORFOLK VA//I 
RHMFISS/COR USJFCQM NORFOLKVAflt 

RUCUSTR/CDR USStftAtCOM OFFUTT AFB NE//CC05/IgT 
3a~ RHMF/SS/CDR USSTRATCOM OFFUTT AFB NE/m&SGf l 

RHMFISS/CDR USEUCOM VAIHINGEN GE//ECIQ.: 
RUEKJCS/JCS NMCC WASHINGTON DC/UGH 

v EU-RSC// 

RHMFISS/COR USNORTHCOM//IG4 : . |WC-R§Stf 
RHMFISS/CDR USCENTCOM MACDILL AFB FU/IGf 
RHHMUNA/CDR USPACOM HONOLULU Hl//I< 
RHMFISS/COR USPACOM HONOLULU HI/ZIG^ PA-RSCti 

'SE-RSC// 
:SC// 

CONTROLS 

0 0H r i p CHTIiHLHePemi 

BODY 

SUBJ: IG INTELLIGENCE OVERSIGHT BRIEF FY06-04(U) 

1. (U) ADDRESSEES ARE REQUESTED TO ENSURE THAT ALL UNIT PERSONNEL 
ARE INFORMED OF THE CONTENTS OF THIS MESSAGE. 

2.TCTH04NTELLIGENCE OVERSIGHT (IO) TRAINING OF NON-U.S. 
PERSONNEL. DOD 5240.1-R. PROCEDURE 14 REQUIRES THAT DEPARTMENT Of 
DEFENSE (DOD) INTELLIGENCE COMPONENTS SHALL FAMILIARIZE ITS PERSOf> NEL 
WITH THE PROVISIONS OF EXECUTIVE ORDER 12333. DOD 5240.1-R. AND 
AGENCY SPECIFIC IMPLEMENTING INSTRUCTIONS. ; 

'..i ¡¿fkij'i-iQfi^wà^N'^s 
;-4-iTHE OFFICE OF THE 

INSPECTOR GENERAL (OIG) GUIDANCE IS THAT FOREIGN NATIONAL EMPLOYEES 
ARE TO BE TRAINED IN 10 PROCEDURES ONLYl ; 

AND SIMILAR CATEGORIES OF PERSONNEL WOULD NOT NORMALLY MEET THE 
CRITERIA FOR IO TRAINING, HHWFVPR niA si IPFRVISORS SHOULD 
PERIODICALLY REVIEW THE FILES OF ALL1. •>•.-••" / •.-••"-•^•••-••••^v.. JTO 
DETERMINE THAT ANY INFORMATION ON U.S. PERSONS IS PROPERLY MAINTAINED ' (b)(2),(b)(5) 
IN ACCORDANCE WITH PROCEDURES 2 AND 3 AND THAT NO PROHIBITED 
INFORMATION IS BEING RETAINED. 

I IALMUÎ UK1T" 

(b)(1),(b)(5),1.4(c) 

(b)(5) 
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3. (U) RECENT 10 ISSUES FROM DIA ELEMENTS. 

A. (U) WHAT A PROCEDURE 15 IS NOT. DURING OUR INSPECTIONS WE 
CONTINUE TO FIND MISUNDERSTANDINGS OF PROCECOURE 15 NOTIFICATION^. 
IN SOME CASES EMPLOYEES HAVE EXPRESSED CONCERN ABOUT "PROCEDURE 15 
CHARGES." A PROCEDURE 15 NOTIFICATON IS NOT PUNITIVE, IT IS AN 
ADMINISTRATIVE NOTICE FROM THE INSPECTOR GENERAL (IG) TO THE 
ASSISTANT TO THE SECRETARY OF DEFENSE (INTELLIGENCE OVERSIGHT) 
REPORTING THAT A QUESTIONABLE ACTIVITY, AS DEFINED BY DOD 5240.1-R, 
MAY HAVE OCCURRED AND THAT AN INVESTIGATION INTO THE MATTER WILL EjE 
CONDUCTED BY THE IG. IN SOME CASES WE ARE ABLE TO INCLUDE A 
STATEMENT OF HOW DIA CORRECTED THE PROBLEM AT THE TIME OF FILING TtHE 
PROCEDURE 15 NOTICE. IN ALL CASES, WE FOLLOW UP WITH A STATEMENT Of 
CLOSURE ON THE QUARTERLY 10 REPORT, IN WHICH WE STATE THAT THE 
ALLEGATION WAS NOT SUBSTANTIATED OR THAT VIOLATIONS WERE CONFIRM^ 
AND CORRECTIVE ACTIONS HAVE BEEN PUT IN PLACE. ALSO, NOTE THAT, 
ALTHOUGH THE IG MAY ELECT TO TASK THE RESPECTIVE DIA DIRECTORATE T{ 
CONDUCT AN INTERNAL INQUIRY AND REPORT BACK, THE INVESTIGATIVE 
JURISDICTION, TO INCLUDE DETERMINATION OF FACTS, RESIDES WITH THE IG 

4. (U) IG SPECIAL INTEREST ITEM. THE SECRETARY OF DEFENSE ISSUED A 
MEMORANDUM TO THE CHAIRMAN, JOINT CHIEFS OF STAFF, COMBATANT 
COMMANDERS. AND THE SERVICE CHIEFS ON 22 JUNE 2008, SUBJECT: 
REDUCINGPREVENTABLE ACCIDENTS. THE MEMORANDUM IS QUOTED IN FULlJ FOR 
YOUR INFORMATION. 

A. (U) I HAVE SET SOME VERY SPECIFIC MISHAP REDUCTION GOALS FOR 
THE DEPARTMENT TO ACHIEVE. MY CONGRATULATIONS TO THOSE WHO ARE 
PROGRESSING TOWARD THEIR RESPECTIVE GOALS, BUT OTHERS ARE NOT. wjE 
MUST REDEDICATE OURSELVES TO THOSE GOALS - AND ACHIEVE THEM. 
TOO OFTEN WE EXCUSE MISHAPS BY CITING THE DIFFICULT CIRCUMSTANCES 
IN WHICH WE OPERATE. WE HAVE TRAINED OUR MEN AND WOMEN TO OPERA 
SAFELY IN VERY TRYING CONDITIONS. THERE IS NO EXCUSE FOR LOSING 
LIVES GIVEN PROPER PLANNING, ATTENTION TO DETAIL, AND THE ACTIVE 
INVOLVEMENT OF THE CHAIN OF COMMAND. 

B. (U) ACCOUNTABILITY IS ESSENTIAL TO EFFECTIVE LEADERSHIP. I 
EXPECT ALL THE DEPARTMENTS LEADERS, FROM THE COMMANDER TO THE FIRST 
LINE SUPERVISORS, TO BE ACCOUNTABLE FOR MISHAPS UNDER THEIR WATCi I 
WE SIMPLY WILL NOT ACCEPT STATUS QUO. 

C. (U) IF WE NEED TO CHANGE OUR TRAINING, IMPROVE OUR MATERIAL 
ACQUISITION. OR ALTER OUR BUSINESS PRACTICES TO SAVE THE PRECIOUS 
LIVES OF OUR MEN AND WOMEN, WE WILL DO IT. WE WILL FUND AS A FIRST 
PRIORITY THOSE TECHNOLOGIES AND DEVICES THAT WILL SAVE LIVES AND 
EQUIPMENT. WE WILL RETROFIT EXISTING SYSTEMS, AND CONSIDER THESE 
DEVICES AS A MUST FUND PRIORITY FOR ALL NEW SYSTEMS. WE CAN NO 
LONGER CONSIDER SAFETY AS A NICE THING TO HAVE. 

D. (U) I WANT TO HEAR WHAT YOU ARE DOING TO IMPROVE YOUR SAFETY 
PERFORMANCE AND I WANT TO SEE THE RESULTS OF YOUR ACTIONS. END 
QUOTE DONALD RUMSFELD 

5. (U) THE OtG, ALONG WITH OTHER MEMBERS OF THE DOD IG COMMUNITY, 
ACCEPTS THAT ACCIDENT REDUCTION IS A CRITICAL ELEMENT OF SUCCESSFUL 

C 01 CPtDEl <TI ALM < IÜJ 01111 
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MISSION ACCOMPLISHMENT. WE WILL INCLUDE ACCIDENT PREVENTION AS A 
SPECIAL INTEREST ITEM IN FUTURE INSPECTIONS. UNE SUPERVISORS SHOULD 
BEGIN IMMEDIATELY TO REVIEW UNIT SAFETY PROCEDURES AND ACCIDENT 
PREVENTION PROGRAMS. 

8 fLJWPftWft»r»G ASSESSMENT 

DURING FY2007 THE PIG WILL FORM A MULTI-DISCIPLINARY 
- - j j T H E S E ASSESSMf I TEAM TO PROVIDE A BASELINE ASSESSMENT (SEE 

WILL GAUGE TRANSFORMATIONAL EFFORTS^ lAK 
SUSTAINMENT OF IT CAPABILITIES FOR DECISIONS MAKERS, WARFIGHTERS, P 
DEFENSE INTELLIGENCE ANALYSIS. THE ASSSESSMENTS WILL ALSO CONSIDfI 
INTEGRATION OF|T_V>SSETS TO DIA AND IDENTIFY CHALLENGES AND 
SUCCESSES OF NOTE. 

NTS.. 
D 
ND 
R 

7. (U) CHANGES AT THE OIG. 
AS THE DIA IG AFTER 43 YEA 

DERIVED FROM: DIA HUMINT SCG. OCT 04 
DECLASSIFY ON: 20310925 

BT 

NNNN 

(b)(2),(b)(3): Ü 
10 USC 424 J 

I 

(b)(2),(b)(3):1oj 
USC 424 î 

•(b)(3):10 
USC 424 

i 
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&ECRET//WOPORN//2032020B 

DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, o c JOWO-SIOO 

S-07-0028/IG 

To: Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 31 
2006 

References: a. (U) Executive Order 12333, "United States Intelligence Activities 
1981 

b. (U) Executive Order 12863, "President's Foreign Intelligence Advfsory Board," 
13 September 1993 

c. (U) DoD Directive 5240.1, "DoD Intelligence Activities," 25 Apri 11988 

d. (U) DoD 5240.1 -R, "Procedures Governing the Activities of DoD Intelligence 
Components that Affect U.S. Persons," December 1982 

1. (U) As required by references, the Defense Intelligence Agency Quarterly Intel Igence 
Oversight Report for the period 1 October through 31 December 2006 is enclosed. If further 

or information is required, please contact the Office of the General Counsel at[ 
the Office of the Inspector General at (b)(2),(b)(3):10 USC 

3. (U) There were no intelligence, counterintelligence, or intelligence-related acti 
violate law, regulation, or policy substantiated this quart». 

Cbfslltedby: DIA HUM 
Dccianify on: 20320208 
Date off carica lOctob* 

3 E C R E T / / N O F O R N / / 2 0 3 2 0 2 0 Q 

December 

4 December 

424 
(b)(2),(b)(: 
10 USC 42 

(b)(1),1.4 C 

rities that 

INTSCG 

3004 
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GECRET//NOrORN//20320200 

t> 

4. (UWOUOtAn 10 inspection of ait DIA directorates and special offices comme 
26 November 2006 and ended 31 January 2007. The purpose of the inspection 
compliance with all Federal and DoD directives, to capture best practices, and 
issues/concerns. The team composition consisted of a member of the DIA OIG 
Northern Command IC. OIG did not find any questionable intelligence activiti 
found most personnel were familiar with IO requirements; however, some offic 
conducting adequate training. The OIG inspection team gave recommendation! 
best practices for implementing an effective Intelligence IO program: reçoit in 

need 
vasto ensure 
discuss IO 

and the U.S. 
¿s. OIG 
;s were not 
and outlined 

frroeress. 
Additionally, the OIG conducted inspections of 
found no questionable activities. 

5. (U) There were no substantive changes to DIA's 10 program. 

6. (U) There have been no changes to any published directives or policies concernjing 
intelligence, counterintelligence, or intelligence-related activities. 

7. (U) There were no other significant 10 activities. 

8. (U) DIA does not have any suggestions for program improvements this quarter, 

f r y i T U i c v . w •«• ' 

. ... , ... • • .. . .. • ... •• /- ....• ;..- ;• (b)(3):10 
, '*. ...'..' . • i ' •:' - . '. *" ::y-'••-..' : ' . •' . USC 424 

cc: Ï V « c f . j . ; ^ ¿ ¿ ' I î vX-14'I-i'-- ^ 
DR 
DD 

QECIŒT//NQFORN//2Q320208 

(b)(3):10 
USC 424 
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COUNTERINTELLIGENCE FIELD ACTIVITY 
25118}h STREET 

CRYSTAL SQUARE 5, SUITE 1200 
Arlington, VA 22202-3537 

MEMORANDUM F O R ASSISTANT TO THE SECRETARY OF DEFE!^ 
INTELLIGENCE OVERSIGHT 

SUBJECT: Quarterly Intelligence Oversight (10) Report 

References: (a) DoD Directive 5240,1-R 
(b) Assistant to the Secretary of Defense memorandum, Ann 

to Congress - New Requirement, December 8 ,2006 
ial IO Report. 

In accordance with Procedure 15 of references a and b , the following Quarterly IO 
Report is provided for the periodi Qf October to December 2006, The formpt is patterned 
by the information provided in reference b: 

1. INFORMATION REQUESTED: Description of intelligence, 
counterintelligence (CI), axid intelligence-related activities that violate lawL regulation, or 
policy substantiated during the quarter, as well as any actions taken a s a rcjsult of the 
violations. 

C1FA: Although the following information did not arise during thii 
period, it is provided as specifically requested. 

In May 2003, Deputy Secretary of Defense Wolfowitz directed està 
reporting mechanism designed to capture open-source, non-validated interrili 
terrorist threat information, quickly flow that information to military com: 
incorporate the information into the DoD terrorism threat-warning process. 
system was given the name TALON and C1FA was designated as the date 
for TALON reports. Essentially, the TALON Reporting System was desi 
neighborhood watch program; a tool for the military commander responsi 
protection. 

«JAN 2 2 2007 

SE FOR 

reporting 

blishuig a new 
ational 

inlanders, and 
The reporting 

base custodian 
ned as a 

for force i t l o 

Through March 2006, more than 13,000 reports were received fironi a variety of 
reports ng organizations. Most of the reports were initiated by Service raei ibers or 
individuals who observed suspicious activity. Some of the reports were bi sed on e-mail 
mass mailings received by Service members or their families. Others wen > initiated by 
local or state law enforcement organizations. An audit of the database rev :alcd that 186 
reports ( l .4 percent) did not meet the TALON reporting criteria in that the re was no 
international terrorist nexus in those reports. Furthermore, 113 reports (0 . ! percent) 
contained information relating to U.S. persons that was not maintained in i tocordancc 

TOR OFFICIAL USE ONLY 
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with reference a. The reports identified by Ihe audit did not meet the reporting criteria or 
die requirements of reference a were immediately deleted from the database. 

In March 2006, Deputy Secretary of Defense England directed sevc ral 
modifications to the TALON Reporting System to ensure that reports post ¡4 to the 
database met reporting criteria (i.e., international terrorist nexus) and conf rnned to 
reference a. Sufficient safeguards now exist in the TALON Reporting Sys tern for 
collecting, retaining, and disseminating information. In addition to initial screening for 
receiving, retaining, and disseminating, the TALON database is periodical y audited. 

2. INFORMATION REQUESTED: A list of TO inspections condi 
paragraph summarizing the results or trends from those inspections. 

CIFA: December 2006, CIFA-West (Colorado Springs CI support 
on USNOkTHCOM issues). 

ctcd and a 

;cll focuscd 

CIFA's 10 Board conducted an in-person audit of CIFA-West 1 0 p 
to oversee data aggregations (defined as databases such as CORNERSTO! 
the TALON reports and other groupings of information over which CIFA 
corporate-as opposed to an individual worker-interest in overseeing adhcj 
principles and rules) previously identified by CIFA-West. The procedure! 
identified data aggregations and documented compliance with those proce 
exceeded what would normally be considered minimum compliance with 
and EO 12,333. Each employee and contract worker is required, inter alu 
personal 10 review of all data over which Ihe individual has cognizance 
basis and certify to the l O compliance officer that the review had been coi 

on 

The CIFA-West 10 procedures also include reviewing all reports tt e Military 
Departments and Defense agencies offer to include in the CORNERSTOf E database < 
TALON reports for compliance with IO requirements and to show an inlepiationaj 
terrorism nexus as noted above. 

3. INFORMATION REQUESTED: A paragraph summarizing an t substantive 
ClFA-widc changes to its 10 programs, including changes to supporting training 
programs and the reason for the changes. (Attach a copy.) 

CIFA: NONK 

4. INFORMATION REQUESTED: A paragraph summarizing an 
changes to published directives or policies conccrning intelligence, CI, or 
related activities and the reason for the changes. (Attach a copy.) 

CIFA: NONE 

FOR OFFICIAL U3C ONLY 
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5. INFORMATION REQUESTED: Any other matters pertinent to 
program. 

the CIFA10 

CIF A: During this reporting period, a question arose concerning th< i 
of "substantially composed" contained in the definition of "U.S, person" a t . 
In the past, CIFA's analysis focused primarily on either the number of Uni ei 
citizens or permanent resident aliens who were members of an unincorporsr'3 

or their percentage when compared to the entire membership. For example 
number reached into the tens of thousands or the percentage was relatively 
concluded that met the criteria of substantially composed. Based on consu 
the ATSD(IO) staff, CIFA now employs a multiple fector rather than a nun 
percentage approach to determine whether an unincorporated association q 
U.S. person. Whether the association is international (location of the head« 
whether it has a U.S. nexus, the stated purpose of the association and the pi 
members and number of members who are United Stages citizens or peona 
aliens are a few of those factors. CIFA wilt apply the&e and other factors ' 
analysis. 

interpretation 
reference a. 
d States 

led association 
, if that 
large, CIFA 
tations with 

merical or 
laliftes as a 
uartcrs), 

¿rceotagc of 
; wnt resident 

ii i future 
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8ECRET//NQFQRN//20330214 

DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, PC JOM041M 

Ü-08-0068/IG 

To: Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 
2007 

References: a. Executive ÛTder 12333, "United States Intelligence Activities,1' 
1981 

1 December 

4 December 

s ory Board," 

(b)(2),(b)(3):10 
USC 424 

b. Executive Order 12863, "President's Foreign Intelligence Advi; 
13 September 1993 

c. DoD Directive 5240.1, "DoD .Intelligence Activities," 25 April 1988 

d. DoD 5240.1-R, "Procedures Governing the Activities of DoD Intelligence 
Components that Affect U.S. Persons," December 1982 

e. ATSD(IO) memorandum, subject: Required Actions for the CT 2007 
Intelligence Oversight Report to Congress, 15 November 2007 

1. (U) As required by references, the Defense Intelligence Agency (DIA) is sut mining the 
Quarterly Intelligence Oversight (IO) Report for the period 1 October throuj bt 31 December 
2007. If further information is required, please contact the Office of the Get eral Counsel at 

or the Office of the Inspector General (OIG) a £ 

2. (U) The OIG did not open any intelligence oversight investigations this quai et. 

3. (U) The following provides the current status of ongoing intelligence oversij fct 
investigations: 

a.'(MOTI-

Classified by; Mu 
DECLASSIFY OD: 203 5 

3ECRET//NOFORN//2 Q330214 

4 February 2008 

(b)(2),(b)(3j) 
USC 424 

(b)(1), 1.4(c) 

tiptt Sources 
0214 
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0EOIUST//NOFORN//20330311 
. . . . . ; ; Intelligence, mi 

encaged in Questionable acrivitifesinvolving the establishment ofits£ 
ty have 

j The OIG has initiated an intelligence over IgKt 
investigation into the matter. The investigation continues. (Project 2008-p03049-MA) 

c. (U) The OIG did not issue any final investigative reports during this period. 

cc: 
DR 
DD 

gECRET//?iOIi1QRN//20330214 

0>KiLi-4 

(b)(3): 10 
USC 424 
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. r ^ T ^ i r r ^ » a i r r r h i T ^ l t i r i i i f f f iH-TïTiii ̂ nTirrìniatfî 'nìnirf̂ -ir̂  -TTìmim iHMiìiffiìrìn-i-nrTiii 

DEFENSE INTELLIGENCE AGENCY 

W A S H I N G T O N , O C 2 0 3 4 0 4 1 0 0 

U-07-0424/IG 2No> ember 2007 

To: Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending : 
2007 

References: a. Executive Order 12333, "United States Intelligence Activities," 
1981 

b. Executive Order 12863, Tresident,ssForeign Intelligence Advii 
13 September 1993 

c. DoD Directive 5240.1, "DoD Intelligence Activities," 25 April 

d. DoD 5240.1 -R, "Procedures Governing the Activities of DoD h 
Components that Affect U.S. Persons," December 1982 

0 September 

t December 

s wy Board," 

988 

telligence 

.' (b)(2),(b>(3):10 
! USC 424 

(b)(3):10USC 
424 

I, (U) As required by references, the Defense Intelligence Agency (DIA) Quart ¡rly Intelligence 
Oversight (10) Report for the period 1 July tlm)u^ 3Q September 2007 is en ilosed. If 
further information is required, please contact the Office of the General Cour 

-:-' ' or the Office of die Inspector General atf ; • • • 
£el(GC) " I TOW) to 

2. '(OMCT) The OIG released a letter, S-Ö7-0364/IG, "Possible Violation of Ë.O. 12333 and 
(bK2).(b)(3):io 
USC 424 

DoD 5240.1-R," 4 September 2(0)7. which stated that the 
| : •...-..l> j • Directorate for Analysis, might have engaged Ml 

{b)(1),1.4(c) 

questionable 
Fhe OIG initiated an IO investigation, 

i< :ct 2007-

<b)(3);l0 
USC 424 

(b)$l),1.4(c) 
i 
I 

and determined that the program complied with existing requirements. (Proj 
003018-MA) 

(S//NF) The OIG released a letter, S-07-033OTG, "Possible Violation of E .0 
DoD 5240.1-R," 9 August 2007, which stated Slat the QIG had received infoi 

12333 and 
initiation that a 

port Control 
Act. The OIG initiated an £0 investigation. (Project 2007-002940-MA) 

4. (U) The DIA made no substantive changes to its 10 program. 

5. (U) The DIA made no changes to any published directives or policies concei 
intelligence, counterintelligence, or intelligence-related activities. 

Classified by: 
Declassify on: 

SECRET//NOFORN ¿03210 29 

r ù n g 

Multiple Sources 
10321029 
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&E€R3BTiWOFQRir//2Q33m9 
6. (U) The D1A does not have any suggestions for program improvements for tiis quarter. 

(b)(3):10 
USC 424 

cc: 
DR 
DD 

2 
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COUNTERINTELLIGENCE FIELD ACTIVITY 
2511«h STREET 

CRYSTAL SQUARE 5, SU ITC 120Û 
Arlington, VA 22202-3537 

INFO MEMO 

FOR: ATSD(IO) 

FROM: JAMBS T , FAUST, DIRECTOR, COUNTERINTELLIGENCE F|lEl 
ACTIVITY (CIFA) . 

SUBJfECT: Quarterly Intelligence Oversight Report (3rd Quarter, CY 07) 

1. INFORMATION REQUESTED: Description of intelligence, counter« 
intelligcncc-rclated activities that violate law, regulation, or policy substa 
the quarter, as well as any actions taken as a result of the violations. 

CIFA: N O N E 

2. INFORMATION REQUESTED: A list of intelligence oversight inspections 
conducted and a paragraph summarizing the results or trends from those in spcctions. 

CIFA: Review of training records for 10 at the DoD Joint CI Train ng Academy 
compelled CIFA Main to perform 10 training, which was well otter ded. 
Inspected Force Protection Response Group's (FPRG) 10 program *nd found it 
sufficient. Conducted a pre-inspection of FPRG's records in anticij ation of 
pending A T S D 0 O ) inspection. 

3. INFORMATION REQUESTED: A paragraph summarizing any substiittive CIFA-
wide changes to intelligence oversight programs, including changes to sup porting 
training programs and the reason for the changes. 

ocr 2 2 2007 

telligence, and 
nlliated during 

CIFA: NONE 

wide changes 4. INFORMATION REQUESTED: A paragraph summarizing any CIFA 
to published directives or policies concerning intelligence, counterintelligence, or 
intelligence-related activities and the reason for Ihe changes. 

CIFA: NONE 

FOR OFFICIAL USE ONLY 
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5> INFORMATION REQUESTED: Any other matters pertinent to the C FA 
intelligence oversight program. 

CIFA: All TALON reports removed from CORNERSTONE datab ase on 
September 16,2007. OGC will retain deleted data on disks for FO A responses 
and potential 10 issues. 
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COUNTERWmLtQHKCe FIELD ACTIVITY 
25118tì* STREET 

CRYSTAL SQUARE 6, SUITE 1200 
Arlington, VA22M2-35S7 

MEMORANDUM FOR ATSD(IO) 

SUBJECT: DoD Counterintelligence Field Activity (ClFA) Quarterly IntelHgeji' 
Oversight Report {4tJi Quarter, CY 07) 

1. INFORMATION REQUESTED: Description of intelligence, counterintellij ence, and 
intejiigence-relatcd activities that violate law, regulation, or policy substantiate* during the 
quarter, as well as any actions taktrfi as a result: of the violations. 

i • CIFA: NONE 

2. INFORMATION REQUESTED: A list of Intelligence oversight inspectk»v| conducted 
andia paragraph summarizing the results or trends fiom those inspections. 

CIFA: Conducted top to bottom review of data aggregations (which inc 
databases) which might or actually do contain US person information in 
for DoD/IG audit of CIFA intelligence databases. 

3. INFORMATION REQUESTED: A paragraph summarizing any substantia 
changes to intelligence oversight programs, including changes to supporting trajning 
programs and the reason* for the changes. (Attach a copy, if any). 

. CIFA: Created a tracking methodology/process to capture any deletions of databases, 
to include classification Level and description of the database / data aggregation contents. A 
copy of the blank form, with Instructions is included with this report 

4. INFORMATION REQUESTED: A paragraph summarizing any CIFA-widel changes to 
published directives or policies concerning intelligence, counterintelligence, orfntelligence-
rclatcd activities and the reason for the changes. (Attach a copy, if any). 

CIFA; NONE 

5. INFORMATION REQUESTED: Any other matters pertinettt to the CIFA iJrtelJigence 
oversight program. 

CIFA: NONE 

(• l o h n F. O'Hara 
V^/Acting Director 

Attachment: 
As stated 

FOR OFFICIAL UOC ONt-V 
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CLASSIFICATION: 

CEFA 

To: 

Froia: 

DATABASE / DATA AGGREGATION 
CLOSE-OUT / DELETION VERIFICA^JO 

(See Farm Instructions on page 2) 

The CIFA Intelligence Oversight Board 

CIFA Gsvcmnent Bmpb̂ c'T KIIIM (Hint Ltjibly) 

Employee TM« 

emaituidna 

Oathe day of __ 
following database (of data aggregation}: 

^ 20 , I req 

1. 
2. 
3. 

A IT EH borate to 1 aid-delete the 

TITLE: 
DOMAIN: NIPR ' I ^ M f e h , (circle one) 
DESCRIPTION AND C L A S s f f ^ M ' ^ F CONTENTS: 

Signed this d a y j f e ^ 

i l M f e W Certification of Hard Deletion 

I> ! "^^Wrn l lMmt lm (please print name legibly) hereby certify that the a 
de jcr i»- i^^JT - / . * jfjpgregation was hard-deleted from CEFA's servers on th< 
date: 

Signed: Date Signed: _ _ _ _ _ 

extension 

CLASSIFICATION: 

jove 
following 
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CLASSIFICATION: 

Form Instructions; 
1. Data o<witti5 shall complete this form when they desire to remove/delete an enti « database or 
data aggregation from the CIFA enterprise. 

2. Completion of this form is required to Assist the CIFA Intelligence Qvj 
carrying out its function to provide adequate oversight of adherence to 

Btardin 
Oversight 

3. The Government employee who is responsible for maintaining or 
data aggregation shall ensure that the Information Technology D: 
deleting a database / data aggregation completes the bottom half of (las ft 

4. This form shall be submitted to the chair of the CIFJ- ^ 
with signatures, within 3 work days of the deletion ofthe1 

5. Any questions regarding the propriety oFdel 
directed to the CIFA Office of General Counsel 

>a ird, complete 
.101. 

ftwld be 

CLASSIFICATION: 
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*ECiLgiy/T<oroKH)jUHMijfl 
DEFENSE INTELLIGENCE AGENCY 

WASHINGTON. D.C JOWl-Sl W 

S-C8-022I/CE 1 February 20flR 

Subject, (SjWtfJl Congressional Notification - PI A liifcrrogafifm Recording* vl'Ali 
Kahtoh Ai-Mwri 

1. Summary. IIHimiThc Department of Juttiec (00J) tcccnily requested the t>efer sc 
Inteilipmce Agency (DIA) assistance in connection wiilt collection of information at out A! 
Saleb Kahlah Ai-Mani. t suspect od «l-Qaidn vpcratrve arreted in 200) by 0>o l-'edcr il Bureau of 
(AVGAtBMioa 0>m) and row held b j ihc Defense Depanmeni at (he ConsoliitaMd N4pal Brig in 
Charleston. South Card in*. IX» wanted kfcnmitiua eoijcerning the joint DfA-FBI 
inumogHlion» of Al-Marri that ocuwrvd between September 200} and July 2IXM. Diking an 
inventory in response to (ho DOJ wque«, DIA dclcnttiitcd tti* interrogation session: had been 
recorded and that (tie original video recording of the intemogatioi» were dwxiroycd. However, 
Dl A made copit* (if some or the fusions in wtd to Other acliviltes. We are in the pi rcess of 
compiling available copies of throw recQHHnu*, Due lo cwrait Congressionalam. DOJ 
(tuen»t in destrorfian of imerrugitfwi tapes. DIA ha* initiated an internal inquiry intfi the 
inicrrogeiinn recordings wxl tliecireunitauies suirnuulingihtir disposition. 

2. PMtfWnfr 

' ffoflff) The Director, J MA in August 2003 approved video recording of the irtarogdtimu. DIA 
subsequently recorded all 37 iiticripgmiciR sessions Of Al-Mairi, which occurred betv reen 12 
September 300) and 71 July 2004. The w»kias were recorded vii eitha VHS Upo fw 1J VD 

-ffiWF^Thc iiucrrogfliifm nam considered the iccordin&s a« working papers, 
interrogator* and others to roviow Al-Mom'n comments, dcnuauiof, mid to 
translation». (Mailed situntinn TepcmiSlTREP*) were prepared as well as 
iuforroniton reports (IIEU). PIA intiiniatiks record copies of the SITREPs And 

• (O.Wl) After utilizing infannuion from the recording*, the iMerrogaiian Tata Chief 
And the lead DIA Imwruga»« disirnyed the origfaal VI IS Up»» mid DVDs b< Iwecn 
December 2004 and February 2005. They dalruyed the recwdmgx because (hey 
regarded them as vmridns|Kipun with no further intelligence value. 

(OA1?!!*) Dim to eweni CiHigressiorval and DOJ micrcst MI deatmetina of intcnogntio < topes. DIA 
ml listed an internal, joint lasptxw General. General Counsel inquiry into the intenjfvgatton 
recordings hik) ibe circumstances Junwndint! their t!«pwitifl»i. 

• l0*"»f) Wlnle the inquiry coniinuei the eutucm of tlw recordings is being refiewvtl. 

OrfWJi*«: MGXt t: 
ft-ri,«tic IvTUitM 

f»)ORPT/ff<QPOHWtftft33U 130 

enabling the 
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• '(iWJirj DIA | i« lound no evidence that, at the time o r the desmictírai of the i tcordings. 
there was any litigation bold, preservation directivo, »gvney issuance. court ui i2KT, or 
roqueta by any investigative body expressly requiring preservation of the rceo rdingi, 

1 KJ.'fliP) The DIA General Counsel ha$ imposed a litigation hold requiring continued >roscrv«iiON 
of all AJ-M»rri related inlurmviieo, including recording. 

MICHAEL D. MAPLES 
Lieutenant Ocncral, USA 
Director 
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UNCLASSIFIED 

DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, DC 2OMO.ÎIOO 

U-07-0337/IG AO0,1 '4 2907 

(b)(2),(b)(3): 
10 USC 424 

To: Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: Quarterly Intelligence Oversight Report for Ihe Period Ending 30 Junk 2007 

References: a. Executive Order 12333, "Vnited States Intelligence Activities," 4 December 
1981 

b. Executive Order 12863, "President's Foreign Intelligence Advisory Board," 
13 September 1993 

c. DoD Directive S240.1, "DoD Intelligence Activities," 25 April 1^88 
d. DoD 5240.1-R, "Procedures Governing the Activities of DoD Intelligence 

Components that Affect U.S. Persons," December 1982 

1. As required by references, the Defense Intelligence Agency (DIA) Quarterly Ii itelligence 
Oversight (10) Report for the period I April through 31 July 2007 is enclosed. If further 
information is required, please contact the Office of the General Counsel (GC) al 

or the Office of the Inspector General (OIG) at 

2. There were no intelligence oversight investigations opened during this quarter, 

3. There were no substantive changes to DIA's 10 program. 

4. There were no changes to any published directives or policies concerning intel 
counterintelligence, or intelligence-related activities. 

5. DIA does not have any suggestions for program improvements this quarter. 

cc: 
DR 
DD 

UNCLASSIFIED 

(b)(2), (b)(3): 
10 USC 424 

!igence. 

(b)(2),(b)(3| : 
10 USC 424 

(b)(3): 10 
USC 424 
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DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, DC 20HO-SIÛO 

S-07-0173/IG 

To: Assistant to the Secretary of Defense (Intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 3 March 2067 

(b)(2),(b)(3): 
10 USC 424 

References: a. (U) Executive Order 12333, "United States Intelligence Activitiejs," 4 December 
1981 

b. (U) Executive Order 12863, "President's Foreign Intelligence Advisory Boafd," 
13 September t993 

c. (U) DoD Directive S240.1, "DoD Intelligence Activities," 25 Apkl 1988 

d. (U) DoD 5240.1-R, "Procedures Governing the Activities of Dol > Intelligence 
Components that Affect U.S. Persons," December 1982 

1. (U) As required by references, the Defense Intelligence Agency (DIA) Quarte ;ly Intelligence 
Oversight (10) Report for the period 1 January through 31 March 2007 is enc! osed. If further 
information is required, please contact the Office of the General Counsel (GC 

or the Office of the Inspector General (OIG) a t | (b)(2) 
424 

2. (S//M1) The OIG released a letter, S-07-0098/IG, subject: Possible Violation 
Order (EOl 12333 and DoD 5240,1-R. 16 February 2007. that renortedl 

(b)(1),(b)(3):10 
USC 424,1.4 (c) engaged in questionable collection activities trom2Q03 to the present. The O 

investigation into this matter (Project 2006-002940-MA). No further informa 
this time. 

3. ((M*P)The OIG released a letter, S-07-0110/IG, subject: Possible Violation 
Order (EO) 12333 and DoD 5240.1-R, 5 March 2007, that reported that an irc ividual 
assigned to the Directorate for Human Intelligence (DH) may have engaged u 
activities consisting of ~ 

Jthrougl 
coordination. The OIG initiated an investigation into this matter (Project 200f-002947-MA). 
No further information to report at this time. 

Clantfted by: DIA HLTijllNT SCG 
Declassify oa: 203204Z< 
Date of source: 1 October 2004 

3ECRET/ffCOFORfm032042<i 

(b)(3): 10 USC 

i£E?cecutivg. 

Imày hâve 
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(b)(2),(t)(3):1 
0 USC 424 
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4. (U) There were no intelligence, counterintelligence, or intelligence-related act vities that 

violate law, regulation, or policy substantiated this quarter. 

5. «J//TOUQ1OIG inspected i1.' 
(b)(3): 10 
JSC 424 

(b)(3):10 
during the period 29 November through 13 December 2006. The pun ose of the [JSC 424 

3 did not find inspection was to assess and identify any impediments to mission success. 01 
any questionable intelligence activities. 

6. (U) There were no substantive changes to DIA's 10 program. 

7. (U) There have been no changes to any published directives or policies conceiving 
intelligence, counterintelligence, or intelligence-related activities. 

8. (U) D1A does not have any suggestions for program improvements this quarts 

<< - j (b)(3): 10 
USC 424 

cc: 
DR 
DD 

2 
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COUNTERINTELLIGENCE HELD ACTIVITY 
251 18th STREET 

CRYSTAL SQUARE 5, SUITE 1200 
Arlington, VA222Û2-3537 

INFO MEMO 

FOR: ATSD(IO) 

PROM: JAMES T. FAUST, DIRECTOR, CIFA 

SUBJECT: Quarterly Intelligence Oversight Repor 

» This memo provides CIFA inpu t for fhe quarterly Intel ligeoce Oversigh I report. 

INFORMATION REQUESTED: Description of intelligence, counterin 
intelligence-related activities that violate law, regulation, or policy sabs isntiated 
during the year, as well as any actions taken as a result of the violations. 

CÏFA: NONE 

INFORMATION REQUESTED: A list of intelligence oversight inspections 
conducted and a paragraph summarizing the results or treads from thosi ; inspections. 

C1FA: NONE I 
INFORMATION REQUESTED: A paragraph summarizing any substa itive CIFA 
wide changes to our intelligence oversight programs, including changes to supporting 
training programs, and the reason for the changea. (Attach a copy, if ar y). 

CIFA: NONE 

INFORMATION REQUESTED: A paragraph summarizing any CIFA- wide changes 
to published directives or policies concerning intelligence, counterintell igetice, ox 
intelligence-related activities and the reason for the changes. (Attach a < »py, if any), 

CIFA: NONE 

INFORMATION REQUESTED: Any other m a l t e pertinent to the Cj|fA 
intelligence oversight program. 

CIFA: "Robust Intelligence Oversight education program continues 

elligence, and 

FOR OFFICIAL UflE OWAT 
EFF 1 9 3 
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D E F E N S E I N T E L L I G E N C E A G E N C Y 

W A S H I N G T O N , D C M M O - S < 0 0 

S-08-0152/1G 

To: Assistant to the Secretary.of Defense (intelligence Oversight) 
7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 

References: a. Executive Order 12333, "United States Intelligence Activities, 
1981 

b. Executive Order 13462, "President's Intelligence Advisory Bo 
Intelligence Oversight Board," 29 February 2008 

c. DoD Directive 5240.1, "DoD Intelligence Activities," 25 Aprii 

d. DoD 5240.1 -R, "Procedures Governing the Activities of DoD 
Components that Affect U.S. Persons," December 1982 

e. ATSD(IO) memorandum, subject: Required Actions for the C 
Intelligence Oversight Report to Congress, 15 November 200' 

31 March 2008 

4 December 

trd and 

1988 

ntelligence 

Y 2007 

(b)(2),(b)(3): 
10 USC 424 

(U) As required by references, the Defense Intelligence Agency (DIA) is sti 
Quarterly Intelligence Oversight (10) Report for the period 1 January throu 
2008-. If further information is required, please contact the Office of the Gi 

or the Office of the Inspector General (OIG) at 

2. (U) The following intelligence oversight investigations were opened this pc riod 

a. "(OWf) The Director, DIA, directed that the Inspector General and the 
conduct a joint inquiry into the facts and legal considerations surroundiji; 
of video recordings created during the joint Defense Intelligence Agenc 
of Investigation (D1A/FBD interrogation of enemy combatant detaineef 

The inquiry determined that the disposal of video recordings was const 
Department of Defense and DIA information security regulatory guidai 
of-working papers, and standard interrogation approaches were followe 1 
was treated humanely and no extraordinary or enhanced interrogation 
employed. The interrogations were conducted in a manner so as not to 
executive order, other presidential directive, or Department of Defense 
report was issued after the close of the reporting period. (Project 2008-

Classiflcd by: M 
Declassify on: 2 
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b. '(iWNPfr'A review was initiated about circumstances leading to the 

inade o f D I A f ^ 
JTheDIA 

agency's possession involving*;:? ; 
determine if agency personnel used 

.; Requested the QIG review all typ< s of media in the 

The review determined that standard 
followed and no. 
report is in final review for release. (Projects 2008-003089/003092/0030p: 

assigned 

were employed. The 
3-MA) 

c. ( S I ' I W ) The Q I G received information that 
piay have conducted an 

The 010 initiated an intelligence oversii 
into the matter and determined the allegation was not substantiated; case 
no further action. (Project 2008-003090-MA) 

3. (U) The following provides the current status of ongoing intelligence oversight 
investigations: 

ght investigation 
was closed with 

9. 1 — 

......... 

Directorate for Human Intelligence, r lay have 
engaged in questionable activities involvinc the establishment of./ 

The investigation substantiated violation* 
of Defense policies for information assurance, webmaster policies, and j: 
requirements and the website was removed from the Internet. The repor: 
review for release. (Project 2008-003049-MA) 

4. (U) The following final investigative report was issued during this period: 

(b)(1),1.4(c) 
1(b)(3): 10 
JSC 424 

(b)(1),1.4(c) 

^e^The OIG conducted a review at the ' 
to a request for intelligence oversight guidance on usingj 

The review determined that the _ _ _ _ _ _ _ («0 
had a contract with an academic institution and two Ather contracts (b)(3): 1) 

ilied with USC 42| 
did not have 

~1 The contract activities com related to 
intelligence oversight policies, but the 
sufficient application controls in place to provide needed IO training. 0 
recommendations were issued to: I) address training of personnel in vol 
research projects; 2) include modification of current contracts to include 

(b)(1) 1 

: were 

to Department 
rivacy 
is in final 

4i(c) 

in response (b)(3): 10 
- i 424 
^ (b)(1),1.4 

Ü" 
'ed in similar 
an IO policy; 

(b)(3):1 
USC 4!». 
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and 3) establish provisions to include 10 training responsibilities in futo re contracts and 
purchase orders when appropriate. Management is taking corrective act ion. (Project-
2008-003018-MA) 

(b)(3): 10 
USC 424 
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ron orrioiAL UOC ONLY 
COUNTERINTELLIGENCE FIELD ACTIVITY 

2511 Ml STREET 
CRYSTAL SQUARE 5.8WTE1200 

Artmtfon, VA 22202-3537 

INFO MEMO 

FOR: ATSD(IO) 

FROM: JAMES T.FAUST, DIRECTOR, CIFA AUG 22 2007 

SUBJECT: Quarterly Intelligence Oversight Report 

1. INFORMATION REQUESTED: Description of intelligence, counterintelligence, and 
intelligence-related activities tii&t violate law, regulation, or policy substantiated during 
the quarter, as well as any actions taken as a remit of the violations. 

CÏFA: NONE 

2. INFORMATION REQUESTED: A list of intelligence oversight inspections 
conducted and a paragraph summarizing the results qr trends from those insp jetions. 

CIFA: Reviewed a new took suite (IATS) and its IO procedural safe] yards. 
I ATS is a Google-like search tool designed to permit joint, on-line 
counterintelligence collaboration and population of products on a CIF ̂ -controlled 
system. Given the desired end-state, IO procedural safeguards are stil 1 under 
development and will be in place before going live. 

3. INFORMATION REQUESTED: A paragraph summarizing any substantive CIFA-
wide changes to intelligence oversight program*, including changes to suppc rting 
training programs and the reason for the changes. (Attach a copy, if any). 

CIFA: NONE 

4. INFORMATION REQUESTED: A paragraph summarizing any CIFA-w i 
to published directives or policies concerning intelligence, counterintelligeni e, or 
intelligence-related activities and the reason for the changes. (Attach a copy, if any). 

CIFA: NONE 

5. INFORMATION REQUESTED: Any other mattere pertinent to the ClFf 
intelligence oversight program. 

tore ornciAL USE ONLY 
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COUNTERINTELLIGENCE FIELD ACTIVITY 
2511«th STREET 

CRYSTAL SQUARE 5, SUITE 120C 
Arfinflion, VA 22202-3537 

MEMORANDUM FORATSD(IO) 

SUBJECT: Quarterly Intelligence Oversight Repon CY 2008 1st Quarter 

^ 1 « fflflg 

1. INFORMATION REQUESTED: Description of intelligence, counterintelligct ce, and 
intelligence-related activities thai violate law, regulation, or policy substantiated during tbe 
qitarter, as well as any actions taken as a result of the violations. 

CIFA: MONK-: 

2. INFORMATION REQUESTED: A list of intelligence oversight inspections conducted and a 
paragraph summarizing the results or bends from those inspections, 

CIFA: Conducted random audit of compliance with CIFA 10 training reqi lirements. 

3. INFORMATION REQUESTED: A paragraph summarizing any substantive C EFA-wide 
changes to intelligence oversight programs, including changes to supporting train! ig programs 
and the reason for the changes. (Attach a copy, if any). 

CIFA: NONE 

4. INFORMATION REQUESTED; A paragraph summarizing any ClFA-wrde cljanges to 
published directives or policies concerning intelligence, counterintelligence, or int :lligence-
telated activities and the reason for the changes. (Attach a copy, if any). 

CIFA: Published new internal directive on SAP regarding offensive count srinlelllgence 
operations. Published updated internal directive regarding legal review of CIFA \ •ork-product, 
reaffirming that the CIFA' OGC shall review, among other things, all analytic pro( ucts and 
operational reports - the review of which is primarily designed for intelligence ov< rsight 
purposes. Reissued internal CIFA policy reganiing Collection of Information in ( yberspace, 
with modest administrative changes and maintaining the requirement that all CIFV, employees, 
contractors (on-site or off-site) are required to take CIFA 10 training before engag tag in cyber 
research on CIFA information systems or otherwise in support of CIFA on contra I anywhere. 

5. INFORMATION REQUESTED: Any other matters pertinent to the CIFA intejlligence 
oversight program. 

CIFA: NONE 

Acting 
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